BRZ &~

INVESTIMENTOS

MANUAL DE
COMPLIANCE

Janeiro | 2026




APRESENTACGAD ...ttt ettt st st ettt s st st e ettt e st st e st st st e te st saesess et tese et e sb et ebebe e saesn et ebetesesassnasetesesssasssassresena 4
1. INTRODUGAD ..ottt sttt ssssss b b s s s bbb bbb s sttt b et s ssssssssesessrerens 6
1.1 Aplicabilidade do Manual de COmMPIIANCE...........cc.ccviiiiciiiiiiee e 6
1.2 AMDIENTE FEGUIATOTIO ... v e et 6
13 CONFIAENCIAIIAAAR ...t 7
1.4 TreinameNnto € RECICIAZEM c..iiii ittt ettt b ettt e ettt be et eteesae e b ene e 8
2. ASPECTOS ESTRUTURAIS DAS SOCIEDADES INTEGRANTES DO GRUPO ECONOMICO BRZ........ ERRO!

2.1

2.11
2.2

221
2.2.2
223
2.2.4

31
3.2
3.3
33.1
332
333
34
341
34.2
343
344
35
35.1
35.2
353
354
355
3.6

4.1
4.2
421

INDICADOR NAO DEFINIDO.

Relacdo entre funciondrios, administradores € SOCIOS .....cvivieiiiiiieeieee e 9
FOrmMalizagao das diSCUSSBES ....c..eiuiriiiiitiitiete ettt ettt ettt ettt ettt ettt ettt et e eteebeeneaneaneaneeneaneas 9
Segregacdo de atividades € OULIOS ...ocviiiii it 9
CoNfIdENCIlIAAdE. ...t 11
R ECTLaT=TaaT=] ) (e TP OP PP RPPPPTPPPRN 11
Restricdes a negociacdo com valores Mobilidrios ..........c.oovieeioiiiece e 11
(00117 o] o T ol -SSR 12
REGRAS DE NEGOCIAGAO COM VALORES MOBILIARIOS .........coeveererrereererereesetese s sssssansans 13
Hipoteses de restricdo @ NEGOCIAGA0 «..uiuiiviitiiirteeie ettt ettt ettt ettt ettt ettt r e beereareeneaneaneene e 13
Politica de iNVestiMENTO PESSO@I ......ccui i 14
T (ol Raa o Tl e IV =T T - RSP PSPSPR USSP 14
Conceito de INformagao Privil@iada . ..eoueiireieeieeeeeie et 14
Obrigacdo de informacdo ao Comité de Etica @ COMPHANCE.........cocoeoeeoeeeeeeeeeeeeeeeeeeeeeeeeee, 15
SancGes legais pelo uso indevido de Informacdo Privilegiada........c.ooooovvioiiiiceeceeeeee e 15
Restricdes a negociacdo por Informacgado Privilegiada em geral......ccoovvviiiiiiiiiiciicccee e 16
Operacdes indiretas (artigo 21, Il, e §1° da Resolu¢do CVM N2 44/2021) ....covoveeeeeeeeeeeeeeeee 17
Alcance da proibicdo (artigos 13 e 21, |, da Resolu¢do CVM N2 44/2021) .....c.ccvevvieeeiciiiceieenen 17
ExcecBes a proibicdo (artigo 13, §3°, | e Il, da Resolugdo CVM N2 44/2021) ..c.ccvcviiiiiiiiiieiannn, 18
Participacdo em 6rgdos de adminiStraga0.......ciiviiiiieiiiecee et 18
RestricBes a negociacdo por Informacado Privilegiada especifica ........cccoovvvveiciiicceieeeeeceee 19
FusGes, Aquisi¢des, CisOes, Transformacdes ou Reorganizagdo SOCIetarias .....c.oovvevveeveeveevieevreenennn. 19
Alienagdo ou aquisiCa0 das ProPrias @GOES ......ccvieueiieereeeee ettt ete ettt ettt ae et eae et eae e 19
Informacdes fiNaNCeiras PEIrIOTICAS . c.viiiuii ittt ettt 20
Distribuicdes primarias € SECUNUAIIAS ...c..ciiiiiiii it ettt 21
Participacdo em 6rgdos de adminiStraga0.......oviiviiiioeiiie et 23
Restricdo a negociacdo por ocorréncia de conflito de iINteresses.......coovvevveveeieceicicceeceee 24
COMPLIANCE. ...ttt e et s e s e sonesan e sen e et eesemesenesanesnesanens 27
OBJETIVO ettt 27
Regras gerais de COMPLANCE .............cc.oei et 27

SegUraNCa da iNTOMMACE0 ....ii ittt ettt ettt e et te e eaveeeaae e 27



422 Procedimentos internos para tratar eventual vazamento de Informagdes Confidenciais, reservadas

OU PIIVIIBEIAAAS 1ottt ettt ettt et a et e et b e st e ete e be et e ebeebe st e eteebeesbeebeebeesbenne e 29
4.2.3 Procedimento de seguranga CIDEIMEATICA .....ciiiiiieci ittt 29
43 COMItE A€ ELICA © COMPIIGNCE ..ottt 36
431 Definicdo, COMPOSICA0 & COMPETENCIAS . ..viivieeeeie ettt ettt 36
432 IL<T0 oo 1= T PSSP PP PP 37
433 [ LTol Ko 1= USSP TSP UPPP 37
434 Atribuicdes do COmité de EtiCa @ COMPIANCE ..........cvvveeeeeeeeeeeeeeeeeeeeeeeeeeeeeeeeeeee e 38
435 Garantia de INAEPENAENCIG ...viiviiiiiie ettt ettt sbe et eetsesbeesbeene e 39
4.4 LAVagEM dE DINNEITO ..ouiiiiiiiecii ettt ettt ettt ettt e b e b et eets e be e beenbeebeebeenseeneeseas 39
5. PLANO DE CONTINGENCIA E CONTINUIDADE DOS NEGOCIOS.........coevuerericrerereieresaeesessesesenaeienans 41
5.1 ToiageTe [U1o To X =e] o] =1 d 1 Lo -y TR 41
5.2 [ A LA U OO OPP PRSPPI 41
5.2.1 Areas e Atividades Contempladas no Plano de CONtINGENCIA «.....vveeeeveeeeeieeeeeeeeee oo 41
5.2.2 Acionamento do Plano de CONtINGENCIA........oviii e 42
523 Ambientes Basicos e PIano de CONTINGENCIA ...cvviuviiiiiiiiiiieieeeie et 42
5.2.4 EomIA] ettt ettt a e e et ae bt eeaeebe et ete s 43
525 DA0S € SISTEMIAS ..ttt bttt bbb bbb bbb bbbttt 44
5.3 EQUIPE A CONTINGENCIA vttt et 44
5.4 (O [aTo I e [N Ole gl a aT={<T oo - PSPPSRSO 44
54.1 SItUACE0 dE CONTINEBNCIA ...veieeeeeeeeee e eae e 45
5.5 JN o LTo (o I CT=T =T PP P PP U PPPUPPPRN 45
6. CERTIFICACOES ANBIMA ..ottt ettt sttt s b e st s st be st st s b s s st be e sassnassbans 47
7. HISTORICO DE VERSOES ....coeurivieriiesise st sesessse st st ssssesene s esssnenens 50
ANEXO | - TERMO DE COMPROMISSO ...ttt ettt ettt e et et e e e e et e st e smeesseeaneeeeeneaeneaeseeseensean 51
ANEXO Il - TERMO DE RESPONSABILIDADE E CONFIDENCIALIDADE .......c.eeitreierrerrenre e sieesere e eseesresresanens 53
ANEXO 11 - INFORMAGAO AQ COMPLIANCE ......cveveeeeeeeietetetesissasesessessssssssssssssetesesesssssasassesessssssssssasasesesssssasssens 58



BRZ &

INVESTIMENTOS

Para efeitos deste manual de compliance (“Manual de Compliance”), “BRZ” abrange, naquilo que
couber: (i) a BRZ Investimentos Ltda., inscrita no CNPJ sob o n2 02.888.152/0001-06, autorizada pela
Comissdo de Valores Mobilidrios (“CVM”) para o exercicio profissional de administracdo de carteiras
de valores mobilidrios, na categoria “gestor de recursos”, por meio do Ato Declaratério CVM n2 7.490,
de 11 de novembro de 2003; (ii) a BRZ Gestao de Recursos Ltda., inscrita no CNPJ sob o n?
14.209.785/0001-11, autorizada pela CVM para o exercicio profissional de administracdo de carteiras
de valores mobilidrios, na categoria “gestor de recursos”, por meio do Ato Declaratério CVM n2 15.536,
de 30 de marco de 2017; e outras sociedades integrantes do grupo econdmico que realizem e/ou

venham a realizar as atividades de gestdo de recursos regulada pela CVM.

A atividade de administracdo de recursos exige a mais completa relagdo de credibilidade e confianca
entre nds e nossos clientes. Exige, ademais, o compromisso inegociavel com a legalidade e espirito de

cooperacdo com os orgaos reguladores e autorreguladores dos mercados em que atuamos.

A credibilidade e confian¢a depositadas na BRZ foram adquiridas através dos anos pelo esforco de
todos os nossos Colaboradores (conforme abaixo definido), mas podem ser comprometidas pela agdo
de um Unico individuo, ou por uma Unica decisdo de investimento tomada por razdes aparentemente

imprdprias, sob o ponto de vista de sua motivagao.

Este Manual de Compliance tem por objetivo disciplinar, dentre outros pontos, os procedimentos e
limitacOes a negociacdo de valores mobiliarios, resultantes da ocorréncia de situagdes de eventual
detencdo de Informacdo Privilegiada (conforme abaixo definido), ou de conflito de interesse, inclusive

guando tais situacdes, embora inexistentes em termos concretos, sejam apenas aparentes.

Com a elaboragdao deste Manual de Compliance, a BRZ pretende minimizar a possibilidade de
ocorréncia de eventos que possam comprometer sua credibilidade e confianga. Espera, ainda, que a
formalizagdo de procedimentos aqui contida contribua para evidenciar os Unicos valores que orientam
as decisOes de investimento tomadas em relagao aos recursos sob sua gestao, sempre pautados pela

independéncia e rigor técnico.

Além do presente Manual de Compliance, a BRZ também possui um manual de ética disponivel em seu
website (“Manual de Etica”), cujo objetivo é sistematizar os valores éticos fundamentais a BRZ e
garantir sua disseminagdo interna e externa, visando ndo apenas o melhor convivio dentro da BRZ,
mas também a preservacdo da credibilidade e da confianca adquiridas pela BRZ ao longo de sua

trajetdria.
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Em conjunto, o Manual de Compliance e o Manual de Etica, bem como os demais manuais e politicas
internas da BRZ, orientardao o comportamento dos Colaboradores da BRZ em suas atividades didrias,

inclusive em caso de duvidas, devendo ser mantidos sempre como fonte de referéncia.
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Este Manual de Compliance aplica-se a todos os sécios pessoas fisicas, funcionarios e integrantes de
cargos de administragdo e/ou gestdo da BRZ, independentemente do vinculo contratual ou societario
gue mantenham com a BRZ, bem como aos profissionais e demais prestadores de servico que tenham,
ou possam vir a ter, acesso a InformacGes Confidenciais (abaixo definido) ou de natureza estratégica,
financeira, técnica, comercial ou negocial relativa a BRZ (“Colaboradores”). Aplica-se, ainda, a certas
Pessoas Vinculadas (conforme abaixo definido) aos Colaboradores, nas hipoteses previstas na Politica

de Investimento Pessoal disponivel no website da BRZ.

Todos devem se assegurar do perfeito entendimento das leis e normas aplicaveis a BRZ, bem como do
completo conteldo deste Manual de Compliance. Em caso de duvidas ou necessidade de
aconselhamento, é imprescindivel que se busque auxilio imediato junto ao Coordenador do Comité de
Etica e Compliance, da maneira explicitada abaixo.

Para os fins do presente Manual de Compliance, toda e qualquer solicitacio que dependa de

autorizac3o, orientac3o ou esclarecimento expresso do Coordenador do Comité de Etica e Compliance

Ill

deve ser a ele dirigida, exclusivamente através do e-mail “comitedeetica@brzinvestimentos.com.br”,

com antecedéncia minima de 2 (dois) dias Uteis do prazo em que o Colaborador necessite da

autorizagdo, orientagao ou esclarecimento respectivo.

Todo Colaborador, ao receber este Manual de Compliance no momento de sua contratagdo, ou no
inicio do exercicio de suas fungdes junto a BRZ, firmara o “Termo de Compromisso” constante do Anexo
| ao presente Manual de Compliance, por meio do qual toma conhecimento da existéncia deste Manual
de Compliance e de seus Anexos, comprometendo-se a zelar por sua aplicacdo e observancia. O Comité
de Etica e Compliance deverd manter em arquivo cépia de cada Termo de Compromisso assinado por

cada um de seus Colaboradores.
Este Manual de Compliance, incluindo os seus Anexos, juntamente com a legislagdo e normatizagao
aplicavel, fazem parte das regras que regem a relacdo societaria ou de trabalho dos Colaboradores da

BRZ.

O descumprimento de quaisquer das regras estabelecidas neste Manual de Compliance, ou em seus

Anexos, devera ser levado ao conhecimento e apreciagdo do Comité de Etica e Compliance, de acordo
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com os procedimentos estabelecidos no capitulo 3 deste Manual de Compliance, seja pela prépria
pessoa responsavel pelo descumprimento, seja por seus supervisores ou colegas de trabalho.

Adicionalmente, tal descumprimento sera considerado infragdo contratual, sujeitando o autor as
penalidades cabiveis, inclusive demissdo, destituicdo, exclusdo ou desligamento, sem prejuizo das
demais consequéncias legais. A BRZ ndo assume a responsabilidade de Colaboradores que transgridam
a lei ou cometam infragdes no exercicio de suas funcdes. Caso a BRZ venha a ser responsabilizada ou
sofra prejuizo de qualquer natureza por atos de seus Colaboradores, podera exercer o direito de

regresso em face dos respectivos responsaveis.

Com relacdo as Informacg6es Confidenciais que cheguem ao conhecimento dos Colaboradores da BRZ
por forca do exercicio, a regra basica é que ndo podem ser divulgadas internamente, salvo se para
outro Colaborador que deva ter acesso a mesma informacgado, ou externamente, salvo se a divulgacdo

se fizer de acordo com as normas legais e deste Manual de Compliance.

Sdo consideradas informacgdes confidenciais (“Informagdes Confidenciais”), para os fins deste Manual

de Compliance:

a. Todo tipo de informacdo escrita (fisica ou digital), verbal ou apresentada de modo tangivel ou
intangivel, podendo incluir: know-how, técnicas, cépias, diagramas, modelos, amostras,
programas de computador, informacgGes técnicas, financeiras ou relacionadas a estratégias de
investimento ou comerciais, incluindo saldos, extratos e posi¢Ges de clientes e dos fundos
geridos pela BRZ, operagdes estruturadas, demais operag¢des e seus respectivos valores,
estruturas, planos de agdo, relagcdo de clientes, contrapartes comerciais, fornecedores e
prestadores de servigcos, bem como informacgGes estratégicas, mercadoldgicas ou de qualquer
natureza relativas as atividades da BRZ e a seus clientes, independentemente destas
informacbes estarem contidas em discos, disquetes, pendrives, fitas, outros tipos de midia ou

em documentos fisicos; e

b. Informagdes acessadas pelo Colaborador em virtude do desempenho de suas atividades normais
na BRZ, bem como informacGes estratégicas ou mercadoldgicas e outras, de qualquer natureza,
obtidas junto a Colaboradores da BRZ e/ou de subsididrias ou empresas coligadas, afiliadas ou
controladas pela BRZ ou, ainda, junto a seus representantes, consultores, assessores, clientes,

fornecedores e prestadores de servicos em geral.

Também é proibido o uso de Informacdes Confidenciais sobre outras sociedades ou profissionais, que

possa afetar os interesses da BRZ ou de algum de seus Colaboradores.
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Os Colaboradores ndao devem discutir Informagdes Confidenciais nas dreas comuns dos escritdrios da
BRZ ou em quaisquer outros ambientes, na presenca de terceiros, Colaboradores ou ndo, que dela nao
tenham e/ou ndo devam ter conhecimento, ainda que se espere que referido terceiro ndo possa intuir

o significado da conversa.

Todas as ligacdes telefonicas realizadas dentro do ambiente da BRZ poderao ser gravadas e salvas em
um sistema de backup prdéprio, permanecendo integras e intactas no sistema de backup sem
acessibilidade de nenhum funciondrio da BRZ. As gravacdes somente poderdo ser analisadas mediante

aprovacdo pelos membros do Comité de Etica e Compliance.

Caso a gravacdo telefénica contiver dudio de algum membro do Comité de Etica e Compliance, o
referido membro serd excluido do processo de avaliagdo. A avaliacdo da gravacdo tem por finalidade
a apuracao de possiveis infracdes as normas de conduta da BRZ, dentro dos limites e finalidades
previstos nas normas de Compliance da BRZ.

Conforme aplicavel, os procedimentos de Seguranca da Informacdo e Seguranca Cibernética,

presentes neste Manual de Compliance, deverdo ser observados para fins de confidencialidade.

O tratamento das Informagbes Confidenciais observard as regras prescritas no “Termo de
Responsabilidade e Confidencialidade” contido no Anexo Il ao presente Manual de Compliance, a ser
assinado pelo Colaborador no momento de sua contratagdo, ou no inicio do exercicio de suas fungées
junto a BRZ, e, adicionalmente, o disposto no capitulo 2 deste Manual de Compliance. O Comité de
Etica e Compliance manterd em arquivo cépia do “Termo de Responsabilidade e Confidencialidade”

assinado por cada um de seus Colaboradores.

A BRZ possui programas de treinamento inicial (“Programa de Treinamento Inicial”) e de reciclagem
continua (“Programa de Reciclagem Continua”) de conhecimentos, ambos de frequéncia obrigatoria

por parte de seus Colaboradores.

O Programa de Treinamento Inicial consiste em um processo de integracao e treinamento onde o
Colaborador adquire conhecimento sobre a atividade da BRZ e suas normas internas, notadamente as
constantes deste Manual de Compliance e do Manual de Etica, além de informacdes sobre as principais
leis e normas que regem a atividade da BRZ. O Programa de Treinamento Inicial é aplicado assim que

cada Colaborador é contratado.

Manual de Compliance | BRZ 8



BRZ &

INVESTIMENTOS

O Programa de Reciclagem Continua é realizado anualmente, envolvendo a participacao dos
Colaboradores em cursos, palestras e treinamentos sobre os temas afeitos a atividade desenvolvida
pela BRZ. O objetivo do Programa de Reciclagem Continua é manter atualizado o conhecimento dos
Colaboradores da BRZ nos principios éticos, leis e normas aplicaveis a atividade de gestdo de recursos

de terceiros. E, ainda, uma oportunidade para retencio de valores e aperfeicoamento profissional.

Os Programas de Treinamento Inicial e de Reciclagem Continua sdo desenvolvidos e controlados pelo
Comité de Etica e Compliance e exigem o comprometimento total dos Colaboradores quanto a sua
assiduidade e dedicacdo. A existéncia de programas de treinamento e reciclagem atende ao disposto
no artigo 24, inciso lll, da Resolucdo da CVM n? 21, de 25 de fevereiro de 2021, conforme alterada
(“Resolugdo CVM n2 21/2021”), aplicavel as atividades de administracdo de carteira de valores

mobilidrios, como as exercidas pela BRZ.

A presenca do Colaborador no Programa de Reciclagem Continua é comprovada mediante assinatura
do Colaborador em termo de ciéncia e conclusdo de treinamento, a qual serd mantida nos arquivos da
BRZ. Ndo sendo possivel a participa¢do do Colaborador, a auséncia devera ser justificada ao Comité de

Etica e Compliance, devendo ser reposta na data mais préxima possivel.

A relagdo entre os Colaboradores da BRZ observara ao disposto nos documentos constitutivos das
sociedades BRZ e, ainda, as regras abaixo estabelecidas.

As matérias discutidas em sede de assembleia/reunido de sdcios das demais sociedades BRZ devem

ser arquivadas/registradas, nos termos da legislagdo aplicavel.

A atividade de gestdo de recursos de terceiros, desenvolvida pela BRZ, é altamente regulada,
especialmente pela CVM, que exige credenciamento especifico para seu exercicio (artigo 22 da
Resolugdo CVM n2 21/2021).

Manual de Compliance | BRZ 9



BRZ &

INVESTIMENTOS

A regulamentacdo editada pela CVM requer, ainda, a observancia de normas de conduta especificas
aos administradores de carteira (artigo 18 da Resolu¢do CVM n? 21/2021) e a completa segregacio
entre a atividade de gestdo de carteiras de valores mobilidrios e as demais atividades exercidas pela

BRZ ou empresas controladoras, controladas ou coligadas.

Assim, cumpre esclarecer, inicialmente, que a BRZ atua preponderantemente como administradora de
carteiras de valores mobilidrios, na categoria de gestao de recursos de terceiros. Nao obstante, a BRZ
mantera a devida segregacdo entre as suas diversas areas e implementara controles que monitorem a
execucdo das atividades, a fim de garantir a seguranca das informacdes e impedir a ocorréncia de

fraudes e erros.

As sociedades da BRZ estdo situadas em edificio dotado de sistema de seguranca operando 24 (vinte
e quatro) horas por dia, além de sistema de vigilancia e acesso controlado de visitantes por sistemas e
catracas de seguranca. Adicionalmente, o escritério das sociedades da BRZ é separado dos elevadores
por porta de vidro com acesso unicamente por cartdes eletrOnicos ou biometria previamente
autorizada pela administracdo do edificio. Tanto o edificio, quanto o escritdrio, possuem sistemas anti-

incéndio proéprios e eficazes.

A BRZ adota procedimentos que asseguram a completa segregagao funcional de atuagdo e autoridades
definidas para as posi¢@es de gestor, analistas, compliance, risco e administrativo. Os perfis de acesso

e o controle sdo realizados com base nessas divisoes.

Apesar dessa segregacdo, para permitir que as atividades internas ocorram de modo eficiente, certas
informacdes serdo compartilhadas na base da necessidade (“as-needed basis”) nos comités internos

da BRZ, sendo que os participantes se responsabilizam pelo sigilo de referidas informagdes.

O acesso de pessoas que nao fazem parte do quadro de Colaboradores da BRZ serd restrito a recepg¢ao
e as salas de reunido ou atendimento, exceto mediante prévio conhecimento e autorizacdo da
diretoria da BRZ, e desde que acompanhadas de Colaboradores da BRZ. Em caso de antigos
Colaboradores, ndo serd permitida a sua permanéncia nas dependéncias da BRZ, com excecdo dos
casos em que tenham sido chamados pela drea de recursos humanos para conclusdo do processo de
desligamento, de aposentadoria ou outros. O atendimento a clientes nas dependéncias da BRZ deve

ocorrer, obrigatoriamente, nas salas destinadas para reunides e visitas.

As diferentes areas da BRZ terdo suas estruturas de armazenamento de informacdes logicamente
segregadas das demais, de modo a garantir que apenas os Colaboradores autorizados e necessarios

para o desempenho de determinada atividade tenham acesso as informagdes.

Sem prejuizo, as regras destacadas na politica de Seguranca da Informacdo e Seguranca Cibernética,

tratada neste Manual de Compliance, sobretudo no que tange as segregacées eletronicas e de fungoes,
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se aplicam para fins da presente politica de Segregacao das Atividades, e devem ser observadas pelos
Colaboradores.

S3do exemplos das praticas, rotinas e procedimentos adotados para garantir o controle de acesso a
Informagdes Confidenciais: (i) acesso por cada Colaborador via biometria ou cracha eletrénico
individual previamente cadastrado no ambiente de trabalho); e (ii) acesso as informacGes destinadas

para a atuacdo por cada Colaborador em sua respectiva area de trabalho (segregacdo légica).

O Comité de Etica e Compliance podera acessar todos os arquivos salvos e/ou transmitidos pelos
Colaboradores, no contexto da atividade de monitoramento. Para maiores informacdes sobre as regras

aplicaveis aos sistemas de informacao, veja o item 3.2.1 deste Manual de Compliance.

A politica de preservac¢do da confidencialidade das informacdes detidas pela BRZ, ou que tenham sido
recebidas por seus Colaboradores por forca de suas funcgGes, segue o disposto neste Manual de
Compliance, devendo todos os Colaboradores assinarem o “Termo de Responsabilidade e

Confidencialidade”, constante do Anexo Il deste Manual de Compliance.

A BRZ mantém Programas de Treinamento Inicial e de Reciclagem Continua dos conhecimentos de
seus Colaboradores, inclusive, mas ndo apenas, daqueles que tenham acesso a Informagdes
Confidenciais e que participem do processo de decisdao de investimento, conforme descrito no item
1.4 deste Manual de Compliance.

Se, apods os treinamentos, ainda persistirem duvidas, o Colaborador devera entrar em contato com o

Comité de Etica e Compliance, que podera esclarecé-las, indicando o modo de agir em cada situacdo.

A BRZ possui uma politica propria de negociagdo com valores mobilidrios, que restringe os
investimentos pessoais permitidos a seus Colaboradores, na forma do item 2.2 deste Manual de
Compliance. Seus Colaboradores sdo obrigados, quando de sua contratacdo, ou do inicio de suas
atividades, a assinar o “Termo de Compromisso” constante do Anexo | ao presente Manual de
Compliance que, entre outros, exige a divulgacdo de seus investimentos pessoais, sendo certo que a
evolucdo desses investimentos é monitorada pelo Comité de Etica e Compliance, na forma do capitulo

3 deste Manual de Compliance. Além da Politica de Investimento Pessoal, a BRZ possui restricdes a
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negociacdao com valores mobilidrios, conforme disciplinado nos itens 2.4, 2.5 e 2.6 deste Manual de

Compliance.

Finalmente, a BRZ possui um Comité de Etica e Compliance ao qual é atribuida, entre outras, a
responsabilidade por monitorar o cumprimento das regras deste Manual de Compliance pelos
Colaboradores, bem como pela adog¢do continua de procedimentos operacionais destinados a
aperfeicoa-las. A atuagdo do Comité de Etica e Compliance observara ao disposto no capitulo 3 deste

Manual de Compliance.
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A regulamentacdo brasileira vigente estabelece diversas hipdteses de restri¢ao a liberdade de negociar
com valores mobilidrios. Essas hipdteses estdo previstas na Lei das S.A., na Lei n? 6.385, de 7 de
dezembro de 1977, conforme alterada (“Lei n2 6.385/76”), e na regulamentacdo emanada da CVM,
especialmente, no que diz respeito mais diretamente as atividades da BRZ, na Resolucdao CVM n? 160,
de 13 de julho de 2022, conforme alterada (Distribuicdo Publica de Valores Mobiliarios) (“Resolugao
CVM n? 160/2022"), na Resolucdo CVM n2 21/2021 (Administradores de Recursos de Terceiros), e na
Resolugdo CVM n? 44, de 23 de agosto de 2021, conforme alterada (Divulgacdo de Informacgdes por
Emissores) (“Resolugdo CVM n2 44/2021").

As decisdes administrativas da CVM também sdo importantes na interpretacdo das normas legais e
regulamentares, notadamente no que se refere as condutas que sdo admitidas como inerentes as
atividades de gestores de recursos de terceiros que integrem grupos que exercam outras atividades
nos mercados financeiro e de capitais, e as medidas que devem ser adotadas para mitigar os riscos de

negocia¢do com Informacao Privilegiada.

Nem todas as hipdteses de restricdo a negociagao com valores mobilidrios decorrem da detengdo de
Informacgdo Privilegiada. Algumas vezes, a regulamentagdo impede a negocia¢cdo por conta da
possibilidade de conflitos de interesse entre gestores de recursos de terceiros, operadores ou

analistas, de um lado, e seus clientes, de outro.
Este Manual de Compliance divide as hipdteses de restricdo a negociagcdo em trés grupos:

a. Por Informacao Privilegiada em geral, que inclui as normas gerais sobre vedagdo a negocia¢do
decorrentes da detengdo de Informagdo Privilegiada, conforme previsto no item 2.4 deste

Manual de Compliance;

b. Por Informacdo Privilegiada especifica, que inclui as normas especificas sobre vedacdo a
negociacdo decorrentes da detengdo de Informagdo Privilegiada relativa a certos eventos
envolvendo o emissor, como fusdes, aquisicdes e reorganiza¢des societdrias, divulgacdo de
informagdes financeiras, alienacdo e aquisicdo das préprias a¢bes e distribui¢cdes publicas,

conforme previsto no item 2.5 deste Manual de Compliance; e

c. Por conflitos de interesse, que inclui as normas aplicaveis especificamente a gestores de

recursos de terceiros, conforme previsto no item 2.6 deste Manual de Compliance.

Manual de Compliance | BRZ 13



BRZ &

INVESTIMENTOS

Adicionalmente as disposicdes acima previstas, a BRZ também contém limitacGes especificas aos
investimentos pessoais de seus Colaboradores, conforme disposto na Politica de Investimento Pessoal

disponivel em seu website, e, por vezes, pela jurisprudéncia, é questionavel.

A BRZ possui politica propria de negociagdo com valores mobiliarios, que restringe os investimentos
pessoais permitidos a seus Colaboradores, bem como a Pessoas Vinculadas, na forma da Politica de

Investimento Pessoal constante de seu website.

No exercicio de suas atividades, a BRZ e seus Colaboradores tém acesso a informacgdes privilegiadas
(“Informag0es Privilegiadas”), sob regime legal ou contratual de confidencialidade, seja por forca de
relagdes que mantém com o emissor de valores mobilidrios ou com outros participantes do mercado

de valores mobilidrios, seja, ainda, por forga da prdpria atividade de gestdo de recursos de terceiros.

Para os efeitos deste Manual de Compliance, considera-se Informacao Privilegiada aquela relacionada
a qualquer emissor de valores mobilidrios negociados no mercado brasileiro (como companhias

abertas e fundos de investimento) que preencha, cumulativamente, as duas seguintes condi¢ées:

a. Seja confidencial, assim entendida a informag¢do que nao tenha sido ainda divulgada ao mercado
de maneira oficial, pelo emissor ou pelo terceiro detentor da informagao relacionada ao

emissor; e

b. Seja relevante, assim entendida a informacdo capaz de afetar a decisdo dos investidores de

negociar com valores mobilidrios do emissor.

Sao exemplos de Informagdes Privilegiadas: (i) informagdes verbais ou documentadas a respeito de
resultados operacionais de empresas; (ii) alteracGes societarias (fusGes, cisdes e incorporacgdes); (iii)
informacbes sobre compra e venda de empresas, titulos ou valores mobilidrios, inclusive ofertas
iniciais de acGes (IPO); e (iv) qualquer outro fato que seja objeto de um acordo de confidencialidade

firmado por uma empresa com a BRZ ou com terceiros.
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O Comité de Etica e Compliance devera ser informado sempre que houver uma nova Informacéo
Privilegiada, ou, ainda, quando for celebrado qualquer contrato que estabeleca um fluxo de

Informacgdes Confidenciais potencialmente relevantes sobre emissor de valores mobilidrios..

O detentor de Informacdo Privilegiada sé podera divulga-la as pessoas da prépria BRZ que
eventualmente o assessorem, ou que estejam envolvidas na mesma operacao ou situacdo que tenha
dado ensejo a detencdo da Informacgdo Privilegiada, ou, ainda, ao Comité de Etica e Compliance, na
forma antes prevista. Permite-se, ainda, a divulgacdo de Informacgdes Privilegiadas aos terceiros
eventualmente contratados pela BRZ para assessora-los em operagdes especificas, hipdtese na qual
os deveres de preservacao da confidencialidade da informacdo serdo estendidos a tais terceiros, na
forma da Resolugdo CVM n@ 44/2021.

Adicionalmente, os terceiros contratados que tiverem acesso as Informacdes Privilegiadas também
deverdo observar as regras prescritas no Termo de Compromisso, a ser assinado pelo terceiro no
momento de sua contratac¢do, podendo tal documento ser dispensado quando o contrato de presta¢do

de servigo possuir cldusula de confidencialidade.

As Informacgdes Privilegiadas devem ser mantidas em sigilo por todos que a elas tiverem acesso, seja
em decorréncia do exercicio da atividade profissional ou de relacionamento pessoal, exceto pela

obrigatoriedade de comunicacio ao Comité de Etica e Compliance acima prevista.

O Colaborador deve adotar uma postura conservadora a respeito da extensdo desse sigilo, ja que o
conceito de ato ou fato relevante envolve um julgamento em parte subjetivo. Assim, o
conservadorismo protege o Colaborador e, principalmente, a BRZ, da subjetividade alheia, além de
evitar os danos patrimoniais e de imagem, de discutir, a posteriori, a existéncia ou ndo de fato

relevante e a ciéncia do Colaborador quanto a este fato.

E vedada a divulgacdo da Informacdo Privilegiada a quaisquer outras pessoas, profissionais de
mercado, amigos e parentes, bem como sua utilizagao, seja em beneficio préprio ou de terceiros. Caso
haja divida sobre o cardter privilegiado da informacdo, aquele que a ela teve acesso deve
imediatamente relatar tal fato ao Coordenador do Comité de Etica e Compliance. Todo aquele que
tiver acesso a uma Informacéo Privilegiada devera restringir ao maximo a circulacdo de documentos e

arquivos que contenham essa informagdo.
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Além da punicdo pela CVM, que pode chegar a inabilitacdo para atuacdo no mercado por até 20 (vinte)
anos, passando por multa de até 3 (trés) vezes a vantagem econémica obtida, os infratores das
obrigacGes acima previstas também podem sofrer sancdes no ambito penal — desde 2001, a
negociacdo de valores mobiliarios com utilizagcdo de Informacao Privilegiada é crime no Brasil, sujeito
a penade 1 (um) a5 (cinco) anos de reclusao, cumulada com multa de até 3 (trés) vezes a vantagem

econdmica obtida.

A partirde 2017, também passou a ser considerado crime o ato de repassar informacao sigilosa relativa
a fato relevante a que tenha tido acesso em razdo de cargo ou posicdo que ocupe em emissor de
valores mobiliarios ou em razdo de relagdo comercial, profissional ou de confianga com o emissor.

Adicionalmente, quem negociar com base em Informacdo Privilegiada poderd ser condenado
civilmente a indenizar as pessoas que com ele tiverem negociado de boa-fé, sem ter posse da referida

informacao.

As sancbes administrativas e a responsabilidade civil para quem violar normas de restricio a
negociacdo destinadas a evitar conflitos de interesse sdao semelhantes as decorrentes da negociacdo

com Informacao Privilegiada.

Estdo proibidos de negociar (artigo 155, § 42, da Lei das S.A., artigos 13 e 14 da Resolugdo CVM n¢?
44/2021 e art. 27-D da Lei n? 6.385/76), quando de posse de Informagdo Privilegiada:

a. Os acionistas controladores, diretos ou indiretos, diretores, membros do conselho de
administracao, do conselho fiscal e de quaisquer 6rgdos com func¢des técnicas ou consultivas,
criados por disposicdo estatutaria ou quem quer que, em virtude de cargo, fung¢dao ou posicao
na companhia, sua controladora, suas controladas ou coligadas, tenha conhecimento de

informacdo relevante;

b. Os administradores que se afastarem da administragdo da companhia antes da divulgacdo
publica de negdcio ou fato iniciado durante seu periodo de gestdo, durante o prazo de 3 (trés)

meses contados da data do afastamento;

c. Quem quer que tenha conhecimento de informacdo referente a ato ou fato relevante ainda ndo
divulgado, sabendo que se trata de informagdo ainda ndo divulgada ao mercado, em especial
aqueles que tenham relagao comercial, profissional ou de confianga com a companbhia, tais como
auditores independentes, analistas de valores mobilidrios, consultores e institui¢ées integrantes
do sistema de distribuicdo, aos quais compete verificar a respeito da divulgacdo da informacao

antes de negociar; e
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d. Qualquer outra pessoa que tenha acesso a Informacao Privilegiada, se atuar com a finalidade de

obter vantagem, para si ou para outrem.

A CVM tem punido terceiros (banqueiros de investimento, advogados, etc.) que obtenham
informacgdes no exercicio de suas atividades e ndo se abstenham de negociar. Nesses casos a CVM
tem entendido que ndo existe presuncdo de intencdo de obter ganho ilicito, ao contrario do que
ocorre com os insiders (administradores e outras pessoas que trabalham na companhia). Mas nestes
casos a CVM tem considerado suficiente a condenacdo a presenca de indicios de que a negociacado
visava ao aproveitamento da oportunidade gerada pela Informacdo Privilegiada. Dentre esses

indicios esta o das operacgGes de curto prazo (short swing).

Equiparam-se as negociag¢Oes realizadas diretamente aquelas realizadas indiretamente:

a. Por meio de sociedade controlada; e

b. Através de terceiros com que for mantido contrato de fiducia ou administragdo de carteira ou

acoes.

N3do se incluem entre as negociagdes indiretas ou por conta de terceiros as realizadas por fundos de
investimento de que sejam cotistas as pessoas proibidas de negociar, desde que tais fundos nao

sejam exclusivos (observado o disposto no artigo 21, §2° e §3°, da Resolugdo CVM n2 44/2021),

nem as decisdes de negociacdo do administrador possam ser influenciadas pelos cotistas.

E vedada a utilizacdo de Informagdo Privilegiada ainda n3o divulgada, por qualquer pessoa que a ela
tenha tido acesso, com a finalidade de auferir vantagem, para si ou para outrem, mediante negociacdo

de valores mobilidrios, dentro ou fora de ambientes de mercado regulamentado.

Para a caracterizagdo do ilicito, presume-se que: (i) a pessoa que negociou valores mobiliarios
dispondo de Informacgdo Privilegiada ainda ndo divulgada fez uso de tal informacdo na referida
negociacao; (ii) acionistas controladores, diretos ou indiretos, diretores, membros do conselho de
administracdo e do conselho fiscal, e a prépria companhia, em relagdo aos negdcios com valores
mobilidrios de prdpria emissdo, tém acesso a toda Informacao Privilegiada ainda nao divulgada; (iii) as

pessoas supracitadas, bem como aqueles que tenham relagdo comercial, profissional ou de confianga
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com a companhia, ao terem tido acesso a Informacao Privilegiada ainda ndo divulgada sabem que se
trata de Informacdo Privilegiada; (iv) o administrador que se afasta da companhia dispondo de
informacao relevante e ainda ndo divulgada se vale de tal informacao caso negocie valores mobilidrios
emitidos pela companhia no periodo de 3 (trés) meses contados do seu desligamento; (v) sdo
relevantes, a partir do momento em que iniciados estudos ou analises relativos a matéria, as
informacGes acerca de operacgdes de incorporagao, cisdo total ou parcial, fusdo, transformacao, ou
qgualquer forma de reorganizacao societaria ou combinacdo de negdcios, mudanca no controle da
companbhia, inclusive por meio de celebracdo, alteracdo ou rescisdo de acordo de acionistas, decisao
de promover o cancelamento de registro da companhia aberta ou mudanc¢a do ambiente ou segmento
de negociacdo das acGes de sua emissdo; e (vi) sdo relevantes as informacgdes acerca de pedido de
recuperacao judicial ou extrajudicial e de faléncia efetuados pela prépria companhia, a partir do

momento em que iniciados estudos ou analises relativos a tal pedido.

Referidas presunc¢des sao relativas e devem ser analisadas em conjunto com outros elementos que
indiquem se o ilicito foi ou ndo, de fato, praticado, podendo ser utilizadas, se for o caso, de forma

combinada.

As presungdes relacionadas a proibigdo mencionada acima ndo se aplicam:

a. Aos casos de aquisicdao, por meio de negociacao privada, de a¢cdes que se encontrem em
tesouraria, decorrente do exercicio de opc¢do de compra de acordo com plano de outorga de
opg¢do de compra de agbes aprovado em assembleia geral, ou quando se tratar de outorga de
acOes a administradores, empregados ou prestadores de servicos como parte de remuneragao

previamente aprovada em assembleia geral; e

b. As negociacdes envolvendo valores mobilidrios de renda fixa, quando realizadas mediante
operagdes com compromissos conjugados de recompra pelo vendedor e de revenda pelo
comprador, para liquidagdo em data preestabelecida, anterior ou igual a do vencimento dos
titulos objeto da operagdo, realizadas com rentabilidade ou parametros de remuneragao

predefinidos.

Caso, em decorréncia de suas participagles, a BRZ venha a indicar, isoladamente ou em conjunto com
outros acionistas, integrantes para quaisquer 6rgdos de administracdo de companhias abertas,

deverdo ser observadas, em relagdo a negociacdo desses papéis pelos veiculos de investimento que
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estejam sob sua gestdo, as restricdes e vedacdes a negociacao por Informacao Privilegiada em Geral
de que trata o no item 2.4 deste Manual de Compliance.

Se os indicados para integrar os referidos érgdos de administracao forem independentes, segundo a
definicdo do Regulamento do Novo Mercado da B3, conforme em vigor, as vedacgdes e restricées de
gue trata este item 2.4.4 recairdo unicamente sobre os referidos indicados, na forma do caput do
artigo 13 da Resolugdo CVM n2 44/2021, mas ndo serdo aplicaveis aos veiculos de investimento sob
administracdo ou gestdo da BRZ.

Quando a Informacao Privilegiada se referir a realizacdo de incorporacao, cisdo total ou parcial, fusao,
transformacao, qualquer forma de reorganizagdo societaria ou combinac¢do de negdcios, ou mudanca
no controle da companhia, aplicam-se as regras gerais descritas no item 2.4 deste Manual de
Compliance, sendo relevantes partir do momento em que iniciados estudos ou anadlises relativos a
matéria (art. 13, caput e §19, V, da Resolugdo CVM n? 44/2021).

Quando a Informacdo Privilegiada se referir a operacGes de alienacdo ou aquisicdo das proprias aces
pela companhia aberta, suas controladas, coligadas ou outra sociedade sob controle comum, ou,
ainda, caso tenha sido outorgada op¢ao ou mandato pra esse mesmo fim, aplicam-se as regras gerais
descritas no item 2.4 deste Manual de Compliance, e, adicionalmente, os acionistas controladores,

diretos ou indiretos, diretores e membros do conselho de administracdo e do conselho fiscal:

a. No periodo de 15 (quinze) dias que anteceder a data da divulgacdo das informacgGes contéabeis
trimestrais (“ITR”) e das demonstracGes financeiras anuais (“DF”) da companhia, ficam
impedidos de efetuar qualquer negociacdo com os valores mobilidarios de emissdo da
companhia, ou a eles referenciados, independentemente do conhecimento, por tais pessoas, do
conteudo das ITR e das DF da companhia, independentemente da avaliacdo quanto a existéncia
de informacdo relevante pendente de divulgacdo ou da intencdo em relagdo a negociacdo, salvo
se previsto em planos de investimento ou desinvestimento (artigos 14, caput e §19, e 16, §29,
da Resolucdo CVM n2 44/2021);

b. Nas operagdes de alienagdo ou aquisicdo no mercado a vista, enquanto estiver em curso o

periodo de oferta publica de aquisicdo de acGes de emissdo da companhia, ndo poderdo
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negociar com as acdes da companhia, mesmo depois de divulgada publicamente e colocada em
curso a operacao. Esta proibicdo ndo se aplica, entretanto, caso a negociacdo seja feita nos
termos de Politica de Negociacao aprovada; e

c. Nas operacGes de alienacdo ou aquisicdo de opgdes lastreadas em valores mobilidrios de
emissdo da companhia, ndo poderdo negociar com valores mobilidrios da companhia. Esta
proibicdo ndo se aplica, entretanto, caso a negociacao seja feita nos termos de Politica de
Negociacdo aprovada, desde que a companhia seja impedida de atuar como contraparte nas

negociagdes.

Politica de Negocia¢ao é o documento, aprovado pelo conselho de administracdo da companhia
aberta em periodo em que ndo existir informacdo relevante nao divulgada ao mercado, pelo qual
sdo estabelecidas formas e hipdteses de negociacdo pelos administradores, pela companhia, pelos
acionistas controladores, diretos ou indiretos, indiretos, diretores, membros do conselho de
administracdo, do conselho fiscal e de quaisquer érgdos com fungdes técnicas ou consultivas,
criados por disposicdo estatutdria. Caso essas pessoas negociem na forma prevista na politica de
negocia¢do, poderdo fazé-lo mesmo durante periodos em que exista informacdo relevante nao
divulgada ao mercado (com excecdo do periodo que antecede a divulgacdo das informacdes
financeiras). A politica pode estabelecer, por exemplo, que certos administradores adquirirdo agdes
da companhia sempre que receberem participa¢gdes no lucro, em um certo percentual dessa
participagdo. A politica pode ser revista a qualquer momento, desde que ndo exista informagdo
relevante ndo divulgada pendente no momento. A politica de negociagdo é necessariamente
divulgada ao mercado, e esta disciplinada na Lei das S.A. e nos artigos 15 e 18 da Resolu¢do CVM n?
44/2021.

A regulamentacao da CVM estabelece uma presuncao de conhecimento das ITR e das DF divulgadas
pelos emissores, no periodo de 15 (quinze) dias que anteceder a divulgac¢do de tais informacdes (DF e
ITR), impedindo que a companhia, os acionistas controladores, diretores, membros do conselho de
administracdo e do conselho fiscal efetuem qualquer negociagdo com os valores mobilidrios de

emissdo da companhia, ou a eles referenciados (artigo 14 da Resolugdo CVM n2 44/2021).

Assim, quando a Informacdo Privilegiada se referir as informacgdes financeiras periddicas, aplicam-se
as regras gerais do item 2.4 deste Manual de Compliance, salvo quanto ao periodo de duragdo, que se
inicia 15 (quinze) dias antes da divulgacdo das ITR e das DF da companhia, e se encerra apés tal

divulgacdo (ou da publicacdo do edital que as colocar a disposi¢do dos acionistas).
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Como as ITR ndo sdo de publicacdo obrigatéria em jornais, a data final do periodo de restricdo a

negociacdo deve ser considerada como aquela em que as informacdes sdo tornadas publicas, pelo

envio a CVM e aos mercados organizados em que os valores mobiliarios forem negociados.

A proibicdo prevista acima ndo se aplica as (artigo 14, § 32, da Resolugdo CVM n2 44/2021):

NegociacGes envolvendo valores mobilidrios de renda fixa, quando realizadas mediante
operacdes com compromissos conjugados de recompra pelo vendedor e de revenda pelo
comprador, para liquidacdo em data preestabelecida, anterior ou igual a do vencimento dos
titulos objeto da operacdo, realizadas com rentabilidade ou parametros de remuneracdo

predefinidos;

Operacgbes destinadas a cumprir obrigacdes assumidas antes do inicio do periodo de vedacgdo
decorrentes de empréstimos de valores mobiliarios, exercicio de op¢des de compra ou venda

por terceiros e contratos de compra e venda a termo; e

NegociagOes realizadas por instituicdes financeiras e pessoas juridicas integrantes de seu grupo
econdmico, desde que efetuadas no curso normal de seus negécios e dentro de parametros

preestabelecidos na politica de negociagdo da companbhia.

O ofertante, as instituicdes participantes do consoércio de distribuicdo e as pessoas contratadas que

com estes estejam trabalhando ou os assessorando de qualquer forma na oferta publica devem abster-

se de negociar com valores mobilidrios do mesmo emissor e da mesma espécie daquele objeto da

oferta publica, nele referenciados, conversiveis ou permutaveis, ou com valores mobilidrios nos quais

o valor mobilidrio objeto da oferta seja conversivel ou permutavel (artigo 54 da Resolugdo CVM n@

160/2022). As restricdes a negociacdo estabelecidas para as instituicdes participantes do consércio de

distribuicdo acima aplicam-se as suas controladas, controladoras e sociedades sob controle comum,

gue atuem no mercado financeiro ou de capitais.

O periodo da proibi¢cdo/vedacdo:

a.

se inicia, para o ofertante e as pessoas contratadas que com estes estejam trabalhando ou os

assessorando de qualquer forma, na data mais antiga entre:

a data de deliberagdo da oferta; e
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. o 309 (trigésimo) dia que antecede o protocolo do requerimento de registro da oferta junto a
CVM ou a entidade autorreguladora autorizada pela CVM para analise prévia do requerimento
de registro;

b. se inicia, para as institui¢cdes participantes do consdrcio de distribuicdo e as pessoas contratadas
que com estes estejam trabalhando ou os assessorando de qualquer forma, na data da
contratagdo ou do seu engajamento na oferta;

c. se encerra com a divulgacdo do anuncio de encerramento de distribuicao; e

d. aplica-se também as pessoas mencionadas no artigo 54, §1°, inciso IV, da Resolugdo CVM n?
160/2022.

Tanto o Regulamento do Novo Mercado da B3 quanto o do Nivel 2 de governanca corporativa, nos
quais ocorrem a maioria das distribuicdes publicas, estabelecem um periodo de vedacdo a
negociacdo de ag¢oes (lock-up) pelos administradores e acionistas controladores, em caso de oferta
publica inicial de a¢des, que é total durante um periodo de 6 (seis) meses apds a oferta inicial, e
parcial (no maximo 40%) durante outros 6 (seis) meses, excecao feita ao empréstimo de a¢des para

o inicio de negociagdo e a cessdo ou empréstimo para o formador de mercado, limitado a 15% do

total das ag¢des bloqueadas.

A proibigdo a negociagdo ndo se aplica nas hipoteses de:

o

Execucdo de plano de estabilizacdo previsto nos documentos da oferta;

b. Alienacdo total ou parcial de lote de valores mobilidrios objeto de garantia firme;

c. Negociagdo por conta e ordem de terceiros;

d. Operagbes claramente destinadas a acompanhar indice de acgles, certificado ou recibo de

valores mobiliarios;

e. Operagdes destinadas a proteger posi¢cdes assumidas em derivativos contratados com terceiros;

f. Operac0es realizadas como formador de mercado, nos termos da regulamentacdo aplicavel;

g. Administracdo discriciondria de carteira de terceiros;

h. Aquisicdo de valores mobilidrios solicitada por clientes com o fim de prover liquidez, bem como

a alienac¢do dos valores mobilidrios assim adquiridos;
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i. Arbitragem entre: (i) valores mobilidrios e seus certificados de depdsito; ou (ii) indice de

mercado e contrato futuro nele referenciado;

i- Operacgbes destinadas a cumprir obrigacdes assumidas antes do inicio do periodo de vedacgdo
decorrentes de: (i) empréstimos de valores mobilidrios; (ii) exercicio de op¢Ges de compra ou

venda por terceiros; ou (iii) contratos de compra e venda a termo; e

k. Negociacdo das cotas de outras classes de um mesmo fundo que ndo sejam aquela objeto de

oferta publica e que ndo sejam nela conversiveis nem por ela permutaveis.

No caso de distribuicdo com excesso de demanda superior em 1/3 (um terco) a quantidade de
valores mobilidrios ofertada, sem levar em consideracdo a opc¢do de distribuicio de lote
suplementar ou a colocacdo do lote adicional, é vedada a colocacdo de valores mobilidrios para
pessoas vinculadas, nos termos da regulamentacdo em vigor (“Pessoas Vinculadas”), devendo ser
observadas, ainda, as disposi¢cOes constantes do artigo 56, §1° ao §5°, da Resolugdo CVM n?
160/2022.

O contrato de distribuicdo deve conter as condi¢cbes de revenda dos valores mobiliarios pelo

coordenador lider e, se houver, pelos demais coordenadores ou pelas demais instituicGes

intermedidrias envolvidas na distribui¢ao, no caso de regime de coloca¢gdao com garantia firme.

Nos casos de distribui¢ao publica em que a pessoa juridica responsavel pela administra¢do da carteira
de valores mobilidrios participe do consércio de distribuicdo, admitir-se-4 a subscricdo de valores
mobilidrios para a carteira, desde que em condig¢des idénticas as que prevalecerem no mercado ou em

gue o administrador contrataria com terceiros (artigo 20, §52, da Resolugdo CVM n2 21/2021).

Caso, em decorréncia de suas participacGes, a BRZ venha a indicar, isoladamente ou em conjunto com
outros acionistas, integrantes para quaisquer 6rgdos de administracdo de companhias abertas,
deverdo ser observadas, em relagdo a negociacdo desses papéis pelos veiculos de investimento que
estejam sob sua gestao, as restri¢des e vedag¢des a negociacao por Informacgao Privilegiada Especifica

de que trata o item 2.5 deste Manual de Compliance.

Se os indicados para integrar os referidos érgdos de administracdo forem independentes, segundo a
definicdo do Regulamento do Novo Mercado da B3, conforme em vigor, as vedacdes e restricGes de
que trata este item 2.5.5 recairdo unicamente sobre os referidos indicados, na forma do caput do
artigo 14 da Resolugdo CVM n2 44/2021, mas n3do serdo aplicaveis aos veiculos de investimento sob

administragdo ou gestdo da BRZ.
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O sistema da legislacdo relativa aos gestores de recursos de terceiros é baseado na segregacdo de
atividades, visando a evitar o conflito de interesses (Resolugdo CVM n2 21/2021). Como descrito no
item 1.6 deste Manual de Compliance, a BRZ adota medidas de segregacdao de atividades, que
compreendem ndo apenas a segregacao fisica de instalacdes e equipamentos, mas também a funcional

e de informacodes, além de restricdes de acesso.

Assim, o diretor indicado a CVM como diretamente responsavel pela administracdo de carteiras de
valores mobilidrios ndo pode ser responsavel por nenhuma outra atividade na BRZ. Adicionalmente,
ele s pode ser responsavel pela mesma atividade em empresas ligadas. E possivel indicar 8 CVM mais
de um diretor responsavel, caso a pessoa juridica administre carteiras de valores mobilidrios de
natureza diversa, desde que a estrutura administrativa da pessoa juridica em questdao contemple a
existéncia de uma rigida divisdo de atividades entre si, que devem ser exercidas de forma

independente e exclusiva, em especial no que concerne a tomada de decisGes de investimento.

Da mesma forma, como visto, na administracdo de carteira de valores mobilidrios deve ser assegurada
a completa segregacdo das demais atividades exercidas pela pessoa juridica, devendo ser adotados
procedimentos operacionais, dentre outros, objetivando:

L. a segregacao fisica de instalagOes entre dreas responsaveis por diferentes atividades prestadas
relativas ao mercado de capitais, ou definicdo clara e precisa de praticas que assegurem o bom

uso de instalagdes, equipamentos e arquivos comuns a mais de um setor da empresa;

Il. a preservagao de Informagdes Confidenciais por todos os seus administradores, Colaboradores
e funcionarios, proibindo a transferéncia de tais informacges a pessoas ndo habilitadas ou que
possam vir a utiliza-las indevidamente, em processo de decisdo de investimento, préprio ou de

terceiros;

lll. a implantagdo e manutengdo de Programa de Treinamento e do Programa de Reciclagem
Continua de administradores, Colaboradores e funciondrios que tenham acesso a Informacgdes

Confidenciais e/ou participem de processo de decisdo de investimento;

IV. o0 acesso restrito a arquivos, bem como a adocdo de controles que restrinjam e permitam

identificar as pessoas que tenham acesso as Informagdes Confidenciais; e

V. o estabelecimento de politicas relacionadas a compra e venda de valores mobilidrios por parte

de funcionarios, diretores e administradores da entidade.
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Entretanto, a CVM tem entendido que, na hipdtese de o gestor de recursos de terceiros ter
comprovado acesso a Informacdo Privilegiada (como na hipdtese de fazer parte do conselho de
administracdo da companhia a que se refira a Informacgdo Privilegiada em questdo), ndo deve negociar

nem mesmo como gestor de tais recursos de terceiros.

A CVM também tem entendido que a negociacdo por fundos de investimento e carteiras
administradas, sem comprovacdo da tradicdo de operacdes semelhantes quanto ao setor ou a
modalidade, enquanto outra empresa do grupo financeiro detinha informacdo relevante, constitui

indicio de falha nas politicas de segregacdo de atividades.

Para evitar que a negociacao com valores mobiliarios realizada em condi¢cdes como as verificadas nos
processos administrativos acima referidos, ou em condi¢bes que, a juizo dos orgdos reguladores,
possam equiparar-se a elas ou ser interpretadas, pelos érgaos reguladores ou pelos clientes da BRZ,
como tendo ocorrido a partir do uso de Informacgdes Privilegiadas, este Manual de Compliance

determina a adogdo de procedimentos especificos.

Tais procedimentos deverao ser implementados pelos Colaboradores da BRZ, sujeito a supervisdo do

Comité de Etica e Compliance.

A fim de mitigar potenciais conflitos de interesses nos casos de operagdes que sejam realizadas entre

dois ou mais fundos de investimentos geridos pela BRZ, deverdo ser observados os critérios abaixo:

° Nas hipoteses de operagdes com fundos geridos no mesmo lado comprador ou vendedor (por
exemplo, operagdes de coinvestimento entre os fundos geridos), os times de gestdo envolvidos
deverdo certificar-se que todos os investidores recebam o mesmo nivel de informagdo e o
tratamento entre os fundos seja equitativo — sem prejuizo de serem atribuidos diferentes
direitos politicos e/ou econdmicos aos fundos em virtude de diferengas no valor investido, risco

alocado a cada fundo, etc.;

. Nas hipdteses de operagdes com fundos geridos em diferentes posicdes na mesma operagao,
os times de gestdo deverdo observar regras de segrega¢do de informagdo (chinese wall),
conforme seja necessario diante do caso concreto, bem como os procedimentos de tratamento

de InformacgGes Confidenciais estabelecidos neste Manual de Compliance.

Nos casos acima, os times envolvidos deverao notificar a existéncia de uma operag¢do envolvendo mais
de um fundo gerido pela BRZ ao Comité de Etica e Compliance, que sera responsavel por monitorar a
operacdo e a implementa¢do das medidas acima descritas. Caso o Comité de Etica e Compliance

identifique a ocorréncia de um evento que possa caracterizar um conflito de interesses, ele podera
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determinar a adocdo de eventuais medidas adicionais que entender necessdrias ou mesmo a

interrupcdo da operacgao pretendida.

k_k_%
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E essencial para a BRZ que seus clientes e as autoridades reguladoras/autorreguladoras as quais esta
sujeita tenham confianga na estrutura de Compliance da BRZ, notadamente na atuagao de seu Comité

de Etica e Compliance. O Comité de Etica e Compliance da BRZ tem por objetivo:

a. Assegurar a conformidade da BRZ com todos os requerimentos e diretrizes legais, regulatérias

e autorregulatérias; e

b. Aplicar, regulamentar e supervisionar, com independéncia e eficiéncia, o cumprimento das

regras conditas neste Manual de Compliance.

Além das regras de conduta descritas nos capitulos anteriores, todos os Colaboradores estdo,
adicionalmente, sujeitos as seguintes regras gerais, sem prejuizo de outras, verbais ou escritas, que

sejam disponibilizadas pelo Comité de Etica e Compliance.

As medidas de seguranca da informacdo tém por finalidade minimizar as ameacas a imagem e aos
negdcios da BRZ e as disposi¢cdes deste Manual de Compliance, buscando, principal, mas ndo

exclusivamente, a protegao de Informagdes Confidenciais.

As instalacdes da BRZ sao protegidas por controles de entrada apropriados para assegurar a seguranca
dos Colaboradores e proteger o sigilo, a integridade e a disponibilidade da informacdo. Todos os
equipamentos da rede deverdo ter acesso restrito. Os computadores que serdo utilizados pelos
Colaboradores deverao estar seguros e as sessoes abertas deverdo ser trancadas quando deixadas sem

supervisdo do Colaborador responsavel por seu computador.

Informacgdes Confidenciais somente sdo acessadas por Colaboradores que necessitem ter acesso a tais

informacdes para desempenhar uma atividade de negdcios em nome da BRZ.

E terminantemente proibido que os Colaboradores fagam cépias (fisicas ou eletrdnicas) ou imprimam

os arquivos utilizados, gerados ou disponiveis na rede da BRZ e circulem em ambientes externos a BRZ
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com estes arquivos, uma vez que tais arquivos contém informacdes que sdo consideradas como

Informagdes Confidenciais.

A proibicdo acima referida ndo se aplica quando as cdpias (fisicas ou eletronicas) ou a impressao dos
arquivos forem em prol da execucdo e do desenvolvimento dos negécios e dos interesses da BRZ.
Nestes casos, o Colaborador que estiver na posse e guarda da cdpia (fisica ou eletronica) ou da
impressao do arquivo que contenha a Informagao Confidencial serd o responsavel direto por sua boa

conservacao, integridade e manutencao de sua confidencialidade.

Atroca de informacdes entre os Colaboradores das sociedades BRZ deve sempre se pautar no conceito
de que o receptor deve ser alguém que necessita receber tais informagdes para o desempenho de suas

atividades e que ndo esta sujeito a nenhuma barreira que impeca o recebimento daquela informacao.

Em caso de duvidas o Comité de Etica e Compliance deve ser acionado previamente a revelacdo. Neste
sentido, os Colaboradores ndo deverao, em qualquer hipdtese, deixar em suas respectivas estacdes de
trabalho ou em outro espaco fisico pertencentes as sociedades BRZ qualquer documento que
contenha Informacdo Confidencial durante a auséncia do respectivo usudrio, principalmente apds o

encerramento do expediente.

Qualquer impressdao de documentos deve ser imediatamente retirada da maquina impressora, pois
pode conter informacgdes restritas e confidenciais mesmo no ambiente interno das sociedades BRZ.
Cada Colaborador é responsavel direto pela boa conservacdo, integridade e seguranca de quaisquer

Informacgdes Confidenciais que estejam em meio fisico sob a sua guarda.

O descarte de Informagdes Confidenciais em meio digital deve ser feito de forma a impossibilitar sua
recuperagao. O descarte de documentos fisicos que contenham Informagdes Confidenciais ou de suas

cOpias devera ser realizado imediatamente apds seu uso de maneira a evitar sua recuperacgao.

Em consonancia com as normas acima, os Colaboradores devem se abster de utilizar pendrives,
disquetes, fitas, discos ou quaisquer outros meios que ndo tenham por finalidade a utilizagdo exclusiva

para o desempenho de sua atividade na BRZ.

Todas as informagdes que possibilitem a identificagdo de um cliente da BRZ devem permanecer em
arquivos de acesso restrito e apenas poderdo ser copiadas ou impressas se for para o atendimento dos
interesses da BRZ ou do préprio cliente. Tal restricdo ndo se aplica na eventualidade de cumprimento
de ordem de autoridade judicial, extrajudicial, regulatéria ou autorregulatéria determinando a
disponibilizacdo de informagdes sobre eventual cliente da BRZ, cujo atendimento deverd ser

previamente comunicado a um dos sdcios da BRZ.
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E proibida a conex3o de equipamentos na rede da BRZ que n3o estejam previamente autorizados pela

area de informatica e pela drea de Compliance.

Cada Colaborador é responsavel por manter o controle sobre a seguranca das informacdes

armazenadas ou disponibilizadas nos equipamentos que estdo sob sua responsabilidade

N3o obstante todos os procedimentos e aparato tecnoldgico robustos adotados pela BRZ para

preservar o sigilo das Informac¢des Confidenciais, reservadas ou privilegiadas, conforme defini¢cdes

trazidas por este Manual de Compliance por outras politicas internas da BRZ (“Informagdes” ou

“Informagdo”), na eventualidade de ocorrer o vazamento de quaisquer InformacGes, ainda que de

forma involuntdria, o Coordenador do Comité de Etica e Compliance devera tomar ciéncia do fato tdo

logo seja possivel.

De posse da Informagdo, o Coordenador do Comité de Etica e Compliance, primeiramente, identificara

se a Informacgado vazada se refere ao fundo de investimento gerido ou aos dados pessoais de cotistas.

Realizada a identificagdo, o Coordenador do Comité de Etica e Compliance procedera da seguinte

forma, podendo contar com o auxilio do Comité de Etica e Compliance:

No caso de vazamento de Informacgdes relativas aos fundos de investimento geridos:
imediatamente, seguird com o rito para publicacdo de fato relevante, nos termos da
regulamentacdo vigente, a fim de garantir a ampla disseminagao e tratamento equanime da
Informacgdo. Esse procedimento visa assegurar que nenhuma pessoa seja beneficiada pela
detenc¢do ou uso da Informagdo Confidencial, reservada ou privilegiada atinente ao fundo de

investimento; e/ou

No caso de vazamento de Informacdes relativas aos cotistas: neste caso, o Diretor de
Compliance e Risco procedera com o tanto necessario para cessar a disseminac¢do da Informacao
ou atenuar os seus impactos, conforme o caso. Para tanto, podera, dentre outras medidas: (i)
autorizar a contratagdo de empresa especializada em consultoria para protecdo de dados; (ii)
autorizar a contratacdo de advogados especializados na matéria; (iii) entrar em contato com os
responsaveis pelo(s) veiculo(s) disseminador(es) da Informagdo. Sem prejuizo, o Diretor de

Compliance e Risco ficara a inteira disposi¢do para auxiliar na solucdo da questao.

Manual de Compliance | BRZ 29



BRZ &

INVESTIMENTOS

Responsavel: Diretor de Compliance e Risco.

I Identificacdo e avaliagdo de riscos (risk assessment)

A BRZ deverd identificar e avaliar os principais riscos cibernéticos aos quais estd exposta. O Guia da
Associacdo Brasileira das Entidades dos Mercados Financeiro e de Capitais (“ANBIMA”) de Seguranca
Cibernética definiu que os ataques mais comuns de cybercriminals sdo os seguintes:

a. Malware (virus, cavalo de troia, spyware e ransomware);

b. Engenharia Social;

c. Pharming;

d. Phishing scam;

e. Vishing;

f. Smishing;

g. Acesso pessoal;

h. Ataques de DDoS e botnets; e

i. InvasGes (advanced persistent threats).

Com a finalidade de se manter resguardada contra estes e outros potenciais ataques, a BRZ definiu
todos os ativos relevantes, fundamentais a seu funcionamento, criou regras para classificacdo das
informacdes geradas e avalia continuamente a vulnerabilidade de cada um desses ativos.

A BRZ levou também em considerag¢do os possiveis impactos financeiros, operacionais e reputacionais
em caso de evento de seguranca. Para avaliagdo das potenciais ameacgas e vulnerabilidades, é feita
uma varredura interna/externa de cada ativo de rede em busca de possiveis problemas de seguranca,
e eventual correcdo, bem como, processos dos quais visam a educacao de cada Colaborador no que
tange ao tipo de informacao recebida por e-mail ou quaisquer outros tipos de midia, com o intuito de

mitigarmos eventuais riscos.

Il. AgOes de prevengao e protecao
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Uma importante regra de prevencao consiste na segregacao de acessos a sistemas e dados que a BRZ
adota, conforme ja detalhado neste Manual de Compliance.

A BRZ adota, também, regras minimas na definicdo de senhas de acesso a dispositivos corporativos,
sistemas e rede, em fungdo da relevancia do ativo acesso. A BRZ trabalha com o principio de que

concessao de acesso deve somente ocorrer se 0s recursos acessados forem relevantes ao usuario.

A senha e login para acesso aos dados contidos em todos os computadores, bem como nos e-mails
gue também devem ser acessados via webmail, devem ser conhecidos pelo respectivo usudrio do
computador e sdo pessoais e intransferiveis, ndo devendo ser divulgados para quaisquer terceiros. O
acesso a Informagdes Confidenciais é limitado a determinados Colaboradores cuja necessidade é
justificada. Arquivos eletronicos sdo protegidos com senhas de acesso ou outros controles
estabelecidos dentro dos sistemas da BRZ para garantir que somente pessoas autorizadas consigam

acesso.

Todo conteldo que estd na rede pode ser acessado pela area de Compliance e risco e pelo Comité de
Etica e Compliance, caso haja necessidade. Arquivos pessoais salvos em cada computador poderio ser
acessados caso o Comité de Etica e Compliance julgue necessario. A confidencialidade dessas
informacgdes deve ser respeitada e seu conteldo sera divulgado somente se determinado por decisdo

judicial.

Para seguranca dos perfis de acesso dos Colaboradores, as senhas de acesso dos Colaboradores sdo
parametrizadas conforme regras estabelecidas globalmente, bem como criptografadas de acordo com
os padrées fornecidos pelo Microsoft Active Directory que é executado em um servidor Microsoft
Windows Server 2012. Adicionalmente, sdo empregadas politicas de grupo de segurancga dos produtos
da Microsoft, gerenciados por meio do Microsoft Active Directory, além de outros mecanismos que

mencionados a seguir.

Desta forma, o Colaborador podera ser responsabilizado caso disponibilize a terceiros as senhas acima

referidas para quaisquer fins.

A BRZ exige que os Colaboradores efetuem a troca mensal de suas senhas por meio da ado¢do da

seguinte politica de senhas:

a. O Colaborador ndo podera usar a mesma senha durante o periodo de 8 (oito) meses (Password
History 8);

b. Expiracdo da senha — 31 dias;

c. Tamanho minimo da senha — 8 caracteres;
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d. Tempo que uma senha fica travada — Infinito; e
e. Tentativas antes da conta do Colaborador ser bloqueada — 4 tentativas.

A politica de senha disposta neste Manual de Compliance poderd ser modificada a qualquer momento,
em decorréncia de avancos tecnoldgicos ou decisdo interna dos administradores da BRZ, visando

sempre o aprimoramento dos procedimentos, sistemas e da seguranca das informacdes.

O acesso remoto a arquivos e sistemas internos ou na nuvem tem controles adequados, a critério do
responsavel pela Seguranca Cibernética. Os Colaboradores que se utilizam do acesso remoto sdo
instruidos a (i) manter a utilizagdo apenas em dispositivos que requeiram a inclusdo de login e senha
previamente ao acesso, (ii) manter softwares de prote¢do contra malware/antivirus nos dispositivos
remotos, (iii) relatar ao Comité de Etica e Compliance qualquer violagdo ou ameaca de seguranca
cibernética ou outro incidente que possa afetar informacdes da BRZ e que ocorram durante o trabalho

remoto, e (iv) ndo armazenar Informacgdes Confidenciais ou sensiveis em dispositivos pessoais.

Outro ponto importante é que, ao concluir novos equipamentos e sistemas em producao, a BRZ devera
garantir que sejam feitas configuragdes seguras de seus recursos. Devem ser feitos testes em ambiente
de homologacao e de prova de conceito antes do envio a produgdo. A BRZ conta com recursos anti-
malware em estagles e servidores de rede, como antivirus e firewalls locais em cada um desses
equipamentos, bem como, firewall interno a rede e firewall UTM de borda, o qual contempla todos os
servicos de ips/ids, antispyware, antivirus de gateway, filtro de aplicag¢des e filtro de contetdo. A BRZ
deve, adicionalmente, proibir o acesso a determinados websites e a execucdo de softwares e/ou

aplicagbes ndo autorizadas.

A utilizagdo dos ativos da BRZ, incluindo computadores, telefones, internet, programas de mensagem
instantanea, e-mail e demais aparelhos se destina a fins profissionais como ferramenta para o
desempenho das atividades dos Colaboradores, razao pela qual a BRZ monitora a utilizacao de tais
meios. O uso indiscriminado de referidos ativos para fins pessoais deve ser evitado, e nunca deve ser
prioridade em rela¢do a qualquer utilizagdo profissional. Todo Colaborador deve ser cuidadoso na
utilizacdo do seu proprio equipamento e sistemas e zelar pela boa utilizacdo dos demais. Caso algum
Colaborador identifique a ma conservagao, uso indevido ou inadequado de qualquer ativo ou sistemas,

este devera comunicar ao Diretor de Compliance e Risco.

A BRZ se reserva no direito de gravar qualquer ligacdo telefénica dos seus Colaboradores, realizada ou
recebida, por meio das linhas telefonicas disponibilizadas pela BRZ para a atividade profissional de
cada Colaborador, especialmente, mas ndo se limitando as, ligacGes da equipe de atendimento e da

mesa de operagao da BRZ.
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A visualizacdo de sites, blogs, fotologs, webmails, entre outros, que contenham conteldo
discriminatodrio, preconceituoso (sobre origem, raga, religido, classe social, opinido politica, idade, sexo

ou deficiéncia fisica), obsceno, pornografico ou ofensivo é terminantemente proibida.

O envio ou repasse por e-mail de material que contenha conteudo discriminatério, preconceituoso,
obsceno, pornografico ou ofensivo é também terminantemente proibido, bem como o envio ou
repasse de e-mails com opinides, comentdrios ou mensagens que possam denegrir a imagem e afetar
a reputacao da BRZ. O recebimento de e-mails muitas vezes nao depende do préprio Colaborador, mas
espera-se bom senso de todos para, se possivel, evitar receber mensagens com as caracteristicas

descritas previamente.

Na eventualidade do recebimento de mensagens com as caracteristicas acima descritas, o Colaborador
deve apaga-las imediatamente, de modo que estas permanecam o menor tempo possivel nos

servidores e computadores da BRZ.

Em nenhuma hipétese um Colaborador pode emitir opinido por e-mail em nome da BRZ, ou utilizar
material, marca e logotipos da BRZ para assuntos ndo corporativos ou apds o rompimento do seu

vinculo com a BRZ, salvo se expressamente autorizado para tanto por um dos sécios.

Todo Colaborador deve ser cuidadoso com seu préprio equipamento e zelar pela boa utilizagdo dos
demais. Caso algum Colaborador identifique a md conservagdo, uso indevido ou inadequado de

qualquer ativo, deve comunicar ao responsavel pela area de Compliance.

Programas instalados nos computadores, principalmente via Internet (“downloads”), sejam de
utilizagdo profissional ou para fins pessoais devem obter autorizacao prévia do responsavel pela area
de informatica. Ndo é permitida a instalagdo de nenhum software ilegal (“pirata”) ou que possuam
direitos autorais protegidos. Somente arquivos sob licenciamento “GPL”

(http://www.gnu.org/licenses/gpl.html) ou com o consentimento expresso do respectivo autor

poderdo ser gravados, mediante autorizacdo prévia do responsavel pela area de informatica. A
instalacdo de novos softwares, com a respectiva licenca, deve também ser comunicada previamente
ao responsavel pela Informatica. Este deverd aprovar ou vetar a instalagao e utilizagdo dos softwares

dos Colaboradores para aspectos profissionais e pessoais.
Todos os anexos dos e-mails recebidos pelos Colaboradores da BRZ s3o rigidamente verificados pelos
servidores, de modo que os Colaboradores sequer receberdo e-mails que tenham sido identificados

como suspeitos apos tal verificagdo.

Cada Colaborador é responsdvel ainda por manter o controle sobre a seguranca das informacdes

armazenadas ou disponibilizadas nos equipamentos que estdo sob sua responsabilidade.
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A BRZ adota também backup das informac¢des e dos diversos ativos da instituicdo, conforme as
disposicdes do presente Manual de Compliance.

Para concluir, pode-se mencionar que as medidas de diligéncia prévia também sdo aplicaveis/validas

a prevengao e protecao dos ativos da BRZ e devem ser observadas integralmente.
lll. Mecanismos de supervisao para cada risco identificado

Como medida de supervisdao e prevencdo de riscos, cada ativo de rede possui politica de grupo de

seguranca individual, com o objetivo de blindar o sistema operacional empregado. Além disso:
a. As politicas sdo todas gerenciadas de modo central pelo Microsoft Active Directory;

b. Todo o ambiente que faz uso de produtos Microsoft possui politicas de seguranca de grupo
implementadas, bem como as a¢des executadas dentro do ambiente de rede sdo registradas em

log em cada ativo de rede, seja de forma local ou remota;

c. Todas as estacOes e servidores possuem software de antivirus com gerenciamento centralizado

e com politicas de seguran¢a implantadas;

d. Os dados trafegados em rede fazem uso de NTLMv2 com criptografia e exigéncia de assinatura

de pacotes;

e. Para garantir que as informagdes que entram e saem do ambiente de rede estejam integras e
que sdo permitidas, existe um firewall de borda (Internet) que tem miltiplos servigos de
verificagdo de seguranga, tais como: antivirus de gateway, filtro de conteldo, antispyware,

ips/ids e filtro de aplicagbes; e

f. Para garantir o controle das informacGes internas e seus segmentos distintos existe um firewall

interno que controla os diferentes segmentos existentes.
IV. Testes realizados

O Comité de Etica e Compliance deve se assegurar de que os mecanismos de controle descritos acima,

dentre outros, sdo anualmente testados pela equipe responsavel.
A BRZ possui mecanismos de todas as a¢Oes de protecdo implementadas para garantir seu bom

funcionamento e efetividade. A BRZ mantém inventarios atualizados de hardware e software, e

verifica-os com frequéncia para identificar elementos estranhos a instituicao.
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A area responsavel da BRZ deve diligenciar para manter os sistemas operacionais e softwares de
aplicacao sempre atualizados, instalando as atualizagcdes sempre que forem disponibilizadas.

A drea responsavel deve também monitorar diariamente as rotinas de backup, executando testes

regulares de restaura¢do dos dados.

Deve-se, ademais, realizar testes de invasao externa, phishing, bem como andlises de vulnerabilidades
na estrutura tecnoldgica, periodicamente ou sempre que houver mudanca significativa em tal

estrutura.

Os logs de acesso devem ser analisados regularmente pela area responsavel, de forma a permitir

rapida identificacdo de ataques, sejam internos ou externos.
V. Plano de resposta

A drea de Gestdo de Riscos e de Compliance deve, conjuntamente com os profissionais de cybersecurity
e Seguranca da Informacao, elaborar um plano formal de resposta a ataques virtuais. A BRZ devera
estabelecer os papeis de cada drea em tal plano, prevendo o acionamento de Colaboradores-chave e

contatos externos relevantes.

O plano de resposta devera levar em conta os cenarios de ameagas previstos no risk assessment. Deve
haver critérios para a classificacdo dos incidentes, por severidade. O plano deve prever, conforme o
caso, o processo de retorno as instalagGes originais apds o final do incidente, na hipétese em que as
instalagGes de contingéncia ou acessos remotos tenham de ser utilizados. Ainda, o plano de resposta

seguira os seguintes critérios:

a. Avaliagdo do tipo de incidente ocorrido (por exemplo, infeccdo de malware, intrusdo da rede,

furto de identidade), as informacdes acessadas e a medida da respectiva perda;

b. Identificacdo de quais sistemas, se houver, devem ser desconectados ou de outra forma

desabilitados;
c. Determinacgdo dos papéis e responsabilidades do pessoal apropriado;

d. Avaliacdo da necessidade de recuperacdo e/ou restauracdo de eventuais servicos que tenham

sido prejudicados;

e. Avaliagdo da necessidade de notificagao de todas as partes internas e externas apropriadas (por
exemplo, titulares, clientes ou investidores afetados, ANPD, seguranca publica, drgaos

reguladores e autorreguladores);
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f. Avaliagao da pertinéncia da adog¢do de medidas como registro de boletim de ocorréncia ou
gueixa crime e/ou consulta com advogado para avaliacdo dos riscos juridicos e medidas judiciais

cabiveis para assegurar os direitos da BRZ;

g. Avaliacdo da necessidade de publicagdo do fato ao mercado, nos termos da regulamentagdo
vigente, (por exemplo: em sendo Informagdes Confidenciais de veiculo de investimento sob
gestdao da BRZ, a fim de garantir a ampla disseminacdo e tratamento equanime da Informacao
Confidencial); e

h. Determinacdo de eventuais responsaveis. A definicdo ocorrera apds a conducdo de investigacdo

e uma avaliacdo completa das circunstancias do incidente.
VI. Reciclagem e Revisdo

O programa de seguranca cibernética, que contempla os procedimentos aqui descritos, o plano formal
de resposta e demais politicas internas da BRZ sobre a matéria, devera ser revisto e atualizado

semestralmente.

Os grupos de trabalho diretamente envolvidos com qualquer parte do programa devem se manter

atualizados, buscando fornecedores especializados, se necessario.

A BRZ devera divulgar o programa de seguranca cibernética internamente e disseminar a cultura de

seguranca, alertando sobre os riscos principais e as praticas de seguranca.

Os Colaboradores deverdo participar de treinamentos que abordem o tema da seguranga cibernética,
os quais serdo aplicados pelo responsavel pela presente politica, em periodicidade ndo superior a 12

(doze) meses.

O Comité de Etica e Compliance tera plena autonomia para o exercicio de suas funcdes. O Comité de
Etica e Compliance sera formado por até 4 (quatro) Colaboradores da BRZ, sendo um deles o Diretor
responsavel pelas dreas de compliance e risco da BRZ, que exercerd também as func¢des de
Coordenador do 6rgdo (“Diretor de Compliance e Risco” ou “Coordenador do Comité de Etica e
Compliance”). O Coordenador do Comité de Etica e Compliance indicard um dos integrantes para o

Comité de Etica e Compliance, pelo periodo fixado na indicacdo. O terceiro integrante sera indicado
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pela diretoria da BRZ, e o quarto membro, pela diretoria da BRZ, entre os associados da BRZ, e

exercerao suas fungdes por um ano.

S30 obriga¢des do Coordenador do Comité de Etica e Compliance, sem prejuizo das demais previstas

ao longo deste Manual de Compliance:
a. Levar quaisquer duvidas para apreciacdo do Comité de Etica e Compliance;

b. Atuar diretamente no relacionamento com a imprensa ou indicar a pessoa mais apropriada,

conforme o caso;
c. Atender prontamente todos os Colaboradores da BRZ; e
d. Identificar possiveis condutas contrdrias a este Manual de Compliance.

Todo e qualquer Colaborador da BRZ que souber de informagGes ou situagdes em andamento, que
possam afetar os interesses da BRZ, gerar conflitos ou, ainda, caracterizar-se como contrdrias ao
previsto neste Manual de Compliance, deverda informar seu superior imediato e ao Coordenador do

Comité de Etica e Compliance, para que sejam tomadas as providéncias cabiveis.

As reunides ordinarias do Comité de Etica e Compliance serdo realizadas quando convocadas pelo
Coordenador do Comité de Etica e Compliance. As reunides do Comité de Etica e Compliance serdo
convocadas com no minimo 5 (cinco) dias de antecedéncia. Independentemente das formalidades de
convocacgao, serd considerada regular a reunidao a que comparecerem todos os membros do Comité
de Etica e Compliance. As denUncias analisadas pelo Comité de Etica e Compliance, quando

comprovadas, serdo reportadas a diretoria da BRZ.

As decisdes do Comité de Etica e Compliance deverdo ter o voto favoravel da maioria de seus membros,
sendo sempre garantido exclusivamente ao Coordenador do Comité de Etica e Compliance o voto de
qualidade e a palavra final em todas as votagOes. As decisGes do Comité de Compliance serdo

formalizadas em ata.
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S3o atribuicdes do Comité de Etica e Compliance, sem prejuizo das demais previstas ao longo deste

Manual de Compliance:

Definir os principios éticos a serem observados por todos os dirigentes e Colaboradores da BRZ,
constantes deste Manual de Compliance ou de outros documentos que vierem a ser produzidos

para este fim, elaborando sua revisao periddica;

Promover a ampla divulgacdo e aplicacdo dos preceitos éticos no desenvolvimento das

atividades de todos os Colaboradores da BRZ;

Apreciar todos os casos que cheguem ao seu conhecimento sobre o descumprimento dos
preceitos éticos previstos neste Manual de Compliance ou nos demais documentos aqui

mencionados, e também apreciar e analisar situagcdes ndo previstas;

Garantir o sigilo de eventuais denunciantes de delitos ou infracdes, mesmo quando estes ndo

solicitarem, exceto nos casos de necessidade de testemunho judicial;

Solicitar sempre que necessario, para a analise de suas questdes, o apoio da auditoria interna

ou externa, ou, ainda, a assessoria de profissionais especialmente contratados;

Tratar todos os assuntos que cheguem ao seu conhecimento dentro do mais absoluto sigilo e
preservando os interesses e a imagem institucional e corporativa da BRZ, como também dos

Colaboradores envolvidos;

Revisar periodicamente, realizar alteragdes pontuais e sugerir propostas de aperfeicoamento
das normas deste Manual de Compliance ou em outras politicas ou manuais que compdem o

programa de Compliance da BRZ;

Assegurar a existéncia de testes periédicos de seguranga para os sistemas de informagées, em

especial para os mantidos em meio eletrénico;

Implantar e manter Programa de Treinamento Inicial e Programa de Reciclagem Continua aos
Colaboradores que tenham acesso a Informacgdes Confidenciais e/ou participem de processo de

decisdo de investimento;

Analisar situa¢cOes que possam ser caracterizadas como “conflitos de interesse” pessoais e
profissionais. Esses conflitos podem acontecer, inclusive, mas ndo limitadamente, em situagées

qgue envolvam (i) investimentos pessoais (conforme a Politica de Investimento Pessoal); (ii)
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transacgdes financeiras com clientes fora do ambito da BRZ e que ndo estejam contempladas na
Politica de Investimento Pessoal; (iii) participacGes na administracdo de outras empresas; (iv)
recebimento de favores ou presentes de fornecedores ou clientes; (v) andlise financeira ou
operagdo com empresas cujos socios, administradores ou funcionarios, o Colaborador possua
alguma relacdo pessoal, quando ndo estiver expressamente contemplada ou vedada pela
Politica de Investimento Pessoal; (vi) andlise financeira ou operagdo com empresas em que o
Colaborador possua investimento préprio, quando nao estiver expressamente contemplada ou
vedada pela Politica de Investimento Pessoal; e (vii) participagGes em alguma atividade politica;

e, ainda,

k. Analisar e tomar as providéncias cabiveis referentes as denuncias recebidas pelo Canal de
Denuncia que possam estar em desacordo com o Manual de Etica e com o Manual de
Compliance da BRZ, incluindo casos de suspeitas de fraudes, subornos, adulteracdo ou
falsificacdo de documentos, irregularidades contdbeis e fiscais, dentre outras violacdes de leis,

normas e politicas que sejam suscetiveis de punicao.

O Diretor de Compliance e Risco e o Comité de Etica e Compliance s3o independentes das outras dreas
da BRZ e poderao exercer seus poderes em relagdo a qualquer Colaborador.

Responsavel: Diretor de Compliance e Risco.

Seguindo o determinado pela Lei n2 9.613, de 03 de marg¢o de 1998, conforme alterada, a Resolugdo
CVM n? 50, de 31 de agosto de 2021, conforme alterada, bem como a regulamentacdo anticorrupgao
e prevencdo a lavagem de dinheiro aplicavel, a prevencdo da utilizacdo dos ativos e sistemas da BRZ
para fins ilicitos, tais como crimes de lavagem de dinheiro, ocultacdo de bens e valores, é dever de

todos os Colaboradores da BRZ.

Neste sentido, a BRZ desenvolveu um robusto Manual de Combate a Lavagem de
Dinheiro/Financiamento do Terrorismo/Politica Anticorrupcdo, disponivel no website da BRZ, que
aborda de forma minuciosa o tratamento dispensado para fins de prevencdo e combate aos crimes de

lavagem de dinheiro.

Sem prejuizo, cumpre destacar que qualquer suspeita de operac¢des financeiras e ndo- financeiras que
possam envolver atividades relacionadas aos crimes de lavagem de dinheiro, ocultacdo de bens e

valores, bem como incorporar ganhos de maneira ilicita, para a BRZ, clientes ou para o Colaborador,
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devem ser comunicadas imediatamente ao Comité de Etica e Compliance. A anélise sera feita caso a
caso, ficando sujeitos os responsaveis as sanc¢des previstas neste Manual de Compliance, inclusive

demissao ou desligamento por justa causa, e ainda as consequéncias legais cabiveis.
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O plano de contingéncia (“Plano de Contingéncia”) tem como objetivo definir os procedimentos a
serem adotados pela equipe da BRZ, no caso de contingéncia, de modo a impedir descontinuidade
operacional por problemas que impactem no funcionamento da BRZ. Foram estipulados estratégias e
planos de acdo com o intuito de garantir que os servicos essenciais da BRZ sejam previamente

identificados e preservados, mesmo na ocorréncia de um imprevisto ou um desastre.

O modo contingencial serd acionado quando for identificada qualquer ocorréncia ou situagcdo que
dificulte ou impeca a rotina didria da operagdo, o que pode causar impactos financeiros,

legais/regulatdrios e de imagem, entre outros, aos clientes da BRZ e a BRZ.

As acOes a serem tomadas quando uma situacao dessas ocorre é chamada de Plano de Contingéncia.
O Plano de Contingéncia é compartilhado com todos os Colaboradores da BRZ e faz parte da sua
cultura. Os Colaboradores sdo preparados para exercer suas fungdes em situacdes contingenciais e

dessa forma os impactos serdo minimizados.

Para atendimento as necessidades minimas de manutencdo dos servigos/atividades da BRZ, foi
definida uma estrutura minima fisica e procedimentos que devem ser adotados toda vez em que uma

situacdo que caracterize uma contingéncia as operacdes da BRZ seja identificada.

Foram identificadas as seguintes areas/atividades que necessitam estar contempladas no Plano de

Contingéncia de forma a garantir o funcionamento da empresa:

a. TI: fundamental para o funcionamento da BRZ, no sentido de que todas as comunica¢des com
corretoras, administradores de fundos, distribuidores, custodiantes, entre outros, sdo realizados
por telefone ou meios eletronicos (e-mails e/ou sistemas préprios). Também é fundamental
para a realizacdo de registros de operacdes (compras e vendas de titulos, aplicacGes e resgates
em fundos de investimento, transferéncia de recursos e pagamento de despesas da BRZ, dentro

outros);
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Escritério: espaco fisico onde sdo realizadas as operacGes da BRZ. Nesse espago encontra-se
instalada toda a infraestrutura necessaria para a execucao de suas atividades; e

Pessoal: pessoas responsdveis pela operacdo da BRZ, incluindo a andlise e decisdo para
realizacdo ou ndo de investimentos, equipe responsavel pelo compliance e pela gestdo de risco

das carteiras, etc.

Tendo identificado essas 3 (trés) areas principais do ponto de vista da estrutura da BRZ e dos processos

sob sua responsabilidade, os riscos que podem ocasionar o acionamento do Plano de Contingéncia

foram identificados da seguinte forma:

Problemas de Infraestrutura: os problemas dessa ordem s3o, dentre outros, falha e/ou

interrupcdo no fornecimento de servicos essenciais como a falta de energia elétrica, falta de
agua, falha nas conexdes de rede, falha nos links de internet, falha nas linhas telefénicas, falhas

nos sites das empresas que fornecem sistemas de uso da BRZ, etc.; e

Problemas de acesso ao local/recursos: os problemas dessa ordem s3o, dentre outros,

impossibilidade ou dificuldade de acesso ao local onde se localiza o escritério. Essa
impossibilidade pode ser causada por eventos como greves, por exemplo, de transporte publico,

interdices pelas autoridades do prédio ou do entorno do escritdrio da BRZ, etc.

Com base no levantamento da estrutura da BRZ e no mapeamento de riscos, a BRZ tem condig¢des de

manter sua atuagdo mesmo na impossibilidade de acesso as suas instalagdes.

Conforme avaliagdo de risco da BRZ, foram definidos 2 (dois) ambientes basicos que devem ser

considerados nas agles a serem tomadas quando da ativa¢do do Plano de Contingéncia da BRZ. Esses

ambientes sdo: Fisico e o Tecnoldgico.

Ambiente Fisico: o ambiente fisico é definido como o espaco onde as operagdes diarias da

empresa sao conduzidas normalmente. Esse espaco inclui o imével, os mdveis e equipamentos

necessarios a essa operagdo, como também o acesso seguro a esses recursos.

Ambiente Home Office: em ocorrendo situagdes de problemas de acesso as suas dependéncias,

a equipe da BRZ deve continuar a desempenhar suas atividades através de home office, uma vez

Manual de Compliance | BRZ 42



BRZ &

INVESTIMENTOS

gue todos os arquivos podem ser acessados pela nuvem privada da BRZ. Além disso, os e-mails
sdo hospedados na Microsoft utilizando os servicos do Microsoft 365 e réplica de servidores
fundamentais a operacdao da empresa em data center externo, para que os Colaboradores
possam acessar o ambiente de recuperacdo de desastre de acordo com a orienta¢do da equipe
de Compliance mesmo em home office. Os equipamentos minimos necessarios para a
manutenc¢do das funcionalidades em carater contingencial sdo: (i) 2 Nucleo de processador Core
i5; (ii) 16 GB Ram; (iii) 300 GB de espago em disco; (iv) Windows 11; e (v) Internet de 100 MB ou

superior.

b. Ambiente Tecnoldgico: o ambiente tecnoldgico envolve todos os sistemas e recursos

necessarios para que a BRZ possa realizar sua operacdo de forma normal. Isso implica
basicamente a disponibilidade de acesso aos sistemas utilizados pela empresa em seu dia a dia
e garantir de que suas informacgdes estejam protegidas e possam ser acessadas e/ou utilizadas
na operagao da BRZ, que inclui o armazenamento de dados de sistemas e aplicativos, os
equipamentos eletronicos em geral, links de telecomunicacdo e transmissdo de dados,
softwares e computadores, aparelhos telefénicos etc., incluindo os recursos necessarios para
que tais itens funcionem de forma adequada e segura. Todos os sistemas utilizados pela BRZ sao
acessados através de sites dos préprios provedores desses sistemas, o que viabiliza acessa-los
de qualquer local desde que se disponha de um computador com um link de internet. A
comunicagdo com clientes, corretoras, parceiros e administradores poderd continuar sendo
realizada através da utilizagdo de telefones celulares da equipe da BRZ. Para tanto, ha
procedimento de comunicar a esses terceiros o estado de contingéncia da BRZ, de forma a que
também estes tenham conhecimento da situacdo, de forma a impactar o minimo possivel a
operacao da BRZ. A sociedade MUVII TECNOLOGIA com endere¢o na Rua Padre Leonardo, 63,
Nova Piraju, CEP 04625-020, localizado na cidade e estado de Sdo Paulo, Tel. (11) 3900- 1041/42,
presta os servicos de gestdo completa em Tecnologia da Informag¢do a BRZ. Diariamente, as
00h00, sdo realizados: (i) o backup dos servidores utilizando o servigo do Azure Backup Server
em nuvem da Microsoft para armazenamento remoto dos dados; a sincroniza¢do online entre
os ambientes da BRZ e recuperacdo de desastre. Os backups tém retenc¢do anual, com rotacdo

automatica.

A BRZ utiliza um servico de e-mail em cloud (nuvem) na modalidade de Software as a Service (Saa$)
oferecido pela Microsoft usando o Office 365. O servico de e-mail pode ser acessado diretamente pela
web através de usudrio e senha que estdo vinculados aos servidores de usudrios e senhas internos da
BRZ (conhecido como ambiente hibrido através da utilizagdo do AD Connect). Os e-mails possuem,
também, a ferramenta o Litigation Hold ativada. O Exchange Online protege as informacg&es das caixas

de correio utilizando recursos avancados, tais como filtros antimalware e antispam, assim como a
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prevencdo contra perda de dados até 90 (noventa) dias pelo uso do recurso chamado eDiscovery. Os
servidores possuem redundancia global e recursos avancados de recuperacdo em caso de desastres.
Além disso, para garantir o funcionamento ininterrupto do servico de e-mail, a Microsoft oferece uma
disponibilidade de 99,9%.

Como continuidade, o servidor interno que é replicado para Amazon AWS instantaneamente, passa a
ser o servidor principal contendo as informag¢des de dominio, cadastro dos usuarios, permissées de
acessos, politicas de grupos e principalmente os arquivos. Como os servidores sdo replicados online,
em caso de contingéncia, o acesso as pastas sera realizado através de um terminal remoto usando o

Amazon Workspace, que acessara uma estacao virtual disponivel em cloud.

Ja com relacdo ao backup, esse s6 deve ser restaurado em caso de delecdo, problema de corrupgao ou
edicdo incorreta. Em caso de restauracao do backup, o Colaborador deve validar os dados recuperados
e prosseguir com as atividades. Caso haja alguma inconsisténcia na recuperacdo dos dados, o
Coordenador de Contingéncia (conforme abaixo definido) deve ser comunicado imediatamente para

que providéncias sejam tomadas em relagdo a nova restauragao de dados.

Para coordenar todas as agles necessarias em situacdes de contingéncia, bem como promover o
adequado treinamento e a¢des para restabelecimento da situagdo de atividade normal da BRZ, foram
definidos os seguintes responsaveis pela Equipe de Contingéncia: (i) Diretor de Compliance e Risco
(também denominado como “Coordenador de Contingéncia”); e (ii) Diretor de Gestdo.

Essas pessoas deverdo tomar as decisdes necessarias para acionar este Plano de Contingéncia se e
quando necessario, tomando essa decisdo em conjunto ou, na auséncia de um dos diretores,
isoladamente e deve ser comunicada imediatamente a todos os Colaboradores da BRZ. O Coordenador
de Contingéncia entrara em contato (ou pedira para que o Diretor de Gestdo entre em contato) com a
empresa terceirizada responsavel pela Tecnologia da Informa¢do da BRZ, para comunicar o modo
contingencial e tratar do acesso aos dados/sistemas, bem como efetuar o desvio das ligacdes dos

telefones do escritorio para linhas alternativas.
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A ocorréncia de eventos de contingéncia devera ser avaliada pela Equipe de Contingéncia da BRZ e,
com base nas informacgdes disponiveis, devera ser tomada uma decisdo quanto ao acionamento do

Plano de Contingéncia.

Com base na decisdo tomada pela Equipe de Contingéncia, a BRZ devera adotar os procedimentos a

seguir listados.

Neste cendrio, considera-se basicamente a impossibilidade ou dificuldade em manter o funcionamento
normal da BRZ devido a problemas de ordem técnica (hardware), fisica (acesso ao escritério), pessoal

(auséncia significativa de funcionarios) e de infraestrutura (falta de energia).

Nessa situacdo, o Diretor de Compliance e Risco da BRZ deverd, imediatamente, acionar este plano e
iniciar também a avaliagdo das causas que geraram a contingéncia para providenciar sua rapida
solucdo, bem como dar inicio ao efetivo cumprimento dos procedimentos descritos abaixo, quais

sejam:

a. Comunicar imediatamente o ocorrido a toda a equipe interna, via ligacao celular, grupo
corporativo da empresa em aplicativo de mensagens ou qualquer outro meio a sua disposigao,
indicando nessa oportunidade qual o procedimento a ser adotado por cada Colaborador de

acordo com a contingéncia ocorrida; e

b. Caso seja verificada a necessidade de sair do escritério da BRZ, os Colaboradores poderdo
continuar a desempenhar suas atividades através de home office, uma vez que todos os arquivos
podem ser acessados pela nuvem privada da BRZ. A continuidade das operagdes da BRZ devera
ser assegurada no proprio dia util da ocorréncia da contingéncia no escritério fisico, de modo

que as atividades diarias ndo sejam interrompidas ou gravemente impactadas.
O Diretor de Compliance e Risco da BRZ devera acompanhar todo o processo acima descrito até o

retorno a situagao normal de funcionamento dentro do contexto das atividades desempenhadas pela

BRZ e reportar eventuais alteragdes e atualiza¢gdes da contingéncia aos demais Colaboradores.

Este Plano de Contingéncia é de uso restrito dos Colaboradores da BRZ e ndo pode ser reproduzido por

terceiros.
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E responsabilidade do Diretor de Compliance e Risco manter o Plano de Contingéncia atualizado, bem
como a realizacdo de validacdo a cada 12 (doze) meses dos procedimentos estabelecidos neste Plano
de Contingéncia.

Ainda, o Diretor de Compliance e Risco realizara testes de contingéncias que possibilitem que a BRZ
esteja preparada para eventos desta natureza, proporcionando a BRZ condi¢bGes adequadas para
continuar suas operagoes.

Sendo assim, anualmente, é realizado um teste de contingéncia para verificar:

a. Acesso aos sistemas;

b. Acesso ao e-mail corporativo;

c. Acesso aos dados armazenados; e

d. Qualquer outra atividade necessaria para continuidade do negécio.

O resultado do teste servird como indicador para regularizagcdao das possiveis falhas identificadas,

servindo como apoio ao constante aprimoramento deste Plano de Contingéncia.

k_k_%
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A BRZ aderiu e esta sujeita as disposicdes das Regras e Procedimentos de Certificacdo da ANBIMA,
conforme em vigor (“Regras e Procedimentos de Certificagdo”), devendo garantir que todos os

profissionais elegiveis estejam devidamente certificados.

Tendo em vista a atuagcdo da BRZ como gestora de recursos de terceiros, sdo necessarias para
consecugdo das atividades exercidas a Certificacdo de Gestores ANBIMA (“CGA”) e a Certificacdo de
Gestores ANBIMA para Fundos Estruturados (“CGE”), para os profissionais que possuem poder

discricionario de investimento.

A CGA é aplicavel aos profissionais que desempenham o exercicio profissional de Gestdao de Recursos
de Terceiros de fundos de investimento financeiros (“FIF”), conforme disposto no anexo normativo |
da Resolugdo da CVM n° 175, de 23 de dezembro de 2022, conforme alterada (“Resolugdao CVM n°
175/2022"), que podem ser classificados como renda fixa, multimercado, cambial e a¢6es, conforme

estabelecido no artigo 22 das Regras e Procedimentos de Certificacdo.

A CGE, por sua vez, habilita profissionais a atuarem com a gestdo de recursos de terceiros na industria
de fundos estruturados, conforme estabelecido no artigo 23 das Regras e Procedimentos de

Certificagao.

Dessa forma, em atinéncia ao artigo 19 das Regras e Procedimentos de Certificagdao, qualquer
Colaborador que nao tenha dispensa especifica da ANBIMA e atue na gestdo de recursos de terceiros,
com alcada/poder para ordenar a compra ou venda de ativos integrantes das carteiras administradas
e/ou fundos de investimento regulados pela Resolugdo CVM n° 175/2022 (i.e., FIF, fundos de
investimento em participagdo, fundos de investimento em direitos creditérios, fundos de investimento
imobilidrios, fundos de investimento nas cadeias produtivas do agronegdcio) deverdo obter a CGA e/ou

a CGE, conforme aplicavel.

Em complemento, a BRZ destaca que a CGA e/ou CGE sdo certificacdes pessoais e intransferiveis, bem
como seguirdo os seguintes prazos, os quais serdao monitorados pelo Diretor de Compliance e Risco: As
certificagbes CGA e CGE validas na data de 2 de janeiro de 2025 deixam de ter prazo de vencimento
indeterminado, permanecendo vdlidas até 2 de janeiro de 2030, estando sujeitas a atualizagao
conforme o procedimento estabelecido pela ANBIMA. Com relagdo ao Colaborador certificado pela
CGA e CGE que se vincular a BRZ e desde que a sua certificacdo ndo esteja vencida na data do vinculo,
terd o prazo de vencimento de sua certificacdo equivalente a 5 (cinco) anos, contados a partir da data
da aprovagcao no exame, dispensa de realizacdo de exame ou da conclusdao do procedimento de

atualiza¢do, conforme o caso.
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Antes da contratacdo, admissdo ou transferéncia de drea de qualquer Colaborador, o Diretor de
Compliance e Risco deverd solicitar esclarecimentos ou confirmar junto ao supervisor direto do
potencial Colaborador o cargo e as fungdes a serem desempenhadas, avaliando a necessidade de
certificagGes, bem como verificar no Banco de Dados da ANBIMA se o Colaborador possui alguma
certificagdo ANBIMA, uma vez que, em caso positivo, a BRZ deverd inserir o Colaborador no Banco de
Dados.

Conforme acima exposto, a CGA e a CGE sdo, atualmente, as certificacdes ANBIMA aplicdveis as
atividades da BRZ, de forma que o Diretor de Gestdo deverd esclarecer ao Diretor de Compliance e
Risco se os Colaboradores que integrardo o departamento técnico terdo ou ndo alcada/poder

discricionario de decisdo de investimento.

Caso seja identificada a necessidade de certificacdo, o Diretor de Compliance e Risco devera solicitar a
comprovacdo da certificacdo pertinente ou sua isencdo, se aplicavel, anteriormente ao ingresso do

novo Colaborador.

O Diretor de Compliance e Risco também deverd checar se os Colaboradores que estejam se desligando
da BRZ estdo indicados no Banco de Dados da ANBIMA como profissionais elegiveis/certificados

vinculados a BRZ, sendo, para estes, obrigatdria a inclusdao do desligamento no Banco de Dados.

Todas as atualizagdes no Banco de Dados da ANBIMA devem ocorrer até o ultimo dia util do més
subsequente a data do evento que deu causa a atualizacdo, nos termos do art. 10, §19, |, das Regras e
Procedimentos de Certificacdo, sendo que a manutencdo das informacgdes contidas no Banco de Dados
devera ser objeto de andlise e confirmacdo pelo Diretor de Compliance e Risco, conforme disposto

abaixo.

o Diretor de Compliance e Risco devera verificar as informagdes contidas no Banco de Dados da
ANBIMA, a fim de garantir que todos os profissionais (i) com certificacdo ativa; (ii) com certificacdo
vencida; e (iii) em processo de atualizagdo de certificacdo ANBIMA; conforme aplicavel, estejam
devidamente identificados; sendo referida inclusdo facultativa somente para estagiarios, assessores
de investimento e terceiros contratados, observado o disposto no artigo 10, §3°, das Regras e

Procedimentos de Certificagao.

Ainda, o Diretor de Compliance e Risco deverd, mensalmente, contatar o Diretor de Gestdo que devera
informar se houve algum tipo de alteracdo nos cargos e funcbes dos Colaboradores que integram o
departamento técnico envolvido na gestdo de recursos, confirmando, ainda, todos aqueles

Colaboradores que atuem com alcada/poder discricionario de investimento, se for o caso.
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Colaboradores que ndo tenham CGA e/ou CGE ou a isen¢do prevista nas Regras e Procedimentos de
Certificacdo, conforme aplicavel, estdo impedidos de ordenar a compra e venda de ativos para os
fundos de investimento sob gestdo da BRZ.

Sem prejuizo do disposto acima, anualmente deverdo ser discutidos os procedimentos e rotinas de
verificagdo para cumprimento das Regras e Procedimentos de Certificagdo, sendo que as analises e

eventuais recomendacodes, se for o caso, deverdo ser objeto do relatério anual de compliance.

Por fim, serdo objeto do treinamento anual de compliance assuntos de certificacdo, incluindo, sem
limitacdo: (i) treinamento direcionado a todos os Colaboradores, descrevendo as certificacdes
aplicdveis as atividades da BRZ, suas principais caracteristicas e os profissionais elegiveis; (ii)
treinamento direcionado aos membros do departamento técnico envolvidos na atividade de gestao
de recursos, reforcando que somente os Colaboradores com CGA e/ou CGE podem ter alcada/poder
discriciondrio de decisdo de investimento em relacdo aos ativos integrantes das carteiras de fundos
sob gestdo da BRZ, devendo os demais buscar aprovagao junto ao Diretor de Gestao; e (iii) treinamento
direcionado aos Colaboradores da area de Compliance, para que os mesmos tenham o conhecimento

necessario para operar no Banco de Dados da ANBIMA e realizar as rotinas de verificagdo necessarias.

Todos os profissionais ndo certificados, em processo de certificagdo ou com certificagao vencida, e
para os quais haja certificagao exigivel, nos termos previstos neste Manual de Compliance, deverao ser
imediatamente afastados das atividades de gestdo de recursos de terceiros até que se certifiquem

adequadamente pela CGA e/ou CGE, conforme o caso.
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HISTORICO DE ATUALIZAGOES

Data Versao Responsaveis Motivo
2018 1 BRZ Versdo original
2019 2 Cepeda Advogados Atualizacao
2020 3 BRZ Atualizacao
2021 4 BRZ Atualizacao
2022 5 BRZ Atualizacdo
2023 6 BRZ Atualizacdo
2024 7 BRZ Atualizacdo
2025 8 BRZ Atualizacdo
2026 9 Silveiro Advogados Atualizacdo
*_k_%
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Através deste instrumento eu [=], inscrito(a) no CPF sob o n2 [=], declaro para os devidos fins que:

1. Recebi, por meio eletrénico, uma versao atualizada do Manual de Compliance da BRZ (conforme

definido no Manual de Compliance) (“Manual de Compliance”);

2. As regras e politicas foram previamente explicadas e tive oportunidade de tirar todas as duvidas
existentes, tendo, ainda, lido e compreendido todas as diretrizes estabelecidas no mesmo, me
comprometendo a observar integralmente todas as disposicdes dele constantes no
desempenho de minhas fung¢bes, dando total conhecimento da existéncia do Manual de
Compliance, datado de [=] de [=] e atualizado de tempos e tempos, o qual recebi e mantenho

em meu poder;

3. Tenho conhecimento e estou de acordo de que todas as ligacdes telefénicas realizadas no
ambiente da BRZ poderdo ser gravadas e mantidas em sistema de backup, sendo que tais
gravacles poderdo ser usadas em conformidade e para as finalidades previstas nas normas de
Compliance da BRZ, uma vez que a utilizacdo dos ativos da BRZ, incluindo computadores,
telefones, internet, programas de mensagem instantanea, e-mail e demais aparelhos se destina
a fins profissionais como ferramenta para o desempenho das atividades dos Colaboradores,
razao pela qual a BRZ monitora a utilizagdo de tais meios ;

4, Tenho absoluto conhecimento sobre o teor do Manual de Compliance. Declaro, ainda, que estou
ciente de que a Politica de Investimento Pessoal, como um todo, passa a fazer parte dos meus
deveres como Colaborador da BRZ, incorporando-se as demais regras de conduta adotadas pela

BRZ, bem como ao Termo de Responsabilidade e Confidencialidade;

5. Além de conhecer o contelddo dos documentos citados nos itens anteriores, comprometo-me a
observar integralmente os seus respectivos termos, especialmente, mas nao se limitando, as
obrigacbes de confidencialidade, segregacdo de atividades e politica de investimento pessoal,

descritas no Manual de Compliance;

6. Comprometo-me, ainda, a informar imediatamente a BRZ, conforme procedimentos descritos
no Manual de Compliance, qualquer fato que eu venha a ter conhecimento que possa gerar

algum risco para a imagem da BRZ;
7. A partir desta data, a inobservancia do Manual de Compliance podera implicar na caracterizagdo

de falta grave, fato que podera ser passivel da aplicacao das penalidades cabiveis, inclusive

desligamento ou demissdo por justa causa;
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As regras estabelecidas no Manual de Compliance nao invalidam nenhuma disposicdao do
contrato de trabalho, do Termo de Responsabilidade e Confidencialidade nem de qualquer outra
regra estabelecida pela BRZ, mas apenas servem de complemento e esclarecem como lidar com

determinadas situagdes relacionadas a minha atividade profissional;

Declaro que todos os investimentos detidos por mim e pelas Pessoas Vinculadas (conforme
definido no Manual de Compliance) a mim, nos termos da regulamentacdo aplicavel, estdo
plenamente de acordo com o Manual de Compliance, ndo caracterizando quaisquer infracdes
ou conflitos de interesse, nos termos dos referidos documentos, excecao feita aos investimentos

relacionados na tabela abaixo:

INVESTIMENTOS E PARTICIPAGOES

Data de
Ativo Emissor Quantidade Valor . Conflito
aquisicao

(=] (=] (=] (=] (=] (=]

(=] (=] (=] (=] (=] (=]

(=] (=] (=] (=] (=] (=]

(=] (=] (=] (=] (=] (=]

10.

11.

Comprometo-me a informar imediatamente, por escrito, ao Comité de Etica e Compliance,
qualquer modificacdo e/ou atualizacdo da tabela acima, seja em relagdo aos meus

investimentos, seja em relagdo aos investimentos das Pessoas Vinculadas a mim; e

Por fim, declaro que participei do processo de integragao e do Programa de Treinamento Inicial
(conforme definido no Manual de Compliance) da BRZ, onde tive conhecimento das normas
internas, especialmente sobre o Manual de Compliance, além das principais leis e normas que
regem a atividade da BRZ, e me comprometo a participar assiduamente do Programa de

Reciclagem Continua (conforme definido no Manual de Compliance).

Sao Paulo, [=] de [=] de [=].

[COLABORADOR]

BRZ
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Através deste instrumento eu, [=], inscrito(a) no CPF sob o n? [=] (“Colaborador”), e a BRZ (conforme

definido do Manual de Compliance), resolvem as partes, para fim de preservacdo de informacGes

pessoais e profissionais dos clientes e da BRZ, celebrar o presente termo de responsabilidade e

confidencialidade (“Termo”), que deve ser regido de acordo com cldusulas que seguem:

1.

Sdo consideradas informacdes confidenciais (“Informagdes Confidenciais”), para os fins deste

Termo:

Todo tipo de informacdo escrita (fisica ou digital), verbal ou apresentada de modo tangivel ou
intangivel, podendo incluir: know-how, técnicas, cépias, diagramas, modelos, amostras,
programas de computador, informacgGes técnicas, financeiras ou relacionadas a estratégias de
investimento ou comerciais, incluindo saldos, extratos e posicdes de clientes e dos fundos
geridos pela BRZ, operacdes estruturadas, demais operacdes e seus respectivos valores,
estruturas, planos de acdo, relacdo de clientes, contrapartes comerciais, fornecedores e
prestadores de servicos, bem como informacgGes estratégicas, mercadoldgicas ou de qualquer
natureza relativas as atividades da BRZ e a seus clientes, independente destas informacgGes
estarem contidas em discos, disquetes, pen-drives, fitas, outros tipos de midia ou em

documentos fisicos; e

Informagdes acessadas pelo Colaborador em virtude do desempenho de suas atividades normais
na BRZ, bem como informacGes estratégicas ou mercadoldgicas e outras, de qualquer natureza,
obtidas junto a Colaboradores da BRZ e/ou de subsididrias ou empresas coligadas, afiliadas ou
controladas pela BRZ ou, ainda, junto a seus representantes, consultores, assessores, clientes,

fornecedores e prestadores de servigos em geral.

Nao se consideram InformagGes Confidenciais quaisquer informagbes que: (1) a época ou apds
o seu fornecimento ou obtengdo, sejam ou se tornem de dominio publico por publicacdo ou
qualquer outra forma de divulgacdo, sem que tal divulgacdo tenha sido feita em ofensa ao
disposto neste Termo; ou (ll) ao tempo da divulgacdo, sejam conhecidas pelo destinatario, sem
violagdo da lei e/ou do presente Termo; ou (lll) em virtude de lei, decisdo judicial, administrativa,
regulatdria ou autorregulatéria, devam ser divulgadas a qualquer pessoa; ou (IV) tenham sua

divulgacdo aprovada pela BRZ.

O Colaborador compromete-se a utilizar as Informacgdes Confidenciais a que venha a ter acesso
estrita e exclusivamente para desempenho de suas atividades na BRZ, comprometendo-se,
portanto, observadas as disposicdes do Manual de Compliance e do Manual de Etica, a ndo
divulgar tais Informagdes Confidenciais para quaisquer fins ou pessoas estranhas a BRZ,

inclusive, nesse Ultimo caso, cénjuge, companheiro(a), ascendente, descendente, qualquer
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pessoa de relacionamento préximo ou dependente financeiro do Colaborador, durante a
vigéncia de seu contrato de vinculo com a BRZ (“Contrato”) e até 02 (dois) anos apds sua
rescisao, observado o disposto no item 3.1 abaixo.

O Colaborador se obriga a, durante a vigéncia do Contrato e por prazo indeterminado apds sua
rescisdo, manter absoluto sigilo pessoal e profissional das Informac¢des Confidenciais a que teve
acesso relativas aos sécios da BRZ, a seus clientes e as operacgdes realizadas pelos fundos geridos
pela BRZ e valores a elas relacionados.

As obrigacGes ora assumidas ainda persistirdo no caso do Colaborador ser transferido para

qualquer subsidiaria ou empresa coligada, afiliada, ou controlada pela BRZ.

A ndo observancia da confidencialidade e do sigilo previstas no presente Termo, mesmo apds o
término da vigéncia do Contrato, estard sujeita a apuracao de responsabilidades nas esferas

civel e criminal.

O Colaborador entende que a revelagdo nao autorizada de qualquer Informacgdo Confidencial
pode acarretar prejuizos irrepardveis e sem remédio juridico para a BRZ e terceiros, ficando
deste ja o Colaborador obrigado a indenizar a BRZ, seus sdcios e terceiros prejudicados, nos
termos estabelecidos a seguir.

O descumprimento acima estabelecido serd considerado ilicito civil e criminal, ensejando
inclusive sua classificagdo como justa causa para efeitos de rescisdo de Contrato, quando
aplicavel, nos termos do artigo 482 da Consolidacdo das Leis de Trabalho, ou desligamento do
Colaborador, sem prejuizos do direito da BRZ de pleitear indenizagdo pelos eventuais prejuizos
suportados, perdas e danos e/ou lucros cessantes, por meio das medidas legais cabiveis.

O Colaborador expressamente autoriza a BRZ a deduzir de sua remuneracdo, observado o limite
maximo de 70% (setenta por cento) de sua remuneragdao mensal sujeita a desconto, quaisquer
qguantias necessarias para indenizar danos por ele dolosamente causados, no ato da ndo
observancia da confidencialidade das InformagGes Confidenciais, nos termos do paragrafo
primeiro do artigo 462 da Consolida¢do das Leis do Trabalho, sem prejuizos do direito do BRZ de
exigir do Colaborador o restante da indenizagdo, porventura ndo coberta pela dedugdo ora

autorizada.

A obrigacdo de indenizacdo pelo Colaborador em caso de revelagdo de Informagoes
Confidenciais subsistird pelo prazo durante o qual o Colaborador for obrigado a manter as

Informagdes Confidenciais, mencionados nos itens 3 e 3.1 acima.
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O Colaborador tem ciéncia de que tera a responsabilidade de provar que a informacao divulgada
indevidamente nao se trata de Informacao Confidencial.

O Colaborador reconhece e toma ciéncia que:

Todos os documentos relacionados direta ou indiretamente com as Informagées Confidenciais,
inclusive contratos, minutas de contrato, cartas, arquivos fisicos ou digitais, apresentacdes a
clientes, e-mails e todo tipo de correspondéncias eletronicas, arquivos e sistemas
computadorizados, planilhas, planos de acdo, modelos de avaliacdo e analise e memorandos por
este elaborados ou obtidos em decorréncia do desempenho de suas atividades normais na BRZ
sdo e permanecerado sendo propriedade exclusiva da BRZ, razdo pela qual compromete-se a ndo
utilizar tais documentos, no presente ou no futuro, para quaisquer fins que ndo o desempenho
de suas atividades na BRZ, devendo todos os documentos permanecer em poder e sob a
custddia da BRZ durante a vigéncia do Contrato, salvo se em virtude de interesses da BRZ for
necessario que o Colaborador mantenha guarda de tais documentos ou de suas cdpias fora das
instalacGes da BRZ;

Em caso de rescisdo do Contrato ou desligamento do Colaborador, o Colaborador deverd
restituir imediatamente a BRZ todos os documentos e cdpias que contenham Informagdes

Confidenciais que estejam em seu poder;

Nos termos da Lei n2 9.609/98, a base de dados, sistemas computadorizados desenvolvidos
internamente, modelos computadorizados de analise e avaliagdo de qualquer natureza, bem
como arquivos eletronicos, sdo de propriedade exclusiva da BRZ, sendo terminantemente
proibida sua reprodugao total ou parcial, por qualquer meio ou processo; sua tradugdo,
adaptacdo, reordenag¢do ou qualquer outra modificagdo; a distribuigdo do original ou cdpias da
base de dados ou a sua comunicagao ao publico; a reprodugao, a distribuigdo ou comunicagdo
ao publico de informagdes parciais, dos resultados das operacdes relacionadas a base de dados
ou, ainda, a disseminacdo de boatos, ficando sujeito, em caso de infracdo, as penalidades

dispostas na referida lei;

E expressamente proibida a instalagdo pelo Colaborador de softwares ndo- homologados pela

BRZ no equipamento do respectivo Colaborador;

A senha que foi fornecida para acesso a rede de dados institucionais é pessoal e intransferivel e

nao devera, em nenhuma hipdtese, ser revelada a outra pessoa; e

Que o software antivirus, instalado no equipamento do Colaborador jamais devera ser

desabilitado, exceto com prévia anuéncia da drea de informatica da BRZ.
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Ocorrendo a hipdtese do Colaborador ser requisitado por autoridades brasileiras ou
estrangeiras, incluindo, mas ndo se limitando, a CVM e a ANBIMA (em perguntas orais,
interrogatdrios, pedidos de informac¢do ou documentos, notificagGes, citagdes ou intimagoes, e
investigacOes de qualquer natureza) a divulgar qualquer Informacdo Confidencial a que teve
acesso, o Colaborador devera notificar imediatamente a BRZ, permitindo que a BRZ procure a

medida judicial, regulatéria e/ou autorregulatéria cabivel para evitar a revelagio.

Caso a BRZ ndo consiga a ordem judicial, regulatdria e/ou autorregulatéria para impedir a
revelacdo das informagdes em tempo habil, o Colaborador podera fornecer a Informacdo
Confidencial solicitada pela autoridade. Nesse caso, o fornecimento da Informacdo Confidencial
solicitada devera restringir-se exclusivamente aquela a que o Colaborador esteja obrigado a

divulgar.

A obrigacao de notificar a BRZ subsiste mesmo depois de rescindido o Contrato ou ao

desligamento do Colaborador, por prazo indeterminado.

Este Termo é parte integrante das regras que regem a relacdo de trabalho do Colaborador com

a BRZ, que ao assina-lo esta aceitando expressamente os termos e condi¢des aqui estabelecidos.

A transgressao a qualquer das regras descritas neste Termo, sem prejuizo do disposto no item 4
e seguintes acima, sera considerada infracdo contratual, sujeitando o Colaborador as san¢ées
que lhe forem atribuidas pelo Comité de Etica e Compliance, conforme descrito no Manual de

Compliance.

Assim, estando de acordo com as condi¢Ges acima mencionadas, assinam o presente em 02 (duas) vias

de igual teor e forma, para um so efeito produzirem, na presenca das testemunhas abaixo assinadas:

S&o Paulo, [=] de [=] de [=].

[COLABORADOR]

BRZ
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BRZ &

INVESTIMENTOS

TESTEMUNHAS:

Nome:
CPF:

Nome:
CPF:
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BRZ &

INVESTIMENTOS

ANEXO lll - INFORMAGAO AO COMPLIANCE

Sao Paulo, [=] de [=] de [=].

[COLABORADOR]
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