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APRESENTAÇÃO 

 

Para efeitos deste manual de compliance (“Manual de Compliance”), “BRZ” abrange, naquilo que 

couber: (i) a BRZ Investimentos Ltda., inscrita no CNPJ sob o nº 02.888.152/0001-06, autorizada pela 

Comissão de Valores Mobiliários (“CVM”) para o exercício profissional de administração de carteiras 

de valores mobiliários, na categoria “gestor de recursos”, por meio do Ato Declaratório CVM nº 7.490, 

de 11 de novembro de 2003; (ii) a BRZ Gestão de Recursos Ltda., inscrita no CNPJ sob o nº 

14.209.785/0001-11, autorizada pela CVM para o exercício profissional de administração de carteiras 

de valores mobiliários, na categoria “gestor de recursos”, por meio do Ato Declaratório CVM nº 15.536, 

de 30 de março de 2017; e outras sociedades integrantes do grupo econômico que realizem e/ou 

venham a realizar as atividades de gestão de recursos regulada pela CVM.  

 

A atividade de administração de recursos exige a mais completa relação de credibilidade e confiança 

entre nós e nossos clientes. Exige, ademais, o compromisso inegociável com a legalidade e espírito de 

cooperação com os órgãos reguladores e autorreguladores dos mercados em que atuamos. 

 

A credibilidade e confiança depositadas na BRZ foram adquiridas através dos anos pelo esforço de 

todos os nossos Colaboradores (conforme abaixo definido), mas podem ser comprometidas pela ação 

de um único indivíduo, ou por uma única decisão de investimento tomada por razões aparentemente 

impróprias, sob o ponto de vista de sua motivação. 

 

Este Manual de Compliance tem por objetivo disciplinar, dentre outros pontos, os procedimentos e 

limitações à negociação de valores mobiliários, resultantes da ocorrência de situações de eventual 

detenção de Informação Privilegiada (conforme abaixo definido), ou de conflito de interesse, inclusive 

quando tais situações, embora inexistentes em termos concretos, sejam apenas aparentes. 

 

Com a elaboração deste Manual de Compliance, a BRZ pretende minimizar a possibilidade de 

ocorrência de eventos que possam comprometer sua credibilidade e confiança. Espera, ainda, que a 

formalização de procedimentos aqui contida contribua para evidenciar os únicos valores que orientam 

as decisões de investimento tomadas em relação aos recursos sob sua gestão, sempre pautados pela 

independência e rigor técnico. 

 

Além do presente Manual de Compliance, a BRZ também possui um manual de ética disponível em seu 

website (“Manual de Ética”), cujo objetivo é sistematizar os valores éticos fundamentais à BRZ e 

garantir sua disseminação interna e externa, visando não apenas o melhor convívio dentro da BRZ, 

mas também a preservação da credibilidade e da confiança adquiridas pela BRZ ao longo de sua 

trajetória. 
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Em conjunto, o Manual de Compliance e o Manual de Ética, bem como os demais manuais e políticas 

internas da BRZ, orientarão o comportamento dos Colaboradores da BRZ em suas atividades diárias, 

inclusive em caso de dúvidas, devendo ser mantidos sempre como fonte de referência. 

 

*-*-* 
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1. INTRODUÇÃO 

 

1.1 Aplicabilidade do Manual de Compliance 

 

Este Manual de Compliance aplica-se a todos os sócios pessoas físicas, funcionários e integrantes de 

cargos de administração e/ou gestão da BRZ, independentemente do vínculo contratual ou societário 

que mantenham com a BRZ, bem como aos profissionais e demais prestadores de serviço que tenham, 

ou possam vir a ter, acesso a Informações Confidenciais (abaixo definido) ou de natureza estratégica, 

financeira, técnica, comercial ou negocial relativa à BRZ (“Colaboradores”). Aplica-se, ainda, a certas 

Pessoas Vinculadas (conforme abaixo definido) aos Colaboradores, nas hipóteses previstas na Política 

de Investimento Pessoal disponível no website da BRZ. 

 

Todos devem se assegurar do perfeito entendimento das leis e normas aplicáveis à BRZ, bem como do 

completo conteúdo deste Manual de Compliance. Em caso de dúvidas ou necessidade de 

aconselhamento, é imprescindível que se busque auxílio imediato junto ao Coordenador do Comitê de 

Ética e Compliance, da maneira explicitada abaixo. 

 

Para os fins do presente Manual de Compliance, toda e qualquer solicitação que dependa de 

autorização, orientação ou esclarecimento expresso do Coordenador do Comitê de Ética e Compliance 

deve ser a ele dirigida, exclusivamente através do e-mail “comitedeetica@brzinvestimentos.com.br”, 

com antecedência mínima de 2 (dois) dias úteis do prazo em que o Colaborador necessite da 

autorização, orientação ou esclarecimento respectivo. 

 

 

1.2 Ambiente regulatório 

 

Todo Colaborador, ao receber este Manual de Compliance no momento de sua contratação, ou no 

início do exercício de suas funções junto à BRZ, firmará o “Termo de Compromisso” constante do Anexo 

I ao presente Manual de Compliance, por meio do qual toma conhecimento da existência deste Manual 

de Compliance e de seus Anexos, comprometendo-se a zelar por sua aplicação e observância. O Comitê 

de Ética e Compliance deverá manter em arquivo cópia de cada Termo de Compromisso assinado por 

cada um de seus Colaboradores. 

 

Este Manual de Compliance, incluindo os seus Anexos, juntamente com a legislação e normatização 

aplicável, fazem parte das regras que regem a relação societária ou de trabalho dos Colaboradores da 

BRZ. 

 

O descumprimento de quaisquer das regras estabelecidas neste Manual de Compliance, ou em seus 

Anexos, deverá ser levado ao conhecimento e apreciação do Comitê de Ética e Compliance, de acordo 

mailto:comitedeetica@brzinvestimentos.com.br
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com os procedimentos estabelecidos no capítulo 3 deste Manual de Compliance, seja pela própria 

pessoa responsável pelo descumprimento, seja por seus supervisores ou colegas de trabalho. 

 

Adicionalmente, tal descumprimento será considerado infração contratual, sujeitando o autor às 

penalidades cabíveis, inclusive demissão, destituição, exclusão ou desligamento, sem prejuízo das 

demais consequências legais. A BRZ não assume a responsabilidade de Colaboradores que transgridam 

a lei ou cometam infrações no exercício de suas funções. Caso a BRZ venha a ser responsabilizada ou 

sofra prejuízo de qualquer natureza por atos de seus Colaboradores, poderá exercer o direito de 

regresso em face dos respectivos responsáveis. 

 

 

1.3 Confidencialidade 

 

Com relação às Informações Confidenciais que cheguem ao conhecimento dos Colaboradores da BRZ 

por força do exercício, a regra básica é que não podem ser divulgadas internamente, salvo se para 

outro Colaborador que deva ter acesso à mesma informação, ou externamente, salvo se a divulgação 

se fizer de acordo com as normas legais e deste Manual de Compliance. 

 

São consideradas informações confidenciais (“Informações Confidenciais”), para os fins deste Manual 

de Compliance: 

 

a. Todo tipo de informação escrita (física ou digital), verbal ou apresentada de modo tangível ou 

intangível, podendo incluir: know-how, técnicas, cópias, diagramas, modelos, amostras, 

programas de computador, informações técnicas, financeiras ou relacionadas a estratégias de 

investimento ou comerciais, incluindo saldos, extratos e posições de clientes e dos fundos 

geridos pela BRZ, operações estruturadas, demais operações e seus respectivos valores, 

estruturas, planos de ação, relação de clientes, contrapartes comerciais, fornecedores e 

prestadores de serviços, bem como informações estratégicas, mercadológicas ou de qualquer 

natureza relativas às atividades da BRZ e a seus clientes, independentemente destas 

informações estarem contidas em discos, disquetes, pendrives, fitas, outros tipos de mídia ou 

em documentos físicos; e 

  

b. Informações acessadas pelo Colaborador em virtude do desempenho de suas atividades normais 

na BRZ, bem como informações estratégicas ou mercadológicas e outras, de qualquer natureza, 

obtidas junto a Colaboradores da BRZ e/ou de subsidiárias ou empresas coligadas, afiliadas ou 

controladas pela BRZ ou, ainda, junto a seus representantes, consultores, assessores, clientes, 

fornecedores e prestadores de serviços em geral. 

 

Também é proibido o uso de Informações Confidenciais sobre outras sociedades ou profissionais, que 

possa afetar os interesses da BRZ ou de algum de seus Colaboradores. 
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Os Colaboradores não devem discutir Informações Confidenciais nas áreas comuns dos escritórios da 

BRZ ou em quaisquer outros ambientes, na presença de terceiros, Colaboradores ou não, que dela não 

tenham e/ou não devam ter conhecimento, ainda que se espere que referido terceiro não possa intuir 

o significado da conversa. 

 

Todas as ligações telefônicas realizadas dentro do ambiente da BRZ poderão ser gravadas e salvas em 

um sistema de backup próprio, permanecendo íntegras e intactas no sistema de backup sem 

acessibilidade de nenhum funcionário da BRZ. As gravações somente poderão ser analisadas mediante 

aprovação pelos membros do Comitê de Ética e Compliance. 

 

Caso a gravação telefônica contiver áudio de algum membro do Comitê de Ética e Compliance, o 

referido membro será excluído do processo de avaliação. A avaliação da gravação tem por finalidade 

a apuração de possíveis infrações às normas de conduta da BRZ, dentro dos limites e finalidades 

previstos nas normas de Compliance da BRZ. 

 

Conforme aplicável, os procedimentos de Segurança da Informação e Segurança Cibernética, 

presentes neste Manual de Compliance, deverão ser observados para fins de confidencialidade. 

 

O tratamento das Informações Confidenciais observará as regras prescritas no “Termo de 

Responsabilidade e Confidencialidade” contido no Anexo II ao presente Manual de Compliance, a ser 

assinado pelo Colaborador no momento de sua contratação, ou no início do exercício de suas funções 

junto à BRZ, e, adicionalmente, o disposto no capítulo 2 deste Manual de Compliance. O Comitê de 

Ética e Compliance manterá em arquivo cópia do “Termo de Responsabilidade e Confidencialidade” 

assinado por cada um de seus Colaboradores.  

 

 

1.4 Treinamento e Reciclagem 

 

A BRZ possui programas de treinamento inicial (“Programa de Treinamento Inicial”) e de reciclagem 

contínua (“Programa de Reciclagem Contínua”) de conhecimentos, ambos de frequência obrigatória 

por parte de seus Colaboradores. 

 

O Programa de Treinamento Inicial consiste em um processo de integração e treinamento onde o 

Colaborador adquire conhecimento sobre a atividade da BRZ e suas normas internas, notadamente as 

constantes deste Manual de Compliance e do Manual de Ética, além de informações sobre as principais 

leis e normas que regem a atividade da BRZ. O Programa de Treinamento Inicial é aplicado assim que 

cada Colaborador é contratado. 
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O Programa de Reciclagem Contínua é realizado anualmente, envolvendo a participação dos 

Colaboradores em cursos, palestras e treinamentos sobre os temas afeitos à atividade desenvolvida 

pela BRZ. O objetivo do Programa de Reciclagem Contínua é manter atualizado o conhecimento dos 

Colaboradores da BRZ nos princípios éticos, leis e normas aplicáveis à atividade de gestão de recursos 

de terceiros. É, ainda, uma oportunidade para retenção de valores e aperfeiçoamento profissional. 

 

Os Programas de Treinamento Inicial e de Reciclagem Contínua são desenvolvidos e controlados pelo 

Comitê de Ética e Compliance e exigem o comprometimento total dos Colaboradores quanto a sua 

assiduidade e dedicação. A existência de programas de treinamento e reciclagem atende ao disposto 

no artigo 24, inciso III, da Resolução da CVM nº 21, de 25 de fevereiro de 2021, conforme alterada 

(“Resolução CVM nº 21/2021”), aplicável às atividades de administração de carteira de valores 

mobiliários, como as exercidas pela BRZ. 

 

A presença do Colaborador no Programa de Reciclagem Contínua é comprovada mediante assinatura 

do Colaborador em termo de ciência e conclusão de treinamento, a qual será mantida nos arquivos da 

BRZ. Não sendo possível a participação do Colaborador, a ausência deverá ser justificada ao Comitê de 

Ética e Compliance, devendo ser reposta na data mais próxima possível. 

 

*-*-* 

 

 

 

1.5 Relação entre funcionários, administradores e sócios 

 

A relação entre os Colaboradores da BRZ observará ao disposto nos documentos constitutivos das 

sociedades BRZ e, ainda, às regras abaixo estabelecidas. 

 

 

1.5.1 Formalização das discussões 

 

As matérias discutidas em sede de assembleia/reunião de sócios das demais sociedades BRZ devem 

ser arquivadas/registradas, nos termos da legislação aplicável. 

 

 

1.6 Segregação de atividades e outros 

 

A atividade de gestão de recursos de terceiros, desenvolvida pela BRZ, é altamente regulada, 

especialmente pela CVM, que exige credenciamento específico para seu exercício (artigo 2º da 

Resolução CVM nº 21/2021).  
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A regulamentação editada pela CVM requer, ainda, a observância de normas de conduta específicas 

aos administradores de carteira (artigo 18 da Resolução CVM nº 21/2021) e a completa segregação 

entre a atividade de gestão de carteiras de valores mobiliários e as demais atividades exercidas pela 

BRZ ou empresas controladoras, controladas ou coligadas.  

 

Assim, cumpre esclarecer, inicialmente, que a BRZ atua preponderantemente como administradora de 

carteiras de valores mobiliários, na categoria de gestão de recursos de terceiros. Não obstante, a BRZ 

manterá a devida segregação entre as suas diversas áreas e implementará controles que monitorem a 

execução das atividades, a fim de garantir a segurança das informações e impedir a ocorrência de 

fraudes e erros.  

 

As sociedades da BRZ estão situadas em edifício dotado de sistema de segurança operando 24 (vinte 

e quatro) horas por dia, além de sistema de vigilância e acesso controlado de visitantes por sistemas e 

catracas de segurança. Adicionalmente, o escritório das sociedades da BRZ é separado dos elevadores 

por porta de vidro com acesso unicamente por cartões eletrônicos ou biometria previamente 

autorizada pela administração do edifício. Tanto o edifício, quanto o escritório, possuem sistemas anti-

incêndio próprios e eficazes.  

 

A BRZ adota procedimentos que asseguram a completa segregação funcional de atuação e autoridades 

definidas para as posições de gestor, analistas, compliance, risco e administrativo. Os perfis de acesso 

e o controle são realizados com base nessas divisões. 

 

Apesar dessa segregação, para permitir que as atividades internas ocorram de modo eficiente, certas 

informações serão compartilhadas na base da necessidade (“as-needed basis”) nos comitês internos 

da BRZ, sendo que os participantes se responsabilizam pelo sigilo de referidas informações. 

 

O acesso de pessoas que não fazem parte do quadro de Colaboradores da BRZ será restrito à recepção 

e às salas de reunião ou atendimento, exceto mediante prévio conhecimento e autorização da 

diretoria da BRZ, e desde que acompanhadas de Colaboradores da BRZ. Em caso de antigos 

Colaboradores, não será permitida a sua permanência nas dependências da BRZ, com exceção dos 

casos em que tenham sido chamados pela área de recursos humanos para conclusão do processo de 

desligamento, de aposentadoria ou outros. O atendimento a clientes nas dependências da BRZ deve 

ocorrer, obrigatoriamente, nas salas destinadas para reuniões e visitas. 

 

As diferentes áreas da BRZ terão suas estruturas de armazenamento de informações logicamente 

segregadas das demais, de modo a garantir que apenas os Colaboradores autorizados e necessários 

para o desempenho de determinada atividade tenham acesso às informações. 

 

Sem prejuízo, as regras destacadas na política de Segurança da Informação e Segurança Cibernética, 

tratada neste Manual de Compliance, sobretudo no que tange às segregações eletrônicas e de funções, 
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se aplicam para fins da presente política de Segregação das Atividades, e devem ser observadas pelos 

Colaboradores. 

 

São exemplos das práticas, rotinas e procedimentos adotados para garantir o controle de acesso a 

Informações Confidenciais: (i) acesso por cada Colaborador via biometria ou crachá eletrônico 

individual previamente cadastrado no ambiente de trabalho); e (ii) acesso às informações destinadas 

para a atuação por cada Colaborador em sua respectiva área de trabalho (segregação lógica).  

 

O Comitê de Ética e Compliance poderá acessar todos os arquivos salvos e/ou transmitidos pelos 

Colaboradores, no contexto da atividade de monitoramento. Para maiores informações sobre as regras 

aplicáveis aos sistemas de informação, veja o item 3.2.1 deste Manual de Compliance. 

 

 

1.6.1 Confidencialidade 

 

A política de preservação da confidencialidade das informações detidas pela BRZ, ou que tenham sido 

recebidas por seus Colaboradores por força de suas funções, segue o disposto neste Manual de 

Compliance, devendo todos os Colaboradores assinarem o “Termo de Responsabilidade e 

Confidencialidade”, constante do Anexo II deste Manual de Compliance. 

 

 

1.6.2 Treinamento 

 

A BRZ mantém Programas de Treinamento Inicial e de Reciclagem Contínua dos conhecimentos de 

seus Colaboradores, inclusive, mas não apenas, daqueles que tenham acesso a Informações 

Confidenciais e que participem do processo de decisão de investimento, conforme descrito no item 

1.4 deste Manual de Compliance. 

Se, após os treinamentos, ainda persistirem dúvidas, o Colaborador deverá entrar em contato com o 

Comitê de Ética e Compliance, que poderá esclarecê-las, indicando o modo de agir em cada situação. 

 

 

1.6.3 Restrições à negociação com valores mobiliários 

 

A BRZ possui uma política própria de negociação com valores mobiliários, que restringe os 

investimentos pessoais permitidos a seus Colaboradores, na forma do item 2.2 deste Manual de 

Compliance. Seus Colaboradores são obrigados, quando de sua contratação, ou do início de suas 

atividades, a assinar o “Termo de Compromisso” constante do Anexo I ao presente Manual de 

Compliance que, entre outros, exige a divulgação de seus investimentos pessoais, sendo certo que a 

evolução desses investimentos é monitorada pelo Comitê de Ética e Compliance, na forma do capítulo 

3 deste Manual de Compliance. Além da Política de Investimento Pessoal, a BRZ possui restrições à 
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negociação com valores mobiliários, conforme disciplinado nos itens 2.4, 2.5 e 2.6 deste Manual de 

Compliance. 

 

 

1.6.4 Compliance 

 

Finalmente, a BRZ possui um Comitê de Ética e Compliance ao qual é atribuída, entre outras, a 

responsabilidade por monitorar o cumprimento das regras deste Manual de Compliance pelos 

Colaboradores, bem como pela adoção contínua de procedimentos operacionais destinados a 

aperfeiçoá-las. A atuação do Comitê de Ética e Compliance observará ao disposto no capítulo 3 deste 

Manual de Compliance. 

 

*-*-* 
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2. REGRAS DE NEGOCIAÇÃO COM VALORES MOBILIÁRIOS 

 

2.1 Hipóteses de restrição à negociação  

 

A regulamentação brasileira vigente estabelece diversas hipóteses de restrição à liberdade de negociar 

com valores mobiliários. Essas hipóteses estão previstas na Lei das S.A., na Lei nº 6.385, de 7 de 

dezembro de 1977, conforme alterada (“Lei nº 6.385/76”), e na regulamentação emanada da CVM, 

especialmente, no que diz respeito mais diretamente às atividades da BRZ, na Resolução CVM nº 160, 

de 13 de julho de 2022, conforme alterada (Distribuição Pública de Valores Mobiliários) (“Resolução 

CVM nº 160/2022”), na Resolução CVM nº 21/2021 (Administradores de Recursos de Terceiros), e na 

Resolução CVM nº 44, de 23 de agosto de 2021, conforme alterada (Divulgação de Informações por 

Emissores) (“Resolução CVM nº 44/2021”). 

 

As decisões administrativas da CVM também são importantes na interpretação das normas legais e 

regulamentares, notadamente no que se refere às condutas que são admitidas como inerentes às 

atividades de gestores de recursos de terceiros que integrem grupos que exerçam outras atividades 

nos mercados financeiro e de capitais, e às medidas que devem ser adotadas para mitigar os riscos de 

negociação com Informação Privilegiada. 

 

Nem todas as hipóteses de restrição à negociação com valores mobiliários decorrem da detenção de 

Informação Privilegiada. Algumas vezes, a regulamentação impede a negociação por conta da 

possibilidade de conflitos de interesse entre gestores de recursos de terceiros, operadores ou 

analistas, de um lado, e seus clientes, de outro. 

 

Este Manual de Compliance divide as hipóteses de restrição à negociação em três grupos: 

 

a. Por Informação Privilegiada em geral, que inclui as normas gerais sobre vedação à negociação 

decorrentes da detenção de Informação Privilegiada, conforme previsto no item 2.4 deste 

Manual de Compliance; 

 

b. Por Informação Privilegiada específica, que inclui as normas específicas sobre vedação à 

negociação decorrentes da detenção de Informação Privilegiada relativa a certos eventos 

envolvendo o emissor, como fusões, aquisições e reorganizações societárias, divulgação de 

informações financeiras, alienação e aquisição das próprias ações e distribuições públicas, 

conforme previsto no item 2.5 deste Manual de Compliance; e 

 

c. Por conflitos de interesse, que inclui as normas aplicáveis especificamente a gestores de 

recursos de terceiros, conforme previsto no item 2.6 deste Manual de Compliance. 
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Adicionalmente às disposições acima previstas, a BRZ também contém limitações específicas aos 

investimentos pessoais de seus Colaboradores, conforme disposto na Política de Investimento Pessoal 

disponível em seu website, e, por vezes, pela jurisprudência, é questionável. 

 

 

2.2 Política de investimento pessoal 

 

A BRZ possui política própria de negociação com valores mobiliários, que restringe os investimentos 

pessoais permitidos a seus Colaboradores, bem como a Pessoas Vinculadas, na forma da Política de 

Investimento Pessoal constante de seu website. 

 

 

2.3 Informação Privilegiada 

 

2.3.1 Conceito de Informação Privilegiada 

 

No exercício de suas atividades, a BRZ e seus Colaboradores têm acesso a informações privilegiadas 

(“Informações Privilegiadas”), sob regime legal ou contratual de confidencialidade, seja por força de 

relações que mantêm com o emissor de valores mobiliários ou com outros participantes do mercado 

de valores mobiliários, seja, ainda, por força da própria atividade de gestão de recursos de terceiros. 

 

Para os efeitos deste Manual de Compliance, considera-se Informação Privilegiada aquela relacionada 

a qualquer emissor de valores mobiliários negociados no mercado brasileiro (como companhias 

abertas e fundos de investimento) que preencha, cumulativamente, as duas seguintes condições: 

 

a. Seja confidencial, assim entendida a informação que não tenha sido ainda divulgada ao mercado 

de maneira oficial, pelo emissor ou pelo terceiro detentor da informação relacionada ao 

emissor; e 

 

b. Seja relevante, assim entendida a informação capaz de afetar a decisão dos investidores de 

negociar com valores mobiliários do emissor. 

 

São exemplos de Informações Privilegiadas: (i) informações verbais ou documentadas a respeito de 

resultados operacionais de empresas; (ii) alterações societárias (fusões, cisões e incorporações); (iii) 

informações sobre compra e venda de empresas, títulos ou valores mobiliários, inclusive ofertas 

iniciais de ações (IPO); e (iv) qualquer outro fato que seja objeto de um acordo de confidencialidade 

firmado por uma empresa com a BRZ ou com terceiros. 
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2.3.2 Obrigação de informação ao Comitê de Ética e Compliance 

 

O Comitê de Ética e Compliance deverá ser informado sempre que houver uma nova Informação 

Privilegiada, ou, ainda, quando for celebrado qualquer contrato que estabeleça um fluxo de 

Informações Confidenciais potencialmente relevantes sobre emissor de valores mobiliários.. 

 

O detentor de Informação Privilegiada só poderá divulgá-la às pessoas da própria BRZ que 

eventualmente o assessorem, ou que estejam envolvidas na mesma operação ou situação que tenha 

dado ensejo à detenção da Informação Privilegiada, ou, ainda, ao Comitê de Ética e Compliance, na 

forma antes prevista. Permite-se, ainda, a divulgação de Informações Privilegiadas aos terceiros 

eventualmente contratados pela BRZ para assessorá-los em operações específicas, hipótese na qual 

os deveres de preservação da confidencialidade da informação serão estendidos a tais terceiros, na 

forma da Resolução CVM nº 44/2021.  

 

Adicionalmente, os terceiros contratados que tiverem acesso às Informações Privilegiadas também 

deverão observar as regras prescritas no Termo de Compromisso, a ser assinado pelo terceiro no 

momento de sua contratação, podendo tal documento ser dispensado quando o contrato de prestação 

de serviço possuir cláusula de confidencialidade.  

 

As Informações Privilegiadas devem ser mantidas em sigilo por todos que a elas tiverem acesso, seja 

em decorrência do exercício da atividade profissional ou de relacionamento pessoal, exceto pela 

obrigatoriedade de comunicação ao Comitê de Ética e Compliance acima prevista.  

 

O Colaborador deve adotar uma postura conservadora a respeito da extensão desse sigilo, já que o 

conceito de ato ou fato relevante envolve um julgamento em parte subjetivo. Assim, o 

conservadorismo protege o Colaborador e, principalmente, a BRZ, da subjetividade alheia, além de 

evitar os danos patrimoniais e de imagem, de discutir, a posteriori, a existência ou não de fato 

relevante e a ciência do Colaborador quanto a este fato. 

 

É vedada a divulgação da Informação Privilegiada a quaisquer outras pessoas, profissionais de 

mercado, amigos e parentes, bem como sua utilização, seja em benefício próprio ou de terceiros. Caso 

haja dúvida sobre o caráter privilegiado da informação, aquele que a ela teve acesso deve 

imediatamente relatar tal fato ao Coordenador do Comitê de Ética e Compliance. Todo aquele que 

tiver acesso a uma Informação Privilegiada deverá restringir ao máximo a circulação de documentos e 

arquivos que contenham essa informação. 

 

 

2.3.3 Sanções legais pelo uso indevido de Informação Privilegiada 
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Além da punição pela CVM, que pode chegar à inabilitação para atuação no mercado por até 20 (vinte) 

anos, passando por multa de até 3 (três) vezes a vantagem econômica obtida, os infratores das 

obrigações acima previstas também podem sofrer sanções no âmbito penal – desde 2001, a 

negociação de valores mobiliários com utilização de Informação Privilegiada é crime no Brasil, sujeito 

à pena de 1 (um) a 5 (cinco) anos de reclusão, cumulada com multa de até 3 (três) vezes a vantagem 

econômica obtida.  

 

A partir de 2017, também passou a ser considerado crime o ato de repassar informação sigilosa relativa 

a fato relevante a que tenha tido acesso em razão de cargo ou posição que ocupe em emissor de 

valores mobiliários ou em razão de relação comercial, profissional ou de confiança com o emissor. 

Adicionalmente, quem negociar com base em Informação Privilegiada poderá ser condenado 

civilmente a indenizar as pessoas que com ele tiverem negociado de boa-fé, sem ter posse da referida 

informação. 

 

As sanções administrativas e a responsabilidade civil para quem violar normas de restrição à 

negociação destinadas a evitar conflitos de interesse são semelhantes às decorrentes da negociação 

com Informação Privilegiada. 

 

 

2.4 Restrições à negociação por Informação Privilegiada em geral 

 

Estão proibidos de negociar (artigo 155, § 4º, da Lei das S.A., artigos 13 e 14 da Resolução CVM nº 

44/2021 e art. 27-D da Lei nº 6.385/76), quando de posse de Informação Privilegiada: 

 

a. Os acionistas controladores, diretos ou indiretos, diretores, membros do conselho de 

administração, do conselho fiscal e de quaisquer órgãos com funções técnicas ou consultivas, 

criados por disposição estatutária ou quem quer que, em virtude de cargo, função ou posição 

na companhia, sua controladora, suas controladas ou coligadas, tenha conhecimento de 

informação relevante; 

 

b. Os administradores que se afastarem da administração da companhia antes da divulgação 

pública de negócio ou fato iniciado durante seu período de gestão, durante o prazo de 3 (três) 

meses contados da data do afastamento;  

 

c. Quem quer que tenha conhecimento de informação referente a ato ou fato relevante ainda não 

divulgado, sabendo que se trata de informação ainda não divulgada ao mercado, em especial 

aqueles que tenham relação comercial, profissional ou de confiança com a companhia, tais como 

auditores independentes, analistas de valores mobiliários, consultores e instituições integrantes 

do sistema de distribuição, aos quais compete verificar a respeito da divulgação da informação 

antes de negociar; e 
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d. Qualquer outra pessoa que tenha acesso à Informação Privilegiada, se atuar com a finalidade de 

obter vantagem, para si ou para outrem. 

 

A CVM tem punido terceiros (banqueiros de investimento, advogados, etc.) que obtenham 

informações no exercício de suas atividades e não se abstenham de negociar. Nesses casos a CVM 

tem entendido que não existe presunção de intenção de obter ganho ilícito, ao contrário do que 

ocorre com os insiders (administradores e outras pessoas que trabalham na companhia). Mas nestes 

casos a CVM tem considerado suficiente à condenação a presença de indícios de que a negociação 

visava ao aproveitamento da oportunidade gerada pela Informação Privilegiada. Dentre esses 

indícios está o das operações de curto prazo (short swing). 

 

 

2.4.1 Operações indiretas (artigo 21, II, e §1° da Resolução CVM nº 44/2021) 

 

Equiparam-se às negociações realizadas diretamente aquelas realizadas indiretamente: 

 

a. Por meio de sociedade controlada; e 

 

b. Através de terceiros com que for mantido contrato de fidúcia ou administração de carteira ou 

ações. 

 

Não se incluem entre as negociações indiretas ou por conta de terceiros as realizadas por fundos de 

investimento de que sejam cotistas as pessoas proibidas de negociar, desde que tais fundos não 

sejam exclusivos (observado o disposto no artigo 21, §2° e §3°, da   Resolução CVM nº 44/2021), 

nem as decisões de negociação do administrador possam ser influenciadas pelos cotistas. 

 

 

2.4.2 Alcance da proibição (artigos 13 e 21, I, da Resolução CVM nº 44/2021) 

 

É vedada a utilização de Informação Privilegiada ainda não divulgada, por qualquer pessoa que a ela 

tenha tido acesso, com a finalidade de auferir vantagem, para si ou para outrem, mediante negociação 

de valores mobiliários, dentro ou fora de ambientes de mercado regulamentado. 

 

Para a caracterização do ilícito, presume-se que: (i) a pessoa que negociou valores mobiliários 

dispondo de Informação Privilegiada ainda não divulgada fez uso de tal informação na referida 

negociação; (ii) acionistas controladores, diretos ou indiretos, diretores, membros do conselho de 

administração e do conselho fiscal, e a própria companhia, em relação aos negócios com valores 

mobiliários de própria emissão, têm acesso a toda Informação Privilegiada ainda não divulgada; (iii) as 

pessoas supracitadas, bem como aqueles que tenham relação comercial, profissional ou de confiança 
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com a companhia, ao terem tido acesso a Informação Privilegiada ainda não divulgada sabem que se 

trata de Informação Privilegiada; (iv) o administrador que se afasta da companhia dispondo de 

informação relevante e ainda não divulgada se vale de tal informação caso negocie valores mobiliários 

emitidos pela companhia no período de 3 (três) meses contados do seu desligamento; (v) são 

relevantes, a partir do momento em que iniciados estudos ou análises relativos à matéria, as 

informações acerca de operações de incorporação, cisão total ou parcial, fusão, transformação, ou 

qualquer forma de reorganização societária ou combinação de negócios, mudança no controle da 

companhia, inclusive por meio de celebração, alteração ou rescisão de acordo de acionistas, decisão 

de promover o cancelamento de registro da companhia aberta ou mudança do ambiente ou segmento 

de negociação das ações de sua emissão; e (vi) são relevantes as informações acerca de pedido de 

recuperação judicial ou extrajudicial e de falência efetuados pela própria companhia, a partir do 

momento em que iniciados estudos ou análises relativos a tal pedido. 

 

Referidas presunções são relativas e devem ser analisadas em conjunto com outros elementos que 

indiquem se o ilícito foi ou não, de fato, praticado, podendo ser utilizadas, se for o caso, de forma 

combinada. 

 

 

2.4.3 Exceções à proibição (artigo 13, §3°, I e II, da Resolução CVM nº 44/2021) 

 

As presunções relacionadas à proibição mencionada acima não se aplicam: 

 

a. Aos casos de aquisição, por meio de negociação privada, de ações que se encontrem em 

tesouraria, decorrente do exercício de opção de compra de acordo com plano de outorga de 

opção de compra de ações aprovado em assembleia geral, ou quando se tratar de outorga de 

ações a administradores, empregados ou prestadores de serviços como parte de remuneração 

previamente aprovada em assembleia geral; e 

 

b. Às negociações envolvendo valores mobiliários de renda fixa, quando realizadas mediante 

operações com compromissos conjugados de recompra pelo vendedor e de revenda pelo 

comprador, para liquidação em data preestabelecida, anterior ou igual à do vencimento dos 

títulos objeto da operação, realizadas com rentabilidade ou parâmetros de remuneração 

predefinidos. 

 

 

2.4.4 Participação em órgãos de administração 

 

Caso, em decorrência de suas participações, a BRZ venha a indicar, isoladamente ou em conjunto com 

outros acionistas, integrantes para quaisquer órgãos de administração de companhias abertas, 

deverão ser observadas, em relação à negociação desses papéis pelos veículos de investimento que 
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estejam sob sua gestão, as restrições e vedações à negociação por Informação Privilegiada em Geral 

de que trata o no item 2.4 deste Manual de Compliance. 

 

Se os indicados para integrar os referidos órgãos de administração forem independentes, segundo a 

definição do Regulamento do Novo Mercado da B3, conforme em vigor, as vedações e restrições de 

que trata este item 2.4.4 recairão unicamente sobre os referidos indicados, na forma do caput do 

artigo 13 da Resolução CVM nº 44/2021, mas não serão aplicáveis aos veículos de investimento sob 

administração ou gestão da BRZ. 

 

 

2.5 Restrições à negociação por Informação Privilegiada específica 

 

2.5.1 Fusões, Aquisições, Cisões, Transformações ou Reorganização Societárias 

 

Quando a Informação Privilegiada se referir à realização de incorporação, cisão total ou parcial, fusão, 

transformação, qualquer forma de reorganização societária ou combinação de negócios, ou mudança 

no controle da companhia, aplicam-se as regras gerais descritas no item 2.4 deste Manual de 

Compliance, sendo relevantes partir do momento em que iniciados estudos ou análises relativos à 

matéria (art. 13, caput e §1º, V, da Resolução CVM nº 44/2021). 

 

 

2.5.2 Alienação ou aquisição das próprias ações 

 

Quando a Informação Privilegiada se referir a operações de alienação ou aquisição das próprias ações 

pela companhia aberta, suas controladas, coligadas ou outra sociedade sob controle comum, ou, 

ainda, caso tenha sido outorgada opção ou mandato pra esse mesmo fim, aplicam-se as regras gerais 

descritas no item 2.4 deste Manual de Compliance, e, adicionalmente, os acionistas controladores, 

diretos ou indiretos, diretores e membros do conselho de administração e do conselho fiscal: 

 

a. No período de 15 (quinze) dias que anteceder a data da divulgação das informações contábeis 

trimestrais (“ITR”) e das demonstrações financeiras anuais (“DF”) da companhia, ficam 

impedidos de efetuar qualquer negociação com os valores mobiliários de emissão da 

companhia, ou a eles referenciados, independentemente do conhecimento, por tais pessoas, do 

conteúdo das ITR e das DF da companhia, independentemente da avaliação quanto à existência 

de informação relevante pendente de divulgação ou da intenção em relação à negociação, salvo 

se previsto em planos de investimento ou desinvestimento (artigos 14, caput e §1º, e 16, §2º, 

da Resolução CVM nº 44/2021);  

 

b. Nas operações de alienação ou aquisição no mercado à vista, enquanto estiver em curso o 

período de oferta pública de aquisição de ações de emissão da companhia, não poderão 
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negociar com as ações da companhia, mesmo depois de divulgada publicamente e colocada em 

curso a operação. Esta proibição não se aplica, entretanto, caso a negociação seja feita nos 

termos de Política de Negociação aprovada; e 

 

c. Nas operações de alienação ou aquisição de opções lastreadas em valores mobiliários de 

emissão da companhia, não poderão negociar com valores mobiliários da companhia. Esta 

proibição não se aplica, entretanto, caso a negociação seja feita nos termos de Política de 

Negociação aprovada, desde que a companhia seja impedida de atuar como contraparte nas 

negociações.  

 

Política de Negociação é o documento, aprovado pelo conselho de administração da companhia 

aberta em período em que não existir informação relevante não divulgada ao mercado, pelo qual 

são estabelecidas formas e hipóteses de negociação pelos administradores, pela companhia, pelos 

acionistas controladores, diretos ou indiretos, indiretos, diretores, membros do conselho de 

administração, do conselho fiscal e de quaisquer órgãos com funções técnicas ou consultivas, 

criados por disposição estatutária. Caso essas pessoas negociem na forma prevista na política de 

negociação, poderão fazê-lo mesmo durante períodos em que exista informação relevante não 

divulgada ao mercado (com exceção do período que antecede à divulgação das informações 

financeiras). A política pode estabelecer, por exemplo, que certos administradores adquirirão ações 

da companhia sempre que receberem participações no lucro, em um certo percentual dessa 

participação. A política pode ser revista a qualquer momento, desde que não exista informação 

relevante não divulgada pendente no momento. A política de negociação é necessariamente 

divulgada ao mercado, e está disciplinada na Lei das S.A. e nos artigos 15 e 18 da Resolução CVM nº 

44/2021. 

 

 

2.5.3 Informações financeiras periódicas  

 

A regulamentação da CVM estabelece uma presunção de conhecimento das ITR e das DF divulgadas 

pelos emissores, no período de 15 (quinze) dias que anteceder a divulgação de tais informações (DF e 

ITR), impedindo que a companhia, os acionistas controladores, diretores, membros do conselho de 

administração e do conselho fiscal efetuem qualquer negociação com os valores mobiliários de 

emissão da companhia, ou a eles referenciados (artigo 14 da Resolução CVM nº 44/2021). 

 

Assim, quando a Informação Privilegiada se referir às informações financeiras periódicas, aplicam-se 

as regras gerais do item 2.4 deste Manual de Compliance, salvo quanto ao período de duração, que se 

inicia 15 (quinze) dias antes da divulgação das ITR e das DF da companhia, e se encerra após tal 

divulgação (ou da publicação do edital que as colocar à disposição dos acionistas). 
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Como as ITR não são de publicação obrigatória em jornais, a data final do período de restrição à 

negociação deve ser considerada como aquela em que as informações são tornadas públicas, pelo 

envio à CVM e aos mercados organizados em que os valores mobiliários forem negociados. 

 

A proibição prevista acima não se aplica às (artigo 14, § 3º, da Resolução CVM nº 44/2021): 

 

a. Negociações envolvendo valores mobiliários de renda fixa, quando realizadas mediante 

operações com compromissos conjugados de recompra pelo vendedor e de revenda pelo 

comprador, para liquidação em data preestabelecida, anterior ou igual à do vencimento dos 

títulos objeto da operação, realizadas com rentabilidade ou parâmetros de remuneração 

predefinidos; 

 

b. Operações destinadas a cumprir obrigações assumidas antes do início do período de vedação 

decorrentes de empréstimos de valores mobiliários, exercício de opções de compra ou venda 

por terceiros e contratos de compra e venda a termo; e 

 

c. Negociações realizadas por instituições financeiras e pessoas jurídicas integrantes de seu grupo 

econômico, desde que efetuadas no curso normal de seus negócios e dentro de parâmetros 

preestabelecidos na política de negociação da companhia. 

 

 

2.5.4 Distribuições primárias e secundárias 

 

O ofertante, as instituições participantes do consórcio de distribuição e as pessoas contratadas que 

com estes estejam trabalhando ou os assessorando de qualquer forma na oferta pública devem abster-

se de negociar com valores mobiliários do mesmo emissor e da mesma espécie daquele objeto da 

oferta pública, nele referenciados, conversíveis ou permutáveis, ou com valores mobiliários nos quais 

o valor mobiliário objeto da oferta seja conversível ou permutável (artigo 54 da Resolução CVM nº 

160/2022). As restrições à negociação estabelecidas para as instituições participantes do consórcio de 

distribuição acima aplicam-se às suas controladas, controladoras e sociedades sob controle comum, 

que atuem no mercado financeiro ou de capitais. 

 

O período da proibição/vedação: 

 

a. se inicia, para o ofertante e as pessoas contratadas que com estes estejam trabalhando ou os 

assessorando de qualquer forma, na data mais antiga entre: 

 

I. a data de deliberação da oferta; e 
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II. o 30º (trigésimo) dia que antecede o protocolo do requerimento de registro da oferta junto à 

CVM ou à entidade autorreguladora autorizada pela CVM para análise prévia do requerimento 

de registro;  

 

b. se inicia, para as instituições participantes do consórcio de distribuição e as pessoas contratadas 

que com estes estejam trabalhando ou os assessorando de qualquer forma, na data da 

contratação ou do seu engajamento na oferta; 

  

c. se encerra com a divulgação do anúncio de encerramento de distribuição; e 

 

d. aplica-se também às pessoas mencionadas no artigo 54, §1°, inciso IV, da Resolução CVM nº 

160/2022. 

 

Tanto o Regulamento do Novo Mercado da B3 quanto o do Nível 2 de governança corporativa, nos 

quais ocorrem a maioria das distribuições públicas, estabelecem um período de vedação à 

negociação de ações (lock-up) pelos administradores e acionistas controladores, em caso de oferta 

pública inicial de ações, que é total durante um período de 6 (seis) meses após a oferta inicial, e 

parcial (no máximo 40%) durante outros 6 (seis) meses, exceção feita ao empréstimo de ações para 

o início de negociação e a cessão ou empréstimo para o formador de mercado, limitado a 15% do 

total das ações bloqueadas.  

 

A proibição à negociação não se aplica nas hipóteses de: 

 

a. Execução de plano de estabilização previsto nos documentos da oferta; 

 

b. Alienação total ou parcial de lote de valores mobiliários objeto de garantia firme; 

 

c. Negociação por conta e ordem de terceiros; 

 

d. Operações claramente destinadas a acompanhar índice de ações, certificado ou recibo de 

valores mobiliários; 

 

e. Operações destinadas a proteger posições assumidas em derivativos contratados com terceiros; 

 

f. Operações realizadas como formador de mercado, nos termos da regulamentação aplicável; 

 

g. Administração discricionária de carteira de terceiros; 

 

h. Aquisição de valores mobiliários solicitada por clientes com o fim de prover liquidez, bem como 

a alienação dos valores mobiliários assim adquiridos; 
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i. Arbitragem entre: (i) valores mobiliários e seus certificados de depósito; ou (ii) índice de 

mercado e contrato futuro nele referenciado; 

 

j. Operações destinadas a cumprir obrigações assumidas antes do início do período de vedação 

decorrentes de: (i) empréstimos de valores mobiliários; (ii) exercício de opções de compra ou 

venda por terceiros; ou (iii) contratos de compra e venda a termo; e 

  

k. Negociação das cotas de outras classes de um mesmo fundo que não sejam aquela objeto de 

oferta pública e que não sejam nela conversíveis nem por ela permutáveis. 

 

No caso de distribuição com excesso de demanda superior em 1/3 (um terço) à quantidade de 

valores mobiliários ofertada, sem levar em consideração a opção de distribuição de lote 

suplementar ou a colocação do lote adicional, é vedada a colocação de valores mobiliários para 

pessoas vinculadas, nos termos da regulamentação em vigor (“Pessoas Vinculadas”), devendo ser 

observadas, ainda, as disposições constantes do artigo 56, §1° ao §5°, da Resolução CVM nº 

160/2022.  

O contrato de distribuição deve conter as condições de revenda dos valores mobiliários pelo 

coordenador líder e, se houver, pelos demais coordenadores ou pelas demais instituições 

intermediárias envolvidas na distribuição, no caso de regime de colocação com garantia firme. 

 

Nos casos de distribuição pública em que a pessoa jurídica responsável pela administração da carteira 

de valores mobiliários participe do consórcio de distribuição, admitir-se-á a subscrição de valores 

mobiliários para a carteira, desde que em condições idênticas às que prevalecerem no mercado ou em 

que o administrador contrataria com terceiros (artigo 20, §5º, da Resolução CVM nº 21/2021). 

 

 

2.5.5 Participação em órgãos de administração 

 

Caso, em decorrência de suas participações, a BRZ venha a indicar, isoladamente ou em conjunto com 

outros acionistas, integrantes para quaisquer órgãos de administração de companhias abertas, 

deverão ser observadas, em relação à negociação desses papéis pelos veículos de investimento que 

estejam sob sua gestão, as restrições e vedações à negociação por Informação Privilegiada Específica 

de que trata o item 2.5 deste Manual de Compliance. 

 

Se os indicados para integrar os referidos órgãos de administração forem independentes, segundo a 

definição do Regulamento do Novo Mercado da B3, conforme em vigor, as vedações e restrições de 

que trata este item 2.5.5 recairão unicamente sobre os referidos indicados, na forma do caput do 

artigo 14 da Resolução CVM nº 44/2021, mas não serão aplicáveis aos veículos de investimento sob 

administração ou gestão da BRZ. 
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2.6 Restrição à negociação por ocorrência de conflito de interesses 

 

O sistema da legislação relativa aos gestores de recursos de terceiros é baseado na segregação de 

atividades, visando a evitar o conflito de interesses (Resolução CVM nº 21/2021). Como descrito no 

item 1.6 deste Manual de Compliance, a BRZ adota medidas de segregação de atividades, que 

compreendem não apenas a segregação física de instalações e equipamentos, mas também a funcional 

e de informações, além de restrições de acesso. 

 

Assim, o diretor indicado à CVM como diretamente responsável pela administração de carteiras de 

valores mobiliários não pode ser responsável por nenhuma outra atividade na BRZ. Adicionalmente, 

ele só pode ser responsável pela mesma atividade em empresas ligadas. É possível indicar à CVM mais 

de um diretor responsável, caso a pessoa jurídica administre carteiras de valores mobiliários de 

natureza diversa, desde que a estrutura administrativa da pessoa jurídica em questão contemple a 

existência de uma rígida divisão de atividades entre si, que devem ser exercidas de forma 

independente e exclusiva, em especial no que concerne à tomada de decisões de investimento.  

 

Da mesma forma, como visto, na administração de carteira de valores mobiliários deve ser assegurada 

a completa segregação das demais atividades exercidas pela pessoa jurídica, devendo ser adotados 

procedimentos operacionais, dentre outros, objetivando:  

 

I. a segregação física de instalações entre áreas responsáveis por diferentes atividades prestadas 

relativas ao mercado de capitais, ou definição clara e precisa de práticas que assegurem o bom 

uso de instalações, equipamentos e arquivos comuns a mais de um setor da empresa;  

 

II. a preservação de Informações Confidenciais por todos os seus administradores, Colaboradores 

e funcionários, proibindo a transferência de tais informações a pessoas não habilitadas ou que 

possam vir a utilizá-las indevidamente, em processo de decisão de investimento, próprio ou de 

terceiros; 

 

III. a implantação e manutenção de Programa de Treinamento e do Programa de Reciclagem 

Contínua de administradores, Colaboradores e funcionários que tenham acesso a Informações 

Confidenciais e/ou participem de processo de decisão de investimento;  

 

IV. o acesso restrito a arquivos, bem como à adoção de controles que restrinjam e permitam 

identificar as pessoas que tenham acesso às Informações Confidenciais; e  

 

V. o estabelecimento de políticas relacionadas à compra e venda de valores mobiliários por parte 

de funcionários, diretores e administradores da entidade. 
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Entretanto, a CVM tem entendido que, na hipótese de o gestor de recursos de terceiros ter 

comprovado acesso à Informação Privilegiada (como na hipótese de fazer parte do conselho de 

administração da companhia a que se refira a Informação Privilegiada em questão), não deve negociar 

nem mesmo como gestor de tais recursos de terceiros. 

 

A CVM também tem entendido que a negociação por fundos de investimento e carteiras 

administradas, sem comprovação da tradição de operações semelhantes quanto ao setor ou à 

modalidade, enquanto outra empresa do grupo financeiro detinha informação relevante, constitui 

indício de falha nas políticas de segregação de atividades. 

 

Para evitar que a negociação com valores mobiliários realizada em condições como as verificadas nos 

processos administrativos acima referidos, ou em condições que, a juízo dos órgãos reguladores, 

possam equiparar-se a elas ou ser interpretadas, pelos órgãos reguladores ou pelos clientes da BRZ, 

como tendo ocorrido a partir do uso de Informações Privilegiadas, este Manual de Compliance 

determina a adoção de procedimentos específicos. 

 

Tais procedimentos deverão ser implementados pelos Colaboradores da BRZ, sujeito à supervisão do 

Comitê de Ética e Compliance. 

 

A fim de mitigar potenciais conflitos de interesses nos casos de operações que sejam realizadas entre 

dois ou mais fundos de investimentos geridos pela BRZ, deverão ser observados os critérios abaixo:  

 

• Nas hipóteses de operações com fundos geridos no mesmo lado comprador ou vendedor (por 

exemplo, operações de coinvestimento entre os fundos geridos), os times de gestão envolvidos 

deverão certificar-se que todos os investidores recebam o mesmo nível de informação e o 

tratamento entre os fundos seja equitativo – sem prejuízo de serem atribuídos diferentes 

direitos políticos e/ou econômicos aos fundos em virtude de diferenças no valor investido, risco 

alocado a cada fundo, etc.;  

 

• Nas hipóteses de operações com fundos geridos em diferentes posições na mesma operação, 

os times de gestão deverão observar regras de segregação de informação (chinese wall), 

conforme seja necessário diante do caso concreto, bem como os procedimentos de tratamento 

de Informações Confidenciais estabelecidos neste Manual de Compliance.  

 

Nos casos acima, os times envolvidos deverão notificar a existência de uma operação envolvendo mais 

de um fundo gerido pela BRZ ao Comitê de Ética e Compliance, que será responsável por monitorar a 

operação e a implementação das medidas acima descritas. Caso o Comitê de Ética e Compliance 

identifique a ocorrência de um evento que possa caracterizar um conflito de interesses, ele poderá 
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determinar a adoção de eventuais medidas adicionais que entender necessárias ou mesmo a 

interrupção da operação pretendida. 

 

*-*-* 
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3. COMPLIANCE 

 

3.1 Objetivo 

 

É essencial para a BRZ que seus clientes e as autoridades reguladoras/autorreguladoras às quais está 

sujeita tenham confiança na estrutura de Compliance da BRZ, notadamente na atuação de seu Comitê 

de Ética e Compliance. O Comitê de Ética e Compliance da BRZ tem por objetivo: 

 

a. Assegurar a conformidade da BRZ com todos os requerimentos e diretrizes legais, regulatórias 

e autorregulatórias; e 

 

b. Aplicar, regulamentar e supervisionar, com independência e eficiência, o cumprimento das 

regras conditas neste Manual de Compliance. 

 

 

3.2 Regras gerais de Compliance 

 

Além das regras de conduta descritas nos capítulos anteriores, todos os Colaboradores estão, 

adicionalmente, sujeitos às seguintes regras gerais, sem prejuízo de outras, verbais ou escritas, que 

sejam disponibilizadas pelo Comitê de Ética e Compliance. 

 

 

3.2.1 Segurança da informação 

 

As medidas de segurança da informação têm por finalidade minimizar as ameaças à imagem e aos 

negócios da BRZ e às disposições deste Manual de Compliance, buscando, principal, mas não 

exclusivamente, a proteção de Informações Confidenciais. 

 

As instalações da BRZ são protegidas por controles de entrada apropriados para assegurar a segurança 

dos Colaboradores e proteger o sigilo, a integridade e a disponibilidade da informação. Todos os 

equipamentos da rede deverão ter acesso restrito. Os computadores que serão utilizados pelos 

Colaboradores deverão estar seguros e as sessões abertas deverão ser trancadas quando deixadas sem 

supervisão do Colaborador responsável por seu computador. 

 

Informações Confidenciais somente são acessadas por Colaboradores que necessitem ter acesso a tais 

informações para desempenhar uma atividade de negócios em nome da BRZ. 

 

É terminantemente proibido que os Colaboradores façam cópias (físicas ou eletrônicas) ou imprimam 

os arquivos utilizados, gerados ou disponíveis na rede da BRZ e circulem em ambientes externos à BRZ 
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com estes arquivos, uma vez que tais arquivos contêm informações que são consideradas como 

Informações Confidenciais. 

 

A proibição acima referida não se aplica quando as cópias (físicas ou eletrônicas) ou a impressão dos 

arquivos forem em prol da execução e do desenvolvimento dos negócios e dos interesses da BRZ. 

Nestes casos, o Colaborador que estiver na posse e guarda da cópia (física ou eletrônica) ou da 

impressão do arquivo que contenha a Informação Confidencial será o responsável direto por sua boa 

conservação, integridade e manutenção de sua confidencialidade. 

 

A troca de informações entre os Colaboradores das sociedades BRZ deve sempre se pautar no conceito 

de que o receptor deve ser alguém que necessita receber tais informações para o desempenho de suas 

atividades e que não está sujeito a nenhuma barreira que impeça o recebimento daquela informação.  

 

Em caso de dúvidas o Comitê de Ética e Compliance deve ser acionado previamente à revelação. Neste 

sentido, os Colaboradores não deverão, em qualquer hipótese, deixar em suas respectivas estações de 

trabalho ou em outro espaço físico pertencentes as sociedades BRZ qualquer documento que 

contenha Informação Confidencial durante a ausência do respectivo usuário, principalmente após o 

encerramento do expediente.  

 

Qualquer impressão de documentos deve ser imediatamente retirada da máquina impressora, pois 

pode conter informações restritas e confidenciais mesmo no ambiente interno das sociedades BRZ. 

Cada Colaborador é responsável direto pela boa conservação, integridade e segurança de quaisquer 

Informações Confidenciais que estejam em meio físico sob a sua guarda. 

 

O descarte de Informações Confidenciais em meio digital deve ser feito de forma a impossibilitar sua 

recuperação. O descarte de documentos físicos que contenham Informações Confidenciais ou de suas 

cópias deverá ser realizado imediatamente após seu uso de maneira a evitar sua recuperação. 

 

Em consonância com as normas acima, os Colaboradores devem se abster de utilizar pendrives, 

disquetes, fitas, discos ou quaisquer outros meios que não tenham por finalidade a utilização exclusiva 

para o desempenho de sua atividade na BRZ. 

 

Todas as informações que possibilitem a identificação de um cliente da BRZ devem permanecer em 

arquivos de acesso restrito e apenas poderão ser copiadas ou impressas se for para o atendimento dos 

interesses da BRZ ou do próprio cliente. Tal restrição não se aplica na eventualidade de cumprimento 

de ordem de autoridade judicial, extrajudicial, regulatória ou autorregulatória determinando a 

disponibilização de informações sobre eventual cliente da BRZ, cujo atendimento deverá ser 

previamente comunicado a um dos sócios da BRZ. 
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É proibida a conexão de equipamentos na rede da BRZ que não estejam previamente autorizados pela 

área de informática e pela área de Compliance. 

 

Cada Colaborador é responsável por manter o controle sobre a segurança das informações 

armazenadas ou disponibilizadas nos equipamentos que estão sob sua responsabilidade 

 

 

3.2.2 Procedimentos internos para tratar eventual vazamento de Informações Confidenciais, 

reservadas ou privilegiadas  

 

Não obstante todos os procedimentos e aparato tecnológico robustos adotados pela BRZ para 

preservar o sigilo das Informações Confidenciais, reservadas ou privilegiadas, conforme definições 

trazidas por este Manual de Compliance por outras políticas internas da BRZ (“Informações” ou 

“Informação”), na eventualidade de ocorrer o vazamento de quaisquer Informações, ainda que de 

forma involuntária, o Coordenador do Comitê de Ética e Compliance deverá tomar ciência do fato tão 

logo seja possível. 

 

De posse da Informação, o Coordenador do Comitê de Ética e Compliance, primeiramente, identificará 

se a Informação vazada se refere ao fundo de investimento gerido ou aos dados pessoais de cotistas. 

Realizada a identificação, o Coordenador do Comitê de Ética e Compliance procederá da seguinte 

forma, podendo contar com o auxílio do Comitê de Ética e Compliance: 

 

a. No caso de vazamento de Informações relativas aos fundos de investimento geridos: 

imediatamente, seguirá com o rito para publicação de fato relevante, nos termos da 

regulamentação vigente, a fim de garantir a ampla disseminação e tratamento equânime da 

Informação. Esse procedimento visa assegurar que nenhuma pessoa seja beneficiada pela 

detenção ou uso da Informação Confidencial, reservada ou privilegiada atinente ao fundo de 

investimento; e/ou 

 

b. No caso de vazamento de Informações relativas aos cotistas: neste caso, o Diretor de 

Compliance e Risco procederá com o tanto necessário para cessar a disseminação da Informação 

ou atenuar os seus impactos, conforme o caso. Para tanto, poderá, dentre outras medidas: (i) 

autorizar a contratação de empresa especializada em consultoria para proteção de dados; (ii) 

autorizar a contratação de advogados especializados na matéria; (iii) entrar em contato com os 

responsáveis pelo(s) veículo(s) disseminador(es) da Informação. Sem prejuízo, o Diretor de 

Compliance e Risco ficará à inteira disposição para auxiliar na solução da questão. 

 

 

3.2.3 Procedimento de segurança cibernética 
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Responsável: Diretor de Compliance e Risco. 

 

I. Identificação e avaliação de riscos (risk assessment) 

 

A BRZ deverá identificar e avaliar os principais riscos cibernéticos aos quais está exposta. O Guia da 

Associação Brasileira das Entidades dos Mercados Financeiro e de Capitais (“ANBIMA”) de Segurança 

Cibernética definiu que os ataques mais comuns de cybercriminals são os seguintes: 

 

a. Malware (vírus, cavalo de troia, spyware e ransomware); 

 

b. Engenharia Social; 

 

c. Pharming; 

 

d. Phishing scam; 

 

e. Vishing; 

 

f. Smishing; 

 

g. Acesso pessoal; 

 

h. Ataques de DDoS e botnets; e 

 

i. Invasões (advanced persistent threats). 

 

Com a finalidade de se manter resguardada contra estes e outros potenciais ataques, a BRZ definiu 

todos os ativos relevantes, fundamentais a seu funcionamento, criou regras para classificação das 

informações geradas e avalia continuamente a vulnerabilidade de cada um desses ativos. 

 

A BRZ levou também em consideração os possíveis impactos financeiros, operacionais e reputacionais 

em caso de evento de segurança. Para avaliação das potenciais ameaças e vulnerabilidades, é feita 

uma varredura interna/externa de cada ativo de rede em busca de possíveis problemas de segurança, 

e eventual correção, bem como, processos dos quais visam a educação de cada Colaborador no que 

tange ao tipo de informação recebida por e-mail ou quaisquer outros tipos de mídia, com o intuito de 

mitigarmos eventuais riscos. 

 

II. Ações de prevenção e proteção 
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Uma importante regra de prevenção consiste na segregação de acessos a sistemas e dados que a BRZ 

adota, conforme já detalhado neste Manual de Compliance. 

 

A BRZ adota, também, regras mínimas na definição de senhas de acesso a dispositivos corporativos, 

sistemas e rede, em função da relevância do ativo acesso. A BRZ trabalha com o princípio de que 

concessão de acesso deve somente ocorrer se os recursos acessados forem relevantes ao usuário. 

 

A senha e login para acesso aos dados contidos em todos os computadores, bem como nos e-mails 

que também devem ser acessados via webmail, devem ser conhecidos pelo respectivo usuário do 

computador e são pessoais e intransferíveis, não devendo ser divulgados para quaisquer terceiros. O 

acesso a Informações Confidenciais é limitado a determinados Colaboradores cuja necessidade é 

justificada. Arquivos eletrônicos são protegidos com senhas de acesso ou outros controles 

estabelecidos dentro dos sistemas da BRZ para garantir que somente pessoas autorizadas consigam 

acesso. 

 

Todo conteúdo que está na rede pode ser acessado pela área de Compliance e risco e pelo Comitê de 

Ética e Compliance, caso haja necessidade. Arquivos pessoais salvos em cada computador poderão ser 

acessados caso o Comitê de Ética e Compliance julgue necessário. A confidencialidade dessas 

informações deve ser respeitada e seu conteúdo será divulgado somente se determinado por decisão 

judicial. 

 

Para segurança dos perfis de acesso dos Colaboradores, as senhas de acesso dos Colaboradores são 

parametrizadas conforme regras estabelecidas globalmente, bem como criptografadas de acordo com 

os padrões fornecidos pelo Microsoft Active Directory que é executado em um servidor Microsoft 

Windows Server 2012. Adicionalmente, são empregadas políticas de grupo de segurança dos produtos 

da Microsoft, gerenciados por meio do Microsoft Active Directory, além de outros mecanismos que 

mencionados a seguir. 

 

Desta forma, o Colaborador poderá ser responsabilizado caso disponibilize a terceiros as senhas acima 

referidas para quaisquer fins. 

 

A BRZ exige que os Colaboradores efetuem a troca mensal de suas senhas por meio da adoção da 

seguinte política de senhas: 

 

a. O Colaborador não poderá usar a mesma senha durante o período de 8 (oito) meses (Password 

History 8); 

 

b. Expiração da senha – 31 dias; 

 

c. Tamanho mínimo da senha – 8 caracteres; 
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d. Tempo que uma senha fica travada – Infinito; e 

 

e. Tentativas antes da conta do Colaborador ser bloqueada – 4 tentativas. 

 

A política de senha disposta neste Manual de Compliance poderá ser modificada a qualquer momento, 

em decorrência de avanços tecnológicos ou decisão interna dos administradores da BRZ, visando 

sempre o aprimoramento dos procedimentos, sistemas e da segurança das informações. 

 

O acesso remoto a arquivos e sistemas internos ou na nuvem tem controles adequados, a critério do 

responsável pela Segurança Cibernética. Os Colaboradores que se utilizam do acesso remoto são 

instruídos a (i) manter a utilização apenas em dispositivos que requeiram a inclusão de login e senha 

previamente ao acesso, (ii) manter softwares de proteção contra malware/antivírus nos dispositivos 

remotos, (iii) relatar ao Comitê de Ética e Compliance qualquer violação ou ameaça de segurança 

cibernética ou outro incidente que possa afetar informações da BRZ e que ocorram durante o trabalho 

remoto, e (iv) não armazenar Informações Confidenciais ou sensíveis em dispositivos pessoais. 

 

Outro ponto importante é que, ao concluir novos equipamentos e sistemas em produção, a BRZ deverá 

garantir que sejam feitas configurações seguras de seus recursos. Devem ser feitos testes em ambiente 

de homologação e de prova de conceito antes do envio à produção. A BRZ conta com recursos anti-

malware em estações e servidores de rede, como antivírus e firewalls locais em cada um desses 

equipamentos, bem como, firewall interno à rede e firewall UTM de borda, o qual contempla todos os 

serviços de ips/ids, antispyware, antivírus de gateway, filtro de aplicações e filtro de conteúdo. A BRZ 

deve, adicionalmente, proibir o acesso a determinados websites e a execução de softwares e/ou 

aplicações não autorizadas. 

 

A utilização dos ativos da BRZ, incluindo computadores, telefones, internet, programas de mensagem 

instantânea, e-mail e demais aparelhos se destina a fins profissionais como ferramenta para o 

desempenho das atividades dos Colaboradores, razão pela qual a BRZ monitora a utilização de tais 

meios. O uso indiscriminado de referidos ativos para fins pessoais deve ser evitado, e nunca deve ser 

prioridade em relação a qualquer utilização profissional. Todo Colaborador deve ser cuidadoso na 

utilização do seu próprio equipamento e sistemas e zelar pela boa utilização dos demais. Caso algum 

Colaborador identifique a má conservação, uso indevido ou inadequado de qualquer ativo ou sistemas, 

este deverá comunicar ao Diretor de Compliance e Risco.  

 

A BRZ se reserva no direito de gravar qualquer ligação telefônica dos seus Colaboradores, realizada ou 

recebida, por meio das linhas telefônicas disponibilizadas pela BRZ para a atividade profissional de 

cada Colaborador, especialmente, mas não se limitando às, ligações da equipe de atendimento e da 

mesa de operação da BRZ. 
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A visualização de sites, blogs, fotologs, webmails, entre outros, que contenham conteúdo 

discriminatório, preconceituoso (sobre origem, raça, religião, classe social, opinião política, idade, sexo 

ou deficiência física), obsceno, pornográfico ou ofensivo é terminantemente proibida. 

 

O envio ou repasse por e-mail de material que contenha conteúdo discriminatório, preconceituoso, 

obsceno, pornográfico ou ofensivo é também terminantemente proibido, bem como o envio ou 

repasse de e-mails com opiniões, comentários ou mensagens que possam denegrir a imagem e afetar 

a reputação da BRZ. O recebimento de e-mails muitas vezes não depende do próprio Colaborador, mas 

espera-se bom senso de todos para, se possível, evitar receber mensagens com as características 

descritas previamente. 

 

Na eventualidade do recebimento de mensagens com as características acima descritas, o Colaborador 

deve apagá-las imediatamente, de modo que estas permaneçam o menor tempo possível nos 

servidores e computadores da BRZ. 

 

Em nenhuma hipótese um Colaborador pode emitir opinião por e-mail em nome da BRZ, ou utilizar 

material, marca e logotipos da BRZ para assuntos não corporativos ou após o rompimento do seu 

vínculo com a BRZ, salvo se expressamente autorizado para tanto por um dos sócios. 

 

Todo Colaborador deve ser cuidadoso com seu próprio equipamento e zelar pela boa utilização dos 

demais. Caso algum Colaborador identifique a má conservação, uso indevido ou inadequado de 

qualquer ativo, deve comunicar ao responsável pela área de Compliance. 

 

Programas instalados nos computadores, principalmente via Internet (“downloads”), sejam de 

utilização profissional ou para fins pessoais devem obter autorização prévia do responsável pela área 

de informática. Não é permitida a instalação de nenhum software ilegal (“pirata”) ou que possuam 

direitos autorais protegidos. Somente arquivos sob licenciamento “GPL” 

(http://www.gnu.org/licenses/gpl.html) ou com o consentimento expresso do respectivo autor 

poderão ser gravados, mediante autorização prévia do responsável pela área de informática. A 

instalação de novos softwares, com a respectiva licença, deve também ser comunicada previamente 

ao responsável pela Informática. Este deverá aprovar ou vetar a instalação e utilização dos softwares 

dos Colaboradores para aspectos profissionais e pessoais. 

 

Todos os anexos dos e-mails recebidos pelos Colaboradores da BRZ são rigidamente verificados pelos 

servidores, de modo que os Colaboradores sequer receberão e-mails que tenham sido identificados 

como suspeitos após tal verificação. 

 

Cada Colaborador é responsável ainda por manter o controle sobre a segurança das informações 

armazenadas ou disponibilizadas nos equipamentos que estão sob sua responsabilidade. 

 

http://www.gnu.org/licenses/gpl.html
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A BRZ adota também backup das informações e dos diversos ativos da instituição, conforme as 

disposições do presente Manual de Compliance. 

 

Para concluir, pode-se mencionar que as medidas de diligência prévia também são aplicáveis/válidas 

à prevenção e proteção dos ativos da BRZ e devem ser observadas integralmente. 

 

III. Mecanismos de supervisão para cada risco identificado 

 

Como medida de supervisão e prevenção de riscos, cada ativo de rede possui política de grupo de 

segurança individual, com o objetivo de blindar o sistema operacional empregado. Além disso: 

 

a. As políticas são todas gerenciadas de modo central pelo Microsoft Active Directory; 

 

b. Todo o ambiente que faz uso de produtos Microsoft possui políticas de segurança de grupo 

implementadas, bem como as ações executadas dentro do ambiente de rede são registradas em 

log em cada ativo de rede, seja de forma local ou remota; 

 

c. Todas as estações e servidores possuem software de antivírus com gerenciamento centralizado 

e com políticas de segurança implantadas; 

 

d. Os dados trafegados em rede fazem uso de NTLMv2 com criptografia e exigência de assinatura 

de pacotes; 

 

e. Para garantir que as informações que entram e saem do ambiente de rede estejam íntegras e 

que são permitidas, existe um firewall de borda (Internet) que tem múltiplos serviços de 

verificação de segurança, tais como: antivírus de gateway, filtro de conteúdo, antispyware, 

ips/ids e filtro de aplicações; e 

 

f. Para garantir o controle das informações internas e seus segmentos distintos existe um firewall 

interno que controla os diferentes segmentos existentes. 

 

IV. Testes realizados 

 

O Comitê de Ética e Compliance deve se assegurar de que os mecanismos de controle descritos acima, 

dentre outros, são anualmente testados pela equipe responsável. 

 

A BRZ possui mecanismos de todas as ações de proteção implementadas para garantir seu bom 

funcionamento e efetividade. A BRZ mantém inventários atualizados de hardware e software, e 

verifica-os com frequência para identificar elementos estranhos à instituição. 
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A área responsável da BRZ deve diligenciar para manter os sistemas operacionais e softwares de 

aplicação sempre atualizados, instalando as atualizações sempre que forem disponibilizadas. 

 

A área responsável deve também monitorar diariamente as rotinas de backup, executando testes 

regulares de restauração dos dados. 

 

Deve-se, ademais, realizar testes de invasão externa, phishing, bem como análises de vulnerabilidades 

na estrutura tecnológica, periodicamente ou sempre que houver mudança significativa em tal 

estrutura. 

 

Os logs de acesso devem ser analisados regularmente pela área responsável, de forma a permitir 

rápida identificação de ataques, sejam internos ou externos. 

 

V. Plano de resposta 

 

A área de Gestão de Riscos e de Compliance deve, conjuntamente com os profissionais de cybersecurity 

e Segurança da Informação, elaborar um plano formal de resposta a ataques virtuais. A BRZ deverá 

estabelecer os papeis de cada área em tal plano, prevendo o acionamento de Colaboradores-chave e 

contatos externos relevantes. 

 

O plano de resposta deverá levar em conta os cenários de ameaças previstos no risk assessment. Deve 

haver critérios para a classificação dos incidentes, por severidade. O plano deve prever, conforme o 

caso, o processo de retorno às instalações originais após o final do incidente, na hipótese em que as 

instalações de contingência ou acessos remotos tenham de ser utilizados. Ainda, o plano de resposta 

seguirá os seguintes critérios: 

 

a. Avaliação do tipo de incidente ocorrido (por exemplo, infecção de malware, intrusão da rede, 

furto de identidade), as informações acessadas e a medida da respectiva perda; 

 

b. Identificação de quais sistemas, se houver, devem ser desconectados ou de outra forma 

desabilitados;  

 

c. Determinação dos papéis e responsabilidades do pessoal apropriado;  

 

d. Avaliação da necessidade de recuperação e/ou restauração de eventuais serviços que tenham 

sido prejudicados;  

 

e. Avaliação da necessidade de notificação de todas as partes internas e externas apropriadas (por 

exemplo, titulares, clientes ou investidores afetados, ANPD, segurança pública, órgãos 

reguladores e autorreguladores);  
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f. Avaliação da pertinência da adoção de medidas como registro de boletim de ocorrência ou 

queixa crime e/ou consulta com advogado para avaliação dos riscos jurídicos e medidas judiciais 

cabíveis para assegurar os direitos da BRZ;  

 

g. Avaliação da necessidade de publicação do fato ao mercado, nos termos da regulamentação 

vigente, (por exemplo: em sendo Informações Confidenciais de veículo de investimento sob 

gestão da BRZ, a fim de garantir a ampla disseminação e tratamento equânime da Informação 

Confidencial); e 

 

h. Determinação de eventuais responsáveis. A definição ocorrerá após a condução de investigação 

e uma avaliação completa das circunstâncias do incidente. 

 

VI. Reciclagem e Revisão 

 

O programa de segurança cibernética, que contempla os procedimentos aqui descritos, o plano formal 

de resposta e demais políticas internas da BRZ sobre a matéria, deverá ser revisto e atualizado 

semestralmente. 

 

Os grupos de trabalho diretamente envolvidos com qualquer parte do programa devem se manter 

atualizados, buscando fornecedores especializados, se necessário. 

 

A BRZ deverá divulgar o programa de segurança cibernética internamente e disseminar a cultura de 

segurança, alertando sobre os riscos principais e as práticas de segurança. 

 

Os Colaboradores deverão participar de treinamentos que abordem o tema da segurança cibernética, 

os quais serão aplicados pelo responsável pela presente política, em periodicidade não superior a 12 

(doze) meses. 

 

 

3.3 Comitê de Ética e Compliance 

 

3.3.1 Definição, composição e competências 

 

O Comitê de Ética e Compliance terá plena autonomia para o exercício de suas funções. O Comitê de 

Ética e Compliance será formado por até 4 (quatro) Colaboradores da BRZ, sendo um deles o Diretor 

responsável pelas áreas de compliance e risco da BRZ, que exercerá também as funções de 

Coordenador do órgão (“Diretor de Compliance e Risco” ou “Coordenador do Comitê de Ética e 

Compliance”). O Coordenador do Comitê de Ética e Compliance indicará um dos integrantes para o 

Comitê de Ética e Compliance, pelo período fixado na indicação. O terceiro integrante será indicado 
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pela diretoria da BRZ, e o quarto membro, pela diretoria da BRZ, entre os associados da BRZ, e 

exercerão suas funções por um ano. 

 

São obrigações do Coordenador do Comitê de Ética e Compliance, sem prejuízo das demais previstas 

ao longo deste Manual de Compliance: 

 

a. Levar quaisquer dúvidas para apreciação do Comitê de Ética e Compliance; 

 

b. Atuar diretamente no relacionamento com a imprensa ou indicar a pessoa mais apropriada, 

conforme o caso; 

 

c. Atender prontamente todos os Colaboradores da BRZ; e 

 

d. Identificar possíveis condutas contrárias a este Manual de Compliance. 

 

Todo e qualquer Colaborador da BRZ que souber de informações ou situações em andamento, que 

possam afetar os interesses da BRZ, gerar conflitos ou, ainda, caracterizar-se como contrárias ao 

previsto neste Manual de Compliance, deverá informar seu superior imediato e ao Coordenador do 

Comitê de Ética e Compliance, para que sejam tomadas as providências cabíveis. 

 

 

3.3.2 Reuniões 

 

As reuniões ordinárias do Comitê de Ética e Compliance serão realizadas quando convocadas pelo 

Coordenador do Comitê de Ética e Compliance. As reuniões do Comitê de Ética e Compliance serão 

convocadas com no mínimo 5 (cinco) dias de antecedência. Independentemente das formalidades de 

convocação, será considerada regular a reunião a que comparecerem todos os membros do Comitê 

de Ética e Compliance. As denúncias analisadas pelo Comitê de Ética e Compliance, quando 

comprovadas, serão reportadas a diretoria da BRZ. 

 

 

3.3.3 Decisões 

 

As decisões do Comitê de Ética e Compliance deverão ter o voto favorável da maioria de seus membros, 

sendo sempre garantido exclusivamente ao Coordenador do Comitê de Ética e Compliance o voto de 

qualidade e a palavra final em todas as votações. As decisões do Comitê de Compliance serão 

formalizadas em ata. 
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3.3.4 Atribuições do Comitê de Ética e Compliance 

 

São atribuições do Comitê de Ética e Compliance, sem prejuízo das demais previstas ao longo deste 

Manual de Compliance: 

 

a. Definir os princípios éticos a serem observados por todos os dirigentes e Colaboradores da BRZ, 

constantes deste Manual de Compliance ou de outros documentos que vierem a ser produzidos 

para este fim, elaborando sua revisão periódica; 

 

b. Promover a ampla divulgação e aplicação dos preceitos éticos no desenvolvimento das 

atividades de todos os Colaboradores da BRZ; 

 

c. Apreciar todos os casos que cheguem ao seu conhecimento sobre o descumprimento dos 

preceitos éticos previstos neste Manual de Compliance ou nos demais documentos aqui 

mencionados, e também apreciar e analisar situações não previstas; 

 

d. Garantir o sigilo de eventuais denunciantes de delitos ou infrações, mesmo quando estes não 

solicitarem, exceto nos casos de necessidade de testemunho judicial; 

 

e. Solicitar sempre que necessário, para a análise de suas questões, o apoio da auditoria interna 

ou externa, ou, ainda, a assessoria de profissionais especialmente contratados; 

 

f. Tratar todos os assuntos que cheguem ao seu conhecimento dentro do mais absoluto sigilo e 

preservando os interesses e a imagem institucional e corporativa da BRZ, como também dos 

Colaboradores envolvidos; 

 

g. Revisar periodicamente, realizar alterações pontuais e sugerir propostas de aperfeiçoamento 

das normas deste Manual de Compliance ou em outras políticas ou manuais que compõem o 

programa de Compliance da BRZ; 

 

h. Assegurar a existência de testes periódicos de segurança para os sistemas de informações, em 

especial para os mantidos em meio eletrônico; 

 

i. Implantar e manter Programa de Treinamento Inicial e Programa de Reciclagem Contínua aos 

Colaboradores que tenham acesso a Informações Confidenciais e/ou participem de processo de 

decisão de investimento;  

 

j. Analisar situações que possam ser caracterizadas como “conflitos de interesse” pessoais e 

profissionais. Esses conflitos podem acontecer, inclusive, mas não limitadamente, em situações 

que envolvam (i) investimentos pessoais (conforme a Política de Investimento Pessoal); (ii) 
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transações financeiras com clientes fora do âmbito da BRZ e que não estejam contempladas na 

Política de Investimento Pessoal; (iii) participações na administração de outras empresas; (iv) 

recebimento de favores ou presentes de fornecedores ou clientes; (v) análise financeira ou 

operação com empresas cujos sócios, administradores ou funcionários, o Colaborador possua 

alguma relação pessoal, quando não estiver expressamente contemplada ou vedada pela 

Política de Investimento Pessoal; (vi) análise financeira ou operação com empresas em que o 

Colaborador possua investimento próprio, quando não estiver expressamente contemplada ou 

vedada pela Política de Investimento Pessoal; e (vii) participações em alguma atividade política; 

e, ainda, 

 

k. Analisar e tomar as providências cabíveis referentes as denúncias recebidas pelo Canal de 

Denúncia que possam estar em desacordo com o Manual de Ética e com o Manual de 

Compliance da BRZ, incluindo casos de suspeitas de fraudes, subornos, adulteração ou 

falsificação de documentos, irregularidades contábeis e fiscais, dentre outras violações de leis, 

normas e políticas que sejam suscetíveis de punição. 

 

 

3.3.5 Garantia de Independência 

 

O Diretor de Compliance e Risco e o Comitê de Ética e Compliance são independentes das outras áreas 

da BRZ e poderão exercer seus poderes em relação a qualquer Colaborador.  

 

 

3.4 Lavagem de Dinheiro 

 

Responsável: Diretor de Compliance e Risco. 

Seguindo o determinado pela Lei nº 9.613, de 03 de março de 1998, conforme alterada, a Resolução 

CVM nº 50, de 31 de agosto de 2021, conforme alterada, bem como a regulamentação anticorrupção 

e prevenção à lavagem de dinheiro aplicável, a prevenção da utilização dos ativos e sistemas da BRZ 

para fins ilícitos, tais como crimes de lavagem de dinheiro, ocultação de bens e valores, é dever de 

todos os Colaboradores da BRZ. 

 

Neste sentido, a BRZ desenvolveu um robusto Manual de Combate à Lavagem de 

Dinheiro/Financiamento do Terrorismo/Política Anticorrupção, disponível no website da BRZ, que 

aborda de forma minuciosa o tratamento dispensado para fins de prevenção e combate aos crimes de 

lavagem de dinheiro. 

 

Sem prejuízo, cumpre destacar que qualquer suspeita de operações financeiras e não- financeiras que 

possam envolver atividades relacionadas aos crimes de lavagem de dinheiro, ocultação de bens e 

valores, bem como incorporar ganhos de maneira ilícita, para a BRZ, clientes ou para o Colaborador, 
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devem ser comunicadas imediatamente ao Comitê de Ética e Compliance. A análise será feita caso a 

caso, ficando sujeitos os responsáveis às sanções previstas neste Manual de Compliance, inclusive 

demissão ou desligamento por justa causa, e ainda às consequências legais cabíveis. 

 

*-*-* 
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4. PLANO DE CONTINGÊNCIA E CONTINUIDADE DOS NEGÓCIOS 

 

4.1 Introdução e objetivos 

 

O plano de contingência (“Plano de Contingência”) tem como objetivo definir os procedimentos a 

serem adotados pela equipe da BRZ, no caso de contingência, de modo a impedir descontinuidade 

operacional por problemas que impactem no funcionamento da BRZ. Foram estipulados estratégias e 

planos de ação com o intuito de garantir que os serviços essenciais da BRZ sejam previamente 

identificados e preservados, mesmo na ocorrência de um imprevisto ou um desastre. 

 

O modo contingencial será acionado quando for identificada qualquer ocorrência ou situação que 

dificulte ou impeça a rotina diária da operação, o que pode causar impactos financeiros, 

legais/regulatórios e de imagem, entre outros, aos clientes da BRZ e à BRZ. 

 

As ações a serem tomadas quando uma situação dessas ocorre é chamada de Plano de Contingência. 

O Plano de Contingência é compartilhado com todos os Colaboradores da BRZ e faz parte da sua 

cultura. Os Colaboradores são preparados para exercer suas funções em situações contingenciais e 

dessa forma os impactos serão minimizados. 

 

 

4.2 Estrutura 

 

Para atendimento às necessidades mínimas de manutenção dos serviços/atividades da BRZ, foi 

definida uma estrutura mínima física e procedimentos que devem ser adotados toda vez em que uma 

situação que caracterize uma contingência às operações da BRZ seja identificada. 

 

 

4.2.1 Áreas e Atividades Contempladas no Plano de Contingência 

 

Foram identificadas as seguintes áreas/atividades que necessitam estar contempladas no Plano de 

Contingência de forma a garantir o funcionamento da empresa: 

 

a. TI: fundamental para o funcionamento da BRZ, no sentido de que todas as comunicações com 

corretoras, administradores de fundos, distribuidores, custodiantes, entre outros, são realizados 

por telefone ou meios eletrônicos (e-mails e/ou sistemas próprios). Também é fundamental 

para a realização de registros de operações (compras e vendas de títulos, aplicações e resgates 

em fundos de investimento, transferência de recursos e pagamento de despesas da BRZ, dentro 

outros); 
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b. Escritório: espaço físico onde são realizadas as operações da BRZ. Nesse espaço encontra-se 

instalada toda a infraestrutura necessária para a execução de suas atividades; e 

 

c. Pessoal: pessoas responsáveis pela operação da BRZ, incluindo a análise e decisão para 

realização ou não de investimentos, equipe responsável pelo compliance e pela gestão de risco 

das carteiras, etc. 

 

 

4.2.2 Acionamento do Plano de Contingência 

 

Tendo identificado essas 3 (três) áreas principais do ponto de vista da estrutura da BRZ e dos processos 

sob sua responsabilidade, os riscos que podem ocasionar o acionamento do Plano de Contingência 

foram identificados da seguinte forma: 

 

a. Problemas de Infraestrutura: os problemas dessa ordem são, dentre outros, falha e/ou 

interrupção no fornecimento de serviços essenciais como a falta de energia elétrica, falta de 

água, falha nas conexões de rede, falha nos links de internet, falha nas linhas telefônicas, falhas 

nos sites das empresas que fornecem sistemas de uso da BRZ, etc.; e 

 

b. Problemas de acesso ao local/recursos: os problemas dessa ordem são, dentre outros, 

impossibilidade ou dificuldade de acesso ao local onde se localiza o escritório. Essa 

impossibilidade pode ser causada por eventos como greves, por exemplo, de transporte público, 

interdições pelas autoridades do prédio ou do entorno do escritório da BRZ, etc. 

 

Com base no levantamento da estrutura da BRZ e no mapeamento de riscos, a BRZ tem condições de 

manter sua atuação mesmo na impossibilidade de acesso às suas instalações. 

 

 

4.2.3 Ambientes Básicos e Plano de Contingência 

 

Conforme avaliação de risco da BRZ, foram definidos 2 (dois) ambientes básicos que devem ser 

considerados nas ações a serem tomadas quando da ativação do Plano de Contingência da BRZ. Esses 

ambientes são: Físico e o Tecnológico. 

 

a. Ambiente Físico: o ambiente físico é definido como o espaço onde as operações diárias da 

empresa são conduzidas normalmente. Esse espaço inclui o imóvel, os móveis e equipamentos 

necessários a essa operação, como também o acesso seguro a esses recursos.  

 

Ambiente Home Office: em ocorrendo situações de problemas de acesso às suas dependências, 

a equipe da BRZ deve continuar a desempenhar suas atividades através de home office, uma vez 
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que todos os arquivos podem ser acessados pela nuvem privada da BRZ. Além disso, os e-mails 

são hospedados na Microsoft utilizando os serviços do Microsoft 365 e réplica de servidores 

fundamentais à operação da empresa em data center externo, para que os Colaboradores 

possam acessar o ambiente de recuperação de desastre de acordo com a orientação da equipe 

de Compliance mesmo em home office. Os equipamentos mínimos necessários para a 

manutenção das funcionalidades em caráter contingencial são: (i) 2 Núcleo de processador Core 

i5; (ii) 16 GB Ram; (iii) 300 GB de espaço em disco; (iv) Windows 11; e (v) Internet de 100 MB ou 

superior.  

 

b. Ambiente Tecnológico: o ambiente tecnológico envolve todos os sistemas e recursos 

necessários para que a BRZ possa realizar sua operação de forma normal. Isso implica 

basicamente a disponibilidade de acesso aos sistemas utilizados pela empresa em seu dia a dia 

e garantir de que suas informações estejam protegidas e possam ser acessadas e/ou utilizadas 

na operação da BRZ, que inclui o armazenamento de dados de sistemas e aplicativos, os 

equipamentos eletrônicos em geral, links de telecomunicação e transmissão de dados, 

softwares e computadores, aparelhos telefônicos etc., incluindo os recursos necessários para 

que tais itens funcionem de forma adequada e segura. Todos os sistemas utilizados pela BRZ são 

acessados através de sites dos próprios provedores desses sistemas, o que viabiliza acessá-los 

de qualquer local desde que se disponha de um computador com um link de internet. A 

comunicação com clientes, corretoras, parceiros e administradores poderá continuar sendo 

realizada através da utilização de telefones celulares da equipe da BRZ. Para tanto, há 

procedimento de comunicar a esses terceiros o estado de contingência da BRZ, de forma a que 

também estes tenham conhecimento da situação, de forma a impactar o mínimo possível a 

operação da BRZ. A sociedade MUVII TECNOLOGIA com endereço na Rua Padre Leonardo, 63, 

Nova Piraju, CEP 04625-020, localizado na cidade e estado de São Paulo, Tel. (11) 3900- 1041/42, 

presta os serviços de gestão completa em Tecnologia da Informação à BRZ. Diariamente, às 

00h00, são realizados: (i) o backup dos servidores utilizando o serviço do Azure Backup Server 

em nuvem da Microsoft para armazenamento remoto dos dados; a sincronização online entre 

os ambientes da BRZ e recuperação de desastre. Os backups têm retenção anual, com rotação 

automática.  

 

 

4.2.4 E-mail 

 

A BRZ utiliza um serviço de e-mail em cloud (nuvem) na modalidade de Software as a Service (SaaS) 

oferecido pela Microsoft usando o Office 365. O serviço de e-mail pode ser acessado diretamente pela 

web através de usuário e senha que estão vinculados aos servidores de usuários e senhas internos da 

BRZ (conhecido como ambiente híbrido através da utilização do AD Connect). Os e-mails possuem, 

também, a ferramenta o Litigation Hold ativada. O Exchange Online protege as informações das caixas 

de correio utilizando recursos avançados, tais como filtros antimalware e antispam, assim como a 
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prevenção contra perda de dados até 90 (noventa) dias pelo uso do recurso chamado eDiscovery. Os 

servidores possuem redundância global e recursos avançados de recuperação em caso de desastres. 

Além disso, para garantir o funcionamento ininterrupto do serviço de e-mail, a Microsoft oferece uma 

disponibilidade de 99,9%.  

 

 

4.2.5  Dados e Sistemas 

 

Como continuidade, o servidor interno que é replicado para Amazon AWS instantaneamente, passa a 

ser o servidor principal contendo as informações de domínio, cadastro dos usuários, permissões de 

acessos, políticas de grupos e principalmente os arquivos. Como os servidores são replicados online, 

em caso de contingência, o acesso às pastas será realizado através de um terminal remoto usando o 

Amazon Workspace, que acessará uma estação virtual disponível em cloud. 

 

Já com relação ao backup, esse só deve ser restaurado em caso de deleção, problema de corrupção ou 

edição incorreta. Em caso de restauração do backup, o Colaborador deve validar os dados recuperados 

e prosseguir com as atividades. Caso haja alguma inconsistência na recuperação dos dados, o 

Coordenador de Contingência (conforme abaixo definido) deve ser comunicado imediatamente para 

que providências sejam tomadas em relação à nova restauração de dados. 

 

 

4.3 Equipe de Contingência 

 

Para coordenar todas as ações necessárias em situações de contingência, bem como promover o 

adequado treinamento e ações para restabelecimento da situação de atividade normal da BRZ, foram 

definidos os seguintes responsáveis pela Equipe de Contingência: (i) Diretor de Compliance e Risco 

(também denominado como “Coordenador de Contingência”); e (ii) Diretor de Gestão. 

 

Essas pessoas deverão tomar as decisões necessárias para acionar este Plano de Contingência se e 

quando necessário, tomando essa decisão em conjunto ou, na ausência de um dos diretores, 

isoladamente e deve ser comunicada imediatamente a todos os Colaboradores da BRZ. O Coordenador 

de Contingência entrará em contato (ou pedirá para que o Diretor de Gestão entre em contato) com a 

empresa terceirizada responsável pela Tecnologia da Informação da BRZ, para comunicar o modo 

contingencial e tratar do acesso aos dados/sistemas, bem como efetuar o desvio das ligações dos 

telefones do escritório para linhas alternativas. 

 

 

4.4 Cenários de Contingência 
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A ocorrência de eventos de contingência deverá ser avaliada pela Equipe de Contingência da BRZ e, 

com base nas informações disponíveis, deverá ser tomada uma decisão quanto ao acionamento do 

Plano de Contingência. 

 

Com base na decisão tomada pela Equipe de Contingência, a BRZ deverá adotar os procedimentos a 

seguir listados. 

 

 

4.4.1 Situação de Contingência 

 

Neste cenário, considera-se basicamente a impossibilidade ou dificuldade em manter o funcionamento 

normal da BRZ devido a problemas de ordem técnica (hardware), física (acesso ao escritório), pessoal 

(ausência significativa de funcionários) e de infraestrutura (falta de energia). 

 

Nessa situação, o Diretor de Compliance e Risco da BRZ deverá, imediatamente, acionar este plano e 

iniciar também a avaliação das causas que geraram a contingência para providenciar sua rápida 

solução, bem como dar início ao efetivo cumprimento dos procedimentos descritos abaixo, quais 

sejam: 

 

a. Comunicar imediatamente o ocorrido à toda a equipe interna, via ligação celular, grupo 

corporativo da empresa em aplicativo de mensagens ou qualquer outro meio à sua disposição, 

indicando nessa oportunidade qual o procedimento a ser adotado por cada Colaborador de 

acordo com a contingência ocorrida; e 

 

b. Caso seja verificada a necessidade de sair do escritório da BRZ, os Colaboradores poderão 

continuar a desempenhar suas atividades através de home office, uma vez que todos os arquivos 

podem ser acessados pela nuvem privada da BRZ. A continuidade das operações da BRZ deverá 

ser assegurada no próprio dia útil da ocorrência da contingência no escritório físico, de modo 

que as atividades diárias não sejam interrompidas ou gravemente impactadas. 

 

O Diretor de Compliance e Risco da BRZ deverá acompanhar todo o processo acima descrito até o 

retorno à situação normal de funcionamento dentro do contexto das atividades desempenhadas pela 

BRZ e reportar eventuais alterações e atualizações da contingência aos demais Colaboradores. 

 

 

4.5 Aspectos Gerais 

 

Este Plano de Contingência é de uso restrito dos Colaboradores da BRZ e não pode ser reproduzido por 

terceiros. 
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É responsabilidade do Diretor de Compliance e Risco manter o Plano de Contingência atualizado, bem 

como a realização de validação a cada 12 (doze) meses dos procedimentos estabelecidos neste Plano 

de Contingência. 

 

Ainda, o Diretor de Compliance e Risco realizará testes de contingências que possibilitem que a BRZ 

esteja preparada para eventos desta natureza, proporcionando à BRZ condições adequadas para 

continuar suas operações. 

 

Sendo assim, anualmente, é realizado um teste de contingência para verificar: 

 

a. Acesso aos sistemas; 

 

b. Acesso ao e-mail corporativo; 

 

c. Acesso aos dados armazenados; e 

 

d. Qualquer outra atividade necessária para continuidade do negócio. 

 

O resultado do teste servirá como indicador para regularização das possíveis falhas identificadas, 

servindo como apoio ao constante aprimoramento deste Plano de Contingência. 

 

*-*-* 
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5. CERTIFICAÇÕES ANBIMA 

 

A BRZ aderiu e está sujeita às disposições das Regras e Procedimentos de Certificação da ANBIMA, 

conforme em vigor (“Regras e Procedimentos de Certificação”), devendo garantir que todos os 

profissionais elegíveis estejam devidamente certificados. 

 

Tendo em vista a atuação da BRZ como gestora de recursos de terceiros, são necessárias para 

consecução das atividades exercidas a Certificação de Gestores ANBIMA (“CGA”) e a Certificação de 

Gestores ANBIMA para Fundos Estruturados (“CGE”), para os profissionais que possuem poder 

discricionário de investimento.  

 

A CGA é aplicável aos profissionais que desempenham o exercício profissional de Gestão de Recursos 

de Terceiros de fundos de investimento financeiros (“FIF”), conforme disposto no anexo normativo I 

da Resolução da CVM n° 175, de 23 de dezembro de 2022, conforme alterada (“Resolução CVM n° 

175/2022”), que podem ser classificados como renda fixa, multimercado, cambial e ações, conforme 

estabelecido no artigo 22 das Regras e Procedimentos de Certificação. 

 

A CGE, por sua vez, habilita profissionais a atuarem com a gestão de recursos de terceiros na indústria 

de fundos estruturados, conforme estabelecido no artigo 23 das Regras e Procedimentos de 

Certificação. 

 

Dessa forma, em atinência ao artigo 19 das Regras e Procedimentos de Certificação, qualquer 

Colaborador que não tenha dispensa específica da ANBIMA e atue na gestão de recursos de terceiros, 

com alçada/poder para ordenar a compra ou venda de ativos integrantes das carteiras administradas 

e/ou fundos de investimento regulados pela Resolução CVM n° 175/2022 (i.e., FIF, fundos de 

investimento em participação, fundos de investimento em direitos creditórios, fundos de investimento 

imobiliários, fundos de investimento nas cadeias produtivas do agronegócio) deverão obter a CGA e/ou 

a CGE, conforme aplicável. 

 

Em complemento, a BRZ destaca que a CGA e/ou CGE são certificações pessoais e intransferíveis, bem 

como seguirão os seguintes prazos, os quais serão monitorados pelo Diretor de Compliance e Risco: As 

certificações CGA e CGE válidas na data de 2 de janeiro de 2025 deixam de ter prazo de vencimento 

indeterminado, permanecendo válidas até 2 de janeiro de 2030, estando sujeitas à atualização 

conforme o procedimento estabelecido pela ANBIMA. Com relação ao Colaborador certificado pela 

CGA e CGE que se vincular a BRZ e desde que a sua certificação não esteja vencida na data do vínculo, 

terá o prazo de vencimento de sua certificação equivalente a 5 (cinco) anos, contados a partir da data 

da aprovação no exame, dispensa de realização de exame ou da conclusão do procedimento de 

atualização, conforme o caso.  
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Antes da contratação, admissão ou transferência de área de qualquer Colaborador, o Diretor de 

Compliance e Risco deverá solicitar esclarecimentos ou confirmar junto ao supervisor direto do 

potencial Colaborador o cargo e as funções a serem desempenhadas, avaliando a necessidade de 

certificações, bem como verificar no Banco de Dados da ANBIMA se o Colaborador possui alguma 

certificação ANBIMA, uma vez que, em caso positivo, a BRZ deverá inserir o Colaborador no Banco de 

Dados. 

 

Conforme acima exposto, a CGA e a CGE são, atualmente, as certificações ANBIMA aplicáveis às 

atividades da BRZ, de forma que o Diretor de Gestão deverá esclarecer ao Diretor de Compliance e 

Risco se os Colaboradores que integrarão o departamento técnico terão ou não alçada/poder 

discricionário de decisão de investimento. 

 

Caso seja identificada a necessidade de certificação, o Diretor de Compliance e Risco deverá solicitar a 

comprovação da certificação pertinente ou sua isenção, se aplicável, anteriormente ao ingresso do 

novo Colaborador. 

 

O Diretor de Compliance e Risco também deverá checar se os Colaboradores que estejam se desligando 

da BRZ estão indicados no Banco de Dados da ANBIMA como profissionais elegíveis/certificados 

vinculados à BRZ, sendo, para estes, obrigatória a inclusão do desligamento no Banco de Dados. 

 

Todas as atualizações no Banco de Dados da ANBIMA devem ocorrer até o último dia útil do mês 

subsequente à data do evento que deu causa a atualização, nos termos do art. 10, §1º, I, das Regras e 

Procedimentos de Certificação, sendo que a manutenção das informações contidas no Banco de Dados 

deverá ser objeto de análise e confirmação pelo Diretor de Compliance e Risco, conforme disposto 

abaixo. 

 

o Diretor de Compliance e Risco deverá verificar as informações contidas no Banco de Dados da 

ANBIMA, a fim de garantir que todos os profissionais (i) com certificação ativa; (ii) com certificação 

vencida; e (iii) em processo de atualização de certificação ANBIMA; conforme aplicável, estejam 

devidamente identificados; sendo referida inclusão facultativa somente para estagiários, assessores 

de investimento e terceiros contratados, observado o disposto no artigo 10, §3°, das Regras e 

Procedimentos de Certificação. 

 

Ainda, o Diretor de Compliance e Risco deverá, mensalmente, contatar o Diretor de Gestão que deverá 

informar se houve algum tipo de alteração nos cargos e funções dos Colaboradores que integram o 

departamento técnico envolvido na gestão de recursos, confirmando, ainda, todos aqueles 

Colaboradores que atuem com alçada/poder discricionário de investimento, se for o caso. 
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Colaboradores que não tenham CGA e/ou CGE ou a isenção prevista nas Regras e Procedimentos de 

Certificação, conforme aplicável, estão impedidos de ordenar a compra e venda de ativos para os 

fundos de investimento sob gestão da BRZ. 

 

 

Sem prejuízo do disposto acima, anualmente deverão ser discutidos os procedimentos e rotinas de 

verificação para cumprimento das Regras e Procedimentos de Certificação, sendo que as análises e 

eventuais recomendações, se for o caso, deverão ser objeto do relatório anual de compliance. 

 

Por fim, serão objeto do treinamento anual de compliance assuntos de certificação, incluindo, sem 

limitação: (i) treinamento direcionado a todos os Colaboradores, descrevendo as certificações 

aplicáveis às atividades da BRZ, suas principais características e os profissionais elegíveis; (ii) 

treinamento direcionado aos membros do departamento técnico envolvidos na atividade de gestão 

de recursos, reforçando que somente os Colaboradores com CGA e/ou CGE podem ter alçada/poder 

discricionário de decisão de investimento em relação aos ativos integrantes das carteiras de fundos 

sob gestão da BRZ, devendo os demais buscar aprovação junto ao Diretor de Gestão; e (iii) treinamento 

direcionado aos Colaboradores da área de Compliance, para que os mesmos tenham o conhecimento 

necessário para operar no Banco de Dados da ANBIMA e realizar as rotinas de verificação necessárias. 

 

Todos os profissionais não certificados, em processo de certificação ou com certificação vencida, e 

para os quais haja certificação exigível, nos termos previstos neste Manual de Compliance, deverão ser 

imediatamente afastados das atividades de gestão de recursos de terceiros até que se certifiquem 

adequadamente pela CGA e/ou CGE, conforme o caso. 

 

*-*-* 
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6. HISTÓRICO DE VERSÕES 

 

HISTÓRICO DE ATUALIZAÇÕES 

Data Versão Responsáveis Motivo 

2018 1 BRZ Versão original 

2019 2 Cepeda Advogados Atualização 

2020 3 BRZ Atualização 

2021 4 BRZ Atualização 

2022 5 BRZ Atualização 

2023 6 BRZ Atualização 

2024 7 BRZ Atualização 

2025 8 BRZ Atualização 

2026 9 Silveiro Advogados Atualização 

 

*-*-* 
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ANEXO I - TERMO DE COMPROMISSO 

 

Através deste instrumento eu [=], inscrito(a) no CPF sob o nº [=], declaro para os devidos fins que: 

 

1. Recebi, por meio eletrônico, uma versão atualizada do Manual de Compliance da BRZ (conforme 

definido no Manual de Compliance) (“Manual de Compliance”); 

 

2. As regras e políticas foram previamente explicadas e tive oportunidade de tirar todas as dúvidas 

existentes, tendo, ainda, lido e compreendido todas as diretrizes estabelecidas no mesmo, me 

comprometendo a observar integralmente todas as disposições dele constantes no 

desempenho de minhas funções, dando total conhecimento da existência do Manual de 

Compliance, datado de [=] de [=] e atualizado de tempos e tempos, o qual recebi e mantenho 

em meu poder; 

 

3. Tenho conhecimento e estou de acordo de que todas as ligações telefônicas realizadas no 

ambiente da BRZ poderão ser gravadas e mantidas em sistema de backup, sendo que tais 

gravações poderão ser usadas em conformidade e para as finalidades previstas nas normas de 

Compliance da BRZ, uma vez que a utilização dos ativos da BRZ, incluindo computadores, 

telefones, internet, programas de mensagem instantânea, e-mail e demais aparelhos se destina 

a fins profissionais como ferramenta para o desempenho das atividades dos Colaboradores, 

razão pela qual a BRZ monitora a utilização de tais meios ;  

 

4. Tenho absoluto conhecimento sobre o teor do Manual de Compliance. Declaro, ainda, que estou 

ciente de que a Política de Investimento Pessoal, como um todo, passa a fazer parte dos meus 

deveres como Colaborador da BRZ, incorporando-se às demais regras de conduta adotadas pela 

BRZ, bem como ao Termo de Responsabilidade e Confidencialidade; 

 

5. Além de conhecer o conteúdo dos documentos citados nos itens anteriores, comprometo-me a 

observar integralmente os seus respectivos termos, especialmente, mas não se limitando, às 

obrigações de confidencialidade, segregação de atividades e política de investimento pessoal, 

descritas no Manual de Compliance; 

 

6. Comprometo-me, ainda, a informar imediatamente a BRZ, conforme procedimentos descritos 

no Manual de Compliance, qualquer fato que eu venha a ter conhecimento que possa gerar 

algum risco para a imagem da BRZ; 

 

7. A partir desta data, a inobservância do Manual de Compliance poderá implicar na caracterização 

de falta grave, fato que poderá ser passível da aplicação das penalidades cabíveis, inclusive 

desligamento ou demissão por justa causa; 
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8. As regras estabelecidas no Manual de Compliance não invalidam nenhuma disposição do 

contrato de trabalho, do Termo de Responsabilidade e Confidencialidade nem de qualquer outra 

regra estabelecida pela BRZ, mas apenas servem de complemento e esclarecem como lidar com 

determinadas situações relacionadas à minha atividade profissional; 

 

9. Declaro que todos os investimentos detidos por mim e pelas Pessoas Vinculadas (conforme 

definido no Manual de Compliance) a mim, nos termos da regulamentação aplicável, estão 

plenamente de acordo com o Manual de Compliance, não caracterizando quaisquer infrações 

ou conflitos de interesse, nos termos dos referidos documentos, exceção feita aos investimentos 

relacionados na tabela abaixo: 

 

INVESTIMENTOS E PARTICIPAÇÕES 

Ativo Emissor Quantidade Valor 
Data de 

aquisição 
Conflito 

[=] [=] [=] [=] [=] [=] 

[=] [=] [=] [=] [=] [=] 

[=] [=] [=] [=] [=] [=] 

[=] [=] [=] [=] [=] [=] 

 

10. Comprometo-me a informar imediatamente, por escrito, ao Comitê de Ética e Compliance, 

qualquer modificação e/ou atualização da tabela acima, seja em relação aos meus 

investimentos, seja em relação aos investimentos das Pessoas Vinculadas a mim; e 

 

11. Por fim, declaro que participei do processo de integração e do Programa de Treinamento Inicial 

(conforme definido no Manual de Compliance) da BRZ, onde tive conhecimento das normas 

internas, especialmente sobre o Manual de Compliance, além das principais leis e normas que 

regem a atividade da BRZ, e me comprometo a participar assiduamente do Programa de 

Reciclagem Contínua (conforme definido no Manual de Compliance). 

 

São Paulo, [=] de [=] de [=]. 

 

 

[COLABORADOR] 

 

 

BRZ 

 

*-*-* 
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ANEXO II - TERMO DE RESPONSABILIDADE E CONFIDENCIALIDADE 

 

Através deste instrumento eu, [=], inscrito(a) no CPF sob o nº [=] (“Colaborador”), e a BRZ (conforme 

definido do Manual de Compliance), resolvem as partes, para fim de preservação de informações 

pessoais e profissionais dos clientes e da BRZ, celebrar o presente termo de responsabilidade e 

confidencialidade (“Termo”), que deve ser regido de acordo com cláusulas que seguem:  

 

1. São consideradas informações confidenciais (“Informações Confidenciais”), para os fins deste 

Termo: 

 

a. Todo tipo de informação escrita (física ou digital), verbal ou apresentada de modo tangível ou 

intangível, podendo incluir: know-how, técnicas, cópias, diagramas, modelos, amostras, 

programas de computador, informações técnicas, financeiras ou relacionadas a estratégias de 

investimento ou comerciais, incluindo saldos, extratos e posições de clientes e dos fundos 

geridos pela BRZ, operações estruturadas, demais operações e seus respectivos valores, 

estruturas, planos de ação, relação de clientes, contrapartes comerciais, fornecedores e 

prestadores de serviços, bem como informações estratégicas, mercadológicas ou de qualquer 

natureza relativas às atividades da BRZ e a seus clientes, independente destas informações 

estarem contidas em discos, disquetes, pen-drives, fitas, outros tipos de mídia ou em 

documentos físicos; e 

 

b. Informações acessadas pelo Colaborador em virtude do desempenho de suas atividades normais 

na BRZ, bem como informações estratégicas ou mercadológicas e outras, de qualquer natureza, 

obtidas junto a Colaboradores da BRZ e/ou de subsidiárias ou empresas coligadas, afiliadas ou 

controladas pela BRZ ou, ainda, junto a seus representantes, consultores, assessores, clientes, 

fornecedores e prestadores de serviços em geral. 

 

2. Não se consideram Informações Confidenciais quaisquer informações que: (I) à época ou após 

o seu fornecimento ou obtenção, sejam ou se tornem de domínio público por publicação ou 

qualquer outra forma de divulgação, sem que tal divulgação tenha sido feita em ofensa ao 

disposto neste Termo; ou (II) ao tempo da divulgação, sejam conhecidas pelo destinatário, sem 

violação da lei e/ou do presente Termo; ou (III) em virtude de lei, decisão judicial, administrativa, 

regulatória ou autorregulatória, devam ser divulgadas a qualquer pessoa; ou (IV) tenham sua 

divulgação aprovada pela BRZ. 

 

3. O Colaborador compromete-se a utilizar as Informações Confidenciais a que venha a ter acesso 

estrita e exclusivamente para desempenho de suas atividades na BRZ, comprometendo-se, 

portanto, observadas as disposições do Manual de Compliance e do Manual de Ética, a não 

divulgar tais Informações Confidenciais para quaisquer fins ou pessoas estranhas à BRZ, 

inclusive, nesse último caso, cônjuge, companheiro(a), ascendente, descendente, qualquer 
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pessoa de relacionamento próximo ou dependente financeiro do Colaborador, durante a 

vigência de seu contrato de vínculo com a BRZ (“Contrato”) e até 02 (dois) anos após sua 

rescisão, observado o disposto no item 3.1 abaixo. 

 

3.1. O Colaborador se obriga a, durante a vigência do Contrato e por prazo indeterminado após sua 

rescisão, manter absoluto sigilo pessoal e profissional das Informações Confidenciais a que teve 

acesso relativas aos sócios da BRZ, a seus clientes e às operações realizadas pelos fundos geridos 

pela BRZ e valores a elas relacionados. 

 

3.2. As obrigações ora assumidas ainda persistirão no caso do Colaborador ser transferido para 

qualquer subsidiária ou empresa coligada, afiliada, ou controlada pela BRZ. 

 

3.3. A não observância da confidencialidade e do sigilo previstas no presente Termo, mesmo após o 

término da vigência do Contrato, estará sujeita a apuração de responsabilidades nas esferas 

cível e criminal. 

 

4. O Colaborador entende que a revelação não autorizada de qualquer Informação Confidencial 

pode acarretar prejuízos irreparáveis e sem remédio jurídico para a BRZ e terceiros, ficando 

deste já o Colaborador obrigado a indenizar a BRZ, seus sócios e terceiros prejudicados, nos 

termos estabelecidos a seguir. 

 

4.1. O descumprimento acima estabelecido será considerado ilícito civil e criminal, ensejando 

inclusive sua classificação como justa causa para efeitos de rescisão de Contrato, quando 

aplicável, nos termos do artigo 482 da Consolidação das Leis de Trabalho, ou desligamento do 

Colaborador, sem prejuízos do direito da BRZ de pleitear indenização pelos eventuais prejuízos 

suportados, perdas e danos e/ou lucros cessantes, por meio das medidas legais cabíveis. 

 

4.2. O Colaborador expressamente autoriza a BRZ a deduzir de sua remuneração, observado o limite 

máximo de 70% (setenta por cento) de sua remuneração mensal sujeita a desconto, quaisquer 

quantias necessárias para indenizar danos por ele dolosamente causados, no ato da não 

observância da confidencialidade das Informações Confidenciais, nos termos do parágrafo 

primeiro do artigo 462 da Consolidação das Leis do Trabalho, sem prejuízos do direito do BRZ de 

exigir do Colaborador o restante da indenização, porventura não coberta pela dedução ora 

autorizada.  

 

4.3. A obrigação de indenização pelo Colaborador em caso de revelação de Informações 

Confidenciais subsistirá pelo prazo durante o qual o Colaborador for obrigado a manter as 

Informações Confidenciais, mencionados nos itens 3 e 3.1 acima. 
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4.4. O Colaborador tem ciência de que terá a responsabilidade de provar que a informação divulgada 

indevidamente não se trata de Informação Confidencial. 

 

5. O Colaborador reconhece e toma ciência que: 

 

a. Todos os documentos relacionados direta ou indiretamente com as Informações Confidenciais, 

inclusive contratos, minutas de contrato, cartas, arquivos físicos ou digitais, apresentações a 

clientes, e-mails e todo tipo de correspondências eletrônicas, arquivos e sistemas 

computadorizados, planilhas, planos de ação, modelos de avaliação e análise e memorandos por 

este elaborados ou obtidos em decorrência do desempenho de suas atividades normais na BRZ 

são e permanecerão sendo propriedade exclusiva da BRZ, razão pela qual compromete-se a não 

utilizar tais documentos, no presente ou no futuro, para quaisquer fins que não o desempenho 

de suas atividades na BRZ, devendo todos os documentos permanecer em poder e sob a 

custódia da BRZ durante a vigência do Contrato, salvo se em virtude de interesses da BRZ for 

necessário que o Colaborador mantenha guarda de tais documentos ou de suas cópias fora das 

instalações da BRZ; 

 

b. Em caso de rescisão do Contrato ou desligamento do Colaborador, o Colaborador deverá 

restituir imediatamente à BRZ todos os documentos e cópias que contenham Informações 

Confidenciais que estejam em seu poder; 

 

c. Nos termos da Lei nº 9.609/98, a base de dados, sistemas computadorizados desenvolvidos 

internamente, modelos computadorizados de análise e avaliação de qualquer natureza, bem 

como arquivos eletrônicos, são de propriedade exclusiva da BRZ, sendo terminantemente 

proibida sua reprodução total ou parcial, por qualquer meio ou processo; sua tradução, 

adaptação, reordenação ou qualquer outra modificação; a distribuição do original ou cópias da 

base de dados ou a sua comunicação ao público; a reprodução, a distribuição ou comunicação 

ao público de informações parciais, dos resultados das operações relacionadas à base de dados 

ou, ainda, a disseminação de boatos, ficando sujeito, em caso de infração, às penalidades 

dispostas na referida lei; 

 

d. É expressamente proibida a instalação pelo Colaborador de softwares não- homologados pela 

BRZ no equipamento do respectivo Colaborador; 

 

e. A senha que foi fornecida para acesso à rede de dados institucionais é pessoal e intransferível e 

não deverá, em nenhuma hipótese, ser revelada a outra pessoa; e 

 

f. Que o software antivírus, instalado no equipamento do Colaborador jamais deverá ser 

desabilitado, exceto com prévia anuência da área de informática da BRZ. 
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6. Ocorrendo a hipótese do Colaborador ser requisitado por autoridades brasileiras ou 

estrangeiras, incluindo, mas não se limitando, a CVM e a ANBIMA (em perguntas orais, 

interrogatórios, pedidos de informação ou documentos, notificações, citações ou intimações, e 

investigações de qualquer natureza) a divulgar qualquer Informação Confidencial a que teve 

acesso, o Colaborador deverá notificar imediatamente a BRZ, permitindo que a BRZ procure a 

medida judicial, regulatória e/ou autorregulatória cabível para evitar a revelação. 

 

6.1. Caso a BRZ não consiga a ordem judicial, regulatória e/ou autorregulatória para impedir a 

revelação das informações em tempo hábil, o Colaborador poderá fornecer a Informação 

Confidencial solicitada pela autoridade. Nesse caso, o fornecimento da Informação Confidencial 

solicitada deverá restringir-se exclusivamente àquela a que o Colaborador esteja obrigado a 

divulgar. 

 

6.2. A obrigação de notificar a BRZ subsiste mesmo depois de rescindido o Contrato ou ao 

desligamento do Colaborador, por prazo indeterminado. 

 

7. Este Termo é parte integrante das regras que regem a relação de trabalho do Colaborador com 

a BRZ, que ao assiná-lo está aceitando expressamente os termos e condições aqui estabelecidos. 

 

8. A transgressão a qualquer das regras descritas neste Termo, sem prejuízo do disposto no item 4 

e seguintes acima, será considerada infração contratual, sujeitando o Colaborador às sanções 

que lhe forem atribuídas pelo Comitê de Ética e Compliance, conforme descrito no Manual de 

Compliance. 

 

Assim, estando de acordo com as condições acima mencionadas, assinam o presente em 02 (duas) vias 

de igual teor e forma, para um só efeito produzirem, na presença das testemunhas abaixo assinadas: 

 

 

São Paulo, [=] de [=] de [=]. 

 

 

 

[COLABORADOR] 

 

 

 

BRZ 
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TESTEMUNHAS: 

 

 

Nome: 

CPF: 

 

 

Nome: 

CPF: 

 

*-*-* 
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ANEXO III - INFORMAÇÃO AO COMPLIANCE 

 

Descrição da informação (detalhar Informação Privilegiada, ou indicar contrato em decorrência 

do qual poderá se estabelecer fluxo de informações confidenciais potencialmente relevantes): 

 

 

 

Pessoas com acesso à informação: (identidade dos Colaboradores da BRZ com acesso à 

informação, juntamente com motivo pelo qual teve acesso à informação) 

 

 

 

Observações: (inserir comentários ou outras informações que possam ser relevantes para a 

atuação do Comitê de Ética e Compliance) 

 

 

 

Informações sobre o remetente da informação: (nome, cargo e dados de contato) 

 

 

 

 

 

São Paulo, [=] de [=] de [=]. 

 

 

[COLABORADOR] 

 

 

*-*-* 

 


